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Ermittlungsmaßnahmen 
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§ 100j Bestandsdatenauskunft § 100j Erhebung von Bestandsdaten 

§ 100k Erhebung von Nutzungsdaten bei digitalen Diens-
ten 

§ 100k u n v e r ä n d e r t  

§ 101 Verfahrensregelungen bei verdeckten Maßnahmen § 101 u n v e r ä n d e r t  

§ 101a Gerichtliche Entscheidung; Datenkennzeichnung 
und -auswertung; Benachrichtigungspflichten bei Verkehrs- 
und Nutzungsdaten 

§ 101a Verfahrensregelungen bei Erhebung von Ver-
kehrs-, Nutzungs- und Bestandsdaten 
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§ 100g § 100g 

Erhebung von Verkehrsdaten Erhebung von Verkehrsdaten 

(1) Begründen bestimmte Tatsachen 
den Verdacht, dass jemand als Täter oder 
Teilnehmer  

(1) Verkehrsdaten gemäß § 3 
Nummer 70 des Telekommunikationsge-
setzes des Beschuldigten dürfen bei 
demjenigen erhoben werden, der öffent-
lich zugängliche Telekommunikations-
dienste anbietet oder daran mitwirkt, 
wenn 
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1. eine Straftat von auch im Einzelfall er-
heblicher Bedeutung, insbesondere 
eine in § 100a Absatz 2 bezeichnete 
Straftat, begangen hat, in Fällen, in de-
nen der Versuch strafbar ist, zu bege-
hen versucht hat oder durch eine Straf-
tat vorbereitet hat oder 

1. bestimmte Tatsachen den Verdacht 
begründen, dass jemand als Täter 
oder Teilnehmer eine Straftat von 
auch im Einzelfall erheblicher Bedeu-
tung, insbesondere eine in § 100a Ab-
satz 2 bezeichnete Straftat, begangen 
hat, in Fällen, in denen der Versuch 
strafbar ist, zu begehen versucht hat 
oder durch eine Straftat vorbereitet hat, 

2. eine Straftat mittels Telekommunika-
tion begangen hat, 

2. die Erhebung der Verkehrsdaten für 
die Erforschung des Sachverhalts 
oder zur Ermittlung des Aufent-
haltsorts des Beschuldigten erfor-
derlich ist und  

 3. die Erhebung der Verkehrsdaten in 
einem angemessenen Verhältnis zur 
Bedeutung der Sache steht 

so dürfen Verkehrsdaten (§§ 9 und 12 des 
Telekommunikation-Digitale-Dienste-Da-
tenschutz-Gesetzes und § 2a Absatz 1 des 
Gesetzes über die Errichtung einer Bun-
desanstalt für den Digitalfunk der Behörden 
und Organisationen mit Sicherheitsaufga-
ben) erhoben werden, soweit dies für die 
Erforschung des Sachverhalts erforderlich 
ist und die Erhebung der Daten in einem 
angemessenen Verhältnis zur Bedeutung 
der Sache steht. Im Fall des Satzes 1 
Nummer 2 ist die Maßnahme nur zulässig, 
wenn die Erforschung des Sachverhalts auf 
andere Weise aussichtslos wäre. Die Erhe-
bung gespeicherter (retrograder) Standort-
daten ist nach diesem Absatz nur unter den 
Voraussetzungen des Absatzes 2 zulässig. 
Im Übrigen ist die Erhebung von Standort-
daten nur für künftig anfallende Verkehrs-
daten oder in Echtzeit und nur im Fall des 
Satzes 1 Nummer 1 zulässig, soweit sie für 
die Erforschung des Sachverhalts oder die 
Ermittlung des Aufenthaltsortes des Be-
schuldigten erforderlich ist. 

Satz 1 gilt entsprechend für die Erhe-
bung von Verkehrsdaten von Personen, 
bei denen auf Grund bestimmter Tatsa-
chen anzunehmen ist, dass sie für den 
Beschuldigten bestimmte oder von ihm 
herrührende Mitteilungen entgegenneh-
men oder weitergeben oder dass der 
Beschuldigte ihren Anschluss oder ihr 
informationstechnisches System be-
nutzt. Die Sätze 1 und 2 gelten für die Er-
hebung von Verkehrsdaten nach § 2a 
Absatz 1 des BDBOS-Gesetzes bei der 
Bundesanstalt für den Digitalfunk der Be-
hörden und Organisationen mit Sicherheits-
aufgaben entsprechend. 
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(2) Begründen bestimmte Tatsachen 
den Verdacht, dass jemand als Täter oder 
Teilnehmer eine der in Satz 2 bezeichneten 
besonders schweren Straftaten begangen 
hat oder in Fällen, in denen der Versuch 
strafbar ist, eine solche Straftat zu begehen 
versucht hat, und wiegt die Tat auch im 
Einzelfall besonders schwer, dürfen die 
nach § 176 des Telekommunikationsgeset-
zes gespeicherten Verkehrsdaten erhoben 
werden, soweit die Erforschung des Sach-
verhalts oder die Ermittlung des Aufenthalt-
sortes des Beschuldigten auf andere Weise 
wesentlich erschwert oder aussichtslos 
wäre und die Erhebung der Daten in einem 
angemessenen Verhältnis zur Bedeutung 
der Sache steht. Besonders schwere Straf-
taten im Sinne des Satzes 1 sind:  

(2) Besteht kein Verdacht hinsicht-
lich einer Straftat von auch im Einzelfall 
erheblicher Bedeutung, ist die Erhebung 
von Verkehrsdaten unter den übrigen Vo-
raussetzungen von Absatz 1 mit folgen-
den Maßgaben zulässig: 

1. aus dem Strafgesetzbuch:  1. ein Verdacht nach Absatz 1 Satz 1 
Nummer 1 besteht hinsichtlich einer 
mittels Telekommunikation began-
gener Straftat und 

a) Straftaten des Hochverrats und 
der Gefährdung des demokrati-
schen Rechtsstaates sowie des 
Landesverrats und der Gefähr-
dung der äußeren Sicherheit nach 
den §§ 81, 82, 89a, nach den §§ 
94, 95 Absatz 3 und § 96 Absatz 
1, jeweils auch in Verbindung mit § 
97b, sowie nach den §§ 97a, 98 
Absatz 1 Satz 2, § 99 Absatz 2 
und den §§ 100, 100a Absatz 4, 

entfällt 

b) besonders schwerer Fall des 
Landfriedensbruchs nach § 125a 
sowie Betreiben krimineller Han-
delsplattformen im Internet in den 
Fällen des § 127 Absatz 3 und 4, 

entfällt 

c) Bildung krimineller Vereinigungen 
nach § 129 Absatz 1 in Verbin-
dung mit Absatz 5 Satz 3 sowie 
Bildung terroristischer Vereinigun-
gen nach § 129a Absatz 1, 2, 4, 5 
Satz 1 erste Alternative, jeweils 
auch in Verbindung mit § 129b Ab-
satz 1, 

entfällt 
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d) Straftaten gegen die sexuelle 
Selbstbestimmung in den Fällen 
der §§ 176, 176c, 176d und, unter 
den in § 177 Absatz 6 Satz 2 
Nummer 2 genannten Vorausset-
zungen, des § 177, 

entfällt 

e) Verbreitung, Erwerb und Besitz 
kinder- und jugendpornographi-
scher Inhalte in den Fällen des § 
184b Absatz 1 Satz 1, Absatz 2 
und 3 sowie des § 184c Absatz 2, 

entfällt 

f) Mord und Totschlag nach den §§ 
211 und 212, 

entfällt 

g) Straftaten gegen die persönliche 
Freiheit in den Fällen der §§ 234, 
234a Absatz 1, 2, §§ 239a, 239b 
und Zwangsprostitution und 
Zwangsarbeit nach § 232a Absatz 
3, 4 oder 5 zweiter Halbsatz, § 
232b Absatz 3 oder 4 in Verbin-
dung mit § 232a Absatz 4 oder 5 
zweiter Halbsatz und Ausbeutung 
unter Ausnutzung einer Freiheits-
beraubung nach § 233a Absatz 3 
oder 4 zweiter Halbsatz, 

entfällt 

h) Einbruchdiebstahl in eine dauer-
haft genutzte Privatwohnung nach 
§ 244 Absatz 4, schwerer Banden-
diebstahl nach § 244a Absatz 1, 
schwerer Raub nach § 250 Absatz 
1 oder Absatz 2, Raub mit Todes-
folge nach § 251, räuberische Er-
pressung nach § 255 und beson-
ders schwerer Fall einer Erpres-
sung nach § 253 unter den in § 
253 Absatz 4 Satz 2 genannten 
Voraussetzungen, gewerbsmäßige 
Bandenhehlerei nach § 260a Ab-
satz 1, besonders schwerer Fall 
der Geldwäsche nach § 261 unter 
den in § 261 Absatz 5 Satz 2 ge-
nannten Voraussetzungen, wenn 
die Vortat eine der in den Num-
mern 1 bis 8 genannten besonders 
schweren Straftaten ist, 

entfällt 
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i) gemeingefährliche Straftaten in 
den Fällen der §§ 306 bis 306c, 
307 Absatz 1 bis 3, des § 308 Ab-
satz 1 bis 3, des § 309 Absatz 1 
bis 4, des § 310 Absatz 1, der §§ 
313, 314, 315 Absatz 3, des § 
315b Absatz 3 sowie der §§ 316a 
und 316c, 

entfällt 

2. aus dem Aufenthaltsgesetz:  2. abweichend von Absatz 1 Satz 1 
Nummer 2 wäre die Erforschung des 
Sachverhalts auf andere Weise aus-
sichtslos oder wesentlich erschwert. 

a) Einschleusen von Ausländern 
nach § 96 Absatz 2, 

entfällt 

b) Einschleusen mit Todesfolge oder 
gewerbs- und bandenmäßiges 
Einschleusen nach § 97, 

entfällt 

3. aus dem Außenwirtschaftsgesetz: entfällt 

Straftaten nach § 17 Absatz 1 bis 3 
und § 18 Absatz 7 und 8, 

 

4. aus dem Betäubungsmittelgesetz:  entfällt 

a) besonders schwerer Fall einer 
Straftat nach § 29 Absatz 1 Satz 1 
Nummer 1, 5, 6, 10, 11 oder 13, 
Absatz 3 unter der in § 29 Absatz 
3 Satz 2 Nummer 1 genannten Vo-
raussetzung, 

 

b) eine Straftat nach den §§ 29a, 30 
Absatz 1 Nummer 1, 2, 4, § 30a, 

 

5. aus dem Grundstoffüberwachungsge-
setz: 

entfällt 

eine Straftat nach § 19 Absatz 1 unter 
den in § 19 Absatz 3 Satz 2 genannten 
Voraussetzungen, 

 

6. aus dem Gesetz über die Kontrolle von 
Kriegswaffen:  

entfällt 

a) eine Straftat nach § 19 Absatz 2 
oder § 20 Absatz 1, jeweils auch in 
Verbindung mit § 21, 
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b) besonders schwerer Fall einer 
Straftat nach § 22a Absatz 1 in 
Verbindung mit Absatz 2, 

 

7. aus dem Völkerstrafgesetzbuch:  entfällt 

a) Völkermord nach § 6,  

b) Verbrechen gegen die Menschlich-
keit nach § 7, 

 

c) Kriegsverbrechen nach den §§ 8 
bis 12, 

 

d) Verbrechen der Aggression nach § 
13, 

 

8. aus dem Waffengesetz:  entfällt 

a) besonders schwerer Fall einer 
Straftat nach § 51 Absatz 1 in Ver-
bindung mit Absatz 2, 

 

b) besonders schwerer Fall einer 
Straftat nach § 52 Absatz 1 Num-
mer 1 in Verbindung mit Absatz 5. 

 

(3) Die Erhebung aller in einer Funk-
zelle angefallenen Verkehrsdaten (Funkzel-
lenabfrage) ist nur zulässig,  

(3) Standortdaten gemäß § 3 Num-
mer 56 des Telekommunikationsgeset-
zes dürfen unter den Voraussetzungen 
von Absatz 1 mit der Maßgabe erhoben 
werden, dass die Erhebung abweichend 
von Absatz 1 Satz 1 Nummer 2 nur zuläs-
sig ist, wenn die Erforschung des Sach-
verhalts oder die Ermittlung des Aufent-
haltsortes des Beschuldigten auf andere 
Weise aussichtslos oder wesentlich er-
schwert wäre. 

1. wenn die Voraussetzungen des Absat-
zes 1 Satz 1 Nummer 1 erfüllt sind, 

entfällt 

2. soweit die Erhebung der Daten in ei-
nem angemessenen Verhältnis zur Be-
deutung der Sache steht und 

entfällt 

3. soweit die Erforschung des Sachver-
halts oder die Ermittlung des Aufent-
haltsortes des Beschuldigten auf an-
dere Weise aussichtslos oder wesent-
lich erschwert wäre. 

entfällt 
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Auf nach § 176 des Telekommunikations-
gesetzes gespeicherte Verkehrsdaten darf 
für eine Funkzellenabfrage nur unter den 
Voraussetzungen des Absatzes 2 zurück-
gegriffen werden. 

 

(4) Die Erhebung von Verkehrsdaten 
nach Absatz 2, auch in Verbindung mit Ab-
satz 3 Satz 2, die sich gegen eine der in § 
53 Absatz 1 Satz 1 Nummer 1 bis 5 ge-
nannten Personen richtet und die voraus-
sichtlich Erkenntnisse erbringen würde, 
über die diese das Zeugnis verweigern 
dürfte, ist unzulässig. Dennoch erlangte Er-
kenntnisse dürfen nicht verwendet werden. 
Aufzeichnungen hierüber sind unverzüglich 
zu löschen. Die Tatsache ihrer Erlangung 
und der Löschung der Aufzeichnungen ist 
aktenkundig zu machen. Die Sätze 2 bis 4 
gelten entsprechend, wenn durch eine Er-
mittlungsmaßnahme, die sich nicht gegen 
eine in § 53 Absatz 1 Satz 1 Nummer 1 bis 
5 genannte Person richtet, von dieser Per-
son Erkenntnisse erlangt werden, über die 
sie das Zeugnis verweigern dürfte. § 160a 
Absatz 3 und 4 gilt entsprechend. 

(4) Die Erhebung aller in einer Funk-
zelle angefallenen Verkehrsdaten (Funk-
zellenabfrage) ist unter den Vorausset-
zungen von Absatz 3 zulässig.  

(5) Erfolgt die Erhebung von Ver-
kehrsdaten nicht beim Erbringer von Tele-
kommunikationsdiensten, bestimmt sie sich 
nach Abschluss des Kommunikationsvor-
gangs nach den allgemeinen Vorschriften. 

(5) Abweichend von den besonde-
ren Voraussetzungen nach den Absät-
zen 1 und 2 darf die Strafverfolgungsbe-
hörde bei einem nummernunabhängigen 
interpersonellen Kommunikations-
dienst, wenn ihr der Inhalt der Nutzung 
des Dienstes bereits bekannt ist, zum 
Zweck der Identifikation des Beschul-
digten erheben 

 1. die zu ihm gespeicherte öffentliche 
Internetprotokoll-Adresse, 

 2. das Datum und die sekundengenaue 
Uhrzeit der Speicherung der öffentli-
chen Internet-Protokoll-Adresse un-
ter Angabe der jeweils zugrunde lie-
genden Zeitzone sowie 

 3. die der Internetprotokoll-Adresse zu-
gehörigen Portnummern und weitere 
Verkehrsdaten, soweit diese für eine 
Identifizierung des Beschuldigten 
anhand einer zu einem bestimmten 
Zeitpunkt zugewiesenen Internetpro-
tokoll-Adresse erforderlich sind. 
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 Absatz 1 Satz 2 gilt entsprechend. 

 (6) Erfolgt die Erhebung von Ver-
kehrsdaten nicht beim Verpflichteten 
nach Absatz 1 Satz 1 oder 3, bestimmt 
sich ihre Zulässigkeit nach Abschluss 
des Kommunikationsvorgangs nach den 
allgemeinen Vorschriften. 

 (7) Zum Zwecke einer etwaigen Er-
hebung nach den Absätzen 1 bis 4 darf 
angeordnet werden, dass Verpflichtete 
Verkehrsdaten von betroffenen Perso-
nen unverzüglich zu sichern haben (Si-
cherungsanordnung), 

 1. wenn zureichende tatsächliche An-
haltspunkte dafür vorliegen, dass 
eine Straftat begangen worden ist, 
welche die Erhebung nach den Ab-
sätzen 1 bis 4 rechtfertigen würde, 
und  

 2. soweit die Daten für die in den Absät-
zen 1 bis 4 jeweils genannten Zwe-
cke von Bedeutung sein können.  

 Die Erhebung der nach Satz 1 gesicher-
ten Daten erfolgt nach den Absätzen 
1 bis 4. 

§ 100j § 100j 

Bestandsdatenauskunft Bestandsdatenauskunft 

(1) Soweit dies für die Erforschung 
des Sachverhalts oder die Ermittlung des 
Aufenthaltsortes eines Beschuldigten erfor-
derlich ist, darf Auskunft verlangt werden  

(1) Soweit dies für die Erfor-
schung des Sachverhalts oder die Ermitt-
lung des Aufenthaltsortes eines Beschuldig-
ten erforderlich ist, darf Auskunft verlangt 
werden 

1. über Bestandsdaten gemäß § 3 Num-
mer 6 des Telekommunikationsgeset-
zes und über die nach § 172 des Tele-
kommunikationsgesetzes erhobenen 
Daten (§ 174 Absatz 1 Satz 1 des Te-
lekommunikationsgesetzes) von dem-
jenigen, der geschäftsmäßig Telekom-
munikationsdienste erbringt oder daran 
mitwirkt, und 

1. über Bestandsdaten gemäß § 3 Num-
mer 6 des Telekommunikationsgeset-
zes und über die nach § 172 Absatz 1 
des Telekommunikationsgesetzes er-
hobenen Daten bei demjenigen, der öf-
fentlich zugängliche Telekommunika-
tionsdienste erbringt oder daran mit-
wirkt, und 
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2. über Bestandsdaten gemäß § 2 Absatz 
2 Nummer 2 des Telekommunikation-
Digitale-Dienste-Datenschutz-Geset-
zes (§ 22 Absatz 1 Satz 1 des Tele-
kommunikation-Digitale-Dienste-Da-
tenschutz-Gesetzes) von demjenigen, 
der geschäftsmäßig eigene oder 
fremde digitale Dienste zur Nutzung 
bereithält oder den Zugang zur Nut-
zung vermittelt. 

2. über Bestandsdaten gemäß § 2 Ab-
satz 2 Nummer 2 des Telekommunika-
tion-Digitale-Dienste-Datenschutz-Ge-
setzes bei demjenigen, der digitale 
Dienste anbietet. 

Bezieht sich das Auskunftsverlangen nach 
Satz 1 Nummer 1 auf Daten, mittels derer 
der Zugriff auf Endgeräte oder auf Spei-
chereinrichtungen, die in diesen Endgerä-
ten oder hiervon räumlich getrennt einge-
setzt werden, geschützt wird (§ 174 Absatz 
1 Satz 2 des Telekommunikationsgeset-
zes), darf die Auskunft nur verlangt wer-
den, wenn die gesetzlichen Voraussetzun-
gen für die Nutzung der Daten vorliegen. 
Bezieht sich das Auskunftsverlangen nach 
Satz 1 Nummer 2 auf als Bestandsdaten 
erhobene Passwörter oder andere Daten, 
mittels derer der Zugriff auf Endgeräte oder 
auf Speichereinrichtungen, die in diesen 
Endgeräten oder hiervon räumlich getrennt 
eingesetzt werden, geschützt wird (§ 23 
des Telekommunikation-Digitale-Dienste-
Datenschutz-Gesetzes), darf die Auskunft 
nur verlangt werden, wenn die gesetzlichen 
Voraussetzungen für ihre Nutzung zur Ver-
folgung einer besonders schweren Straftat 
nach § 100b Absatz 2 Nummer 1 Buch-
stabe a, c, e, f, g, h oder m, Nummer 3 
Buchstabe b erste Alternative oder Num-
mer 5, 5a, 5b, 6, 9 oder 10 vorliegen. 

 

(2) Die Auskunft nach Absatz 1 darf 
auch anhand einer zu einem bestimmten 
Zeitpunkt zugewiesenen Internetprotokoll-
Adresse verlangt werden (§ 174 Absatz 1 
Satz 3, § 177 Absatz 1 Nummer 3 des Te-
lekommunikationsgesetzes und § 22 Ab-
satz 1 Satz 3 und 4 des Telekommunika-
tion-Digitale-Dienste-Datenschutz-Geset-
zes). Das Vorliegen der Voraussetzungen 
für ein Auskunftsverlangen nach Satz 1 ist 
aktenkundig zu machen. 

(2) Die Auskunft nach Absatz 1 
darf auch anhand einer zu einem bestimm-
ten Zeitpunkt zugewiesenen Internetproto-
koll-Adresse verlangt werden. 
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(3) Auskunftsverlangen nach Absatz 1 
Satz 2 und 3 dürfen nur auf Antrag der 
Staatsanwaltschaft durch das Gericht an-
geordnet werden. Im Fall von Auskunfts-
verlangen nach Absatz 1 Satz 2 kann die 
Anordnung bei Gefahr im Verzug auch 
durch die Staatsanwaltschaft oder ihre Er-
mittlungspersonen (§ 152 des Gerichtsver-
fassungsgesetzes) getroffen werden. In 
diesem Fall ist die gerichtliche Entschei-
dung unverzüglich nachzuholen. Die Sätze 
1 bis 3 finden bei Auskunftsverlangen nach 
Absatz 1 Satz 2 keine Anwendung, wenn 
die betroffene Person vom Auskunftsver-
langen bereits Kenntnis hat oder haben 
muss oder wenn die Nutzung der Daten 
bereits durch eine gerichtliche Entschei-
dung gestattet wird. Das Vorliegen der Vo-
raussetzungen nach Satz 4 ist aktenkundig 
zu machen. 

(3) Bezieht sich das Auskunftsver-
langen nach Absatz 1 Nummer 1 auf Da-
ten, mittels derer der Zugriff auf Endge-
räte oder auf Speichereinrichtungen, die 
in diesen Endgeräten oder hiervon 
räumlich getrennt eingesetzt werden, 
geschützt wird (§ 174 Absatz 1 Satz 2 
des Telekommunikationsgesetzes), darf 
die Auskunft nur verlangt werden, wenn 
die gesetzlichen Voraussetzungen für 
die Nutzung der Daten vorliegen. Bezieht 
sich das Auskunftsverlangen nach 
Absatz 1 Nummer 2 auf als Bestandsda-
ten erhobene Passwörter oder andere 
Daten, mittels derer der Zugriff auf End-
geräte oder auf Speichereinrichtungen, 
die in diesen Endgeräten oder hiervon 
räumlich getrennt eingesetzt werden, 
geschützt wird (§ 23 des Telekommuni-
kation-Digitale-Dienste-Datenschutz-Ge-
setzes), darf die Auskunft nur verlangt 
werden, wenn die gesetzlichen Voraus-
setzungen für ihre Nutzung zur Verfol-
gung einer besonders schweren Straftat 
nach § 100b Absatz 2 Nummer 1 Buch-
stabe a, c, e, f, g, h oder m, Nummer 3 
Buchstabe b erste Alternative oder Num-
mer 5, 5a, 5b, 6, 9 oder 10 vorliegen. 

(4) Die betroffene Person ist in den 
Fällen des Absatzes 1 Satz 2 und 3 und 
des Absatzes 2 über die Beauskunftung zu 
benachrichtigen. Die Benachrichtigung er-
folgt, soweit und sobald hierdurch der 
Zweck der Auskunft nicht vereitelt wird. Sie 
unterbleibt, wenn ihr überwiegende schutz-
würdige Belange Dritter oder der betroffe-
nen Person selbst entgegenstehen. Wird 
die Benachrichtigung nach Satz 2 zurück-
gestellt oder nach Satz 3 von ihr abgese-
hen, sind die Gründe aktenkundig zu ma-
chen. 

entfällt 

(5) Auf Grund eines Auskunftsverlan-
gens nach Absatz 1 oder 2 hat derjenige, 
der geschäftsmäßig Telekommunikations-
dienste oder Telemediendienste erbringt 
oder daran mitwirkt, die zur Auskunftsertei-
lung erforderlichen Daten unverzüglich zu 
übermitteln. § 95 Absatz 2 gilt entspre-
chend. 

entfällt 
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§ 100k § 100k 

Erhebung von Nutzungsdaten bei digita-
len Diensten 

Erhebung von Nutzungsdaten bei digita-
len Diensten 

(1) Begründen bestimmte Tatsachen 
den Verdacht, dass jemand als Täter oder 
Teilnehmer eine Straftat von auch im Ein-
zelfall erheblicher Bedeutung, insbeson-
dere eine in § 100a Absatz 2 bezeichnete 
Straftat, begangen hat, in Fällen, in denen 
der Versuch strafbar ist, zu begehen ver-
sucht hat oder durch eine Straftat vorberei-
tet hat, dürfen von demjenigen, der ge-
schäftsmäßig eigene oder fremde digitale 
Dienste zur Nutzung bereithält oder den 
Zugang zur Nutzung vermittelt, Nutzungs-
daten (§ 2 Absatz 2 Nummer 3 des Tele-
kommunikation-Digitale-Dienste-Daten-
schutz-Gesetzes) erhoben werden, soweit 
dies für die Erforschung des Sachverhalts 
erforderlich ist und die Erhebung der Daten 
in einem angemessenen Verhältnis zur Be-
deutung der Sache steht. Die Erhebung ge-
speicherter (retrograder) Standortdaten ist 
nur unter den Voraussetzungen von § 100g 
Absatz 2 zulässig. Im Übrigen ist die Erhe-
bung von Standortdaten nur für künftig an-
fallende Nutzungsdaten oder in Echtzeit 
zulässig, soweit sie für die Erforschung des 
Sachverhalts oder die Ermittlung des Auf-
enthaltsortes des Beschuldigten erforder-
lich ist. 

(1) Nutzungsdaten gemäß § 2 Ab-
satz 2 Nummer 3 des Telekommunika-
tion-Digitale-Dienste-Datenschutz-Ge-
setzes des Beschuldigten dürfen bei 
demjenigen, der digitale Dienste anbietet, 
unter den Voraussetzungen des § 100g 
Absatz 1 Satz 1 erhoben werden. § 100g 
Absatz 1 Satz 2 gilt entsprechend. 

(2) Soweit die Straftat nicht von Ab-
satz 1 erfasst wird, dürfen Nutzungsdaten 
auch dann erhoben werden, wenn be-
stimmte Tatsachen den Verdacht begrün-
den, dass jemand als Täter oder Teilneh-
mer mittels Telemedien eine der folgenden 
Straftaten begangen hat und die Erfor-
schung des Sachverhalts auf andere Weise 
aussichtslos wäre:  

(2) § 100g Absatz 2 gilt mit der 
Maßgabe entsprechend, dass eine Erhe-
bung zulässig ist, wenn der Verdacht hin-
sichtlich einer mittels digitalen Dienstes 
begangenen Straftat besteht. 

1. aus dem Strafgesetzbuch  entfällt 

a) Verwenden von Kennzeichen ver-
fassungswidriger Organisationen 
nach § 86a, 
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b) Anleitung zur Begehung einer 
schweren staatsgefährdenden Ge-
walttat nach § 91, 

 

c) Öffentliche Aufforderung zu Straf-
taten nach § 111, 

 

d) Straftaten gegen die öffentliche 
Ordnung nach den §§ 126, 131 
und 140, 

 

e) Beschimpfung von Bekenntnissen, 
Religionsgesellschaften und Welt-
anschauungsvereinigungen nach 
§ 166, 

 

f) Verbreitung, Erwerb und Besitz 
kinderpornographischer Inhalte 
nach § 184b, 

 

g) Beleidigung, üble Nachrede und 
Verleumdung nach den §§ 185 bis 
187 und Verunglimpfung des An-
denkens Verstorbener nach § 189, 

 

h) Verletzungen des persönlichen Le-
bens- und Geheimbereichs nach 
den §§ 201a, 202a und 202c, 

 

i) Nachstellung nach § 238,  

j) Bedrohung nach § 241,  

k) Vorbereitung eines Computerbe-
truges nach § 263a Absatz 3, 

 

l) Datenveränderung und Computer-
sabotage nach den §§ 303a und 
303b Absatz 1, 

 

2. aus dem Gesetz über Urheberrecht 
und verwandte Schutzrechte Straftaten 
nach den §§ 106 bis 108b, 

entfällt 

3. aus dem Bundesdatenschutzgesetz 
nach § 42. 

entfällt 

Satz 1 gilt nicht für die Erhebung von 
Standortdaten. 
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(3) Abweichend von Absatz 1 und 2 
darf die Staatsanwaltschaft ausschließlich 
zur Identifikation des Nutzers Auskunft 
über die nach § 2 Absatz 2 Nummer 3 
Buchstabe a des Telekommunikation-Digi-
tale-Dienste-Datenschutz-Gesetzes erho-
benen Daten verlangen, wenn ihr der Inhalt 
der Nutzung des digitalen Dienstes nach § 
1 Absatz 4 Nummer 1 des Digitale-Dienste-
Gesetzes bereits bekannt ist. 

(3) Standortdaten dürfen bei dem 
Verpflichteten nach Absatz 1 unter den 
Voraussetzungen von § 100g Absatz 3 
erhoben werden.  

(4) Die Erhebung von Nutzungsdaten 
nach Absatz 1 und 2 ist nur zulässig, wenn 
aufgrund von Tatsachen die Annahme ge-
rechtfertigt ist, dass die betroffene Person 
den digitalen Dienst nach § 1 Absatz 4 
Nummer 1 des Digitale-Dienste-Gesetzes 
nutzt, den derjenige, gegen den sich die 
Anordnung richtet, geschäftsmäßig zur 
Nutzung bereithält oder zu dem er den Zu-
gang zur Nutzung vermittelt. 

(4) Nutzungsdaten zum Zweck der 
Identifikation dürfen bei dem Verpflich-
teten nach Absatz 1 unter den Vorausset-
zungen des § 100g Absatz 5 erhoben 
werden. 

(5) Erfolgt die Erhebung von Nut-
zungsdaten oder Inhalten der Nutzung ei-
nes digitalen Dienstes nach § 1 Absatz 4 
Nummer 1 des Digitale-Dienste-Gesetzes 
nicht bei einem Diensteanbieter, der ge-
schäftsmäßig digitale Dienste zur Nutzung 
bereithält, bestimmt sie sich nach Ab-
schluss des Kommunikationsvorgangs 
nach den allgemeinen Vorschriften. 

(5) Die Erhebung von Nutzungsdaten 
nach den Absätze 1 bis 3 ist nur zuläs-
sig, wenn aufgrund von Tatsachen die 
Annahme gerechtfertigt ist, dass die be-
troffene Person den digitalen Dienst des 
Verpflichteten nutzt. 

 (6) Erfolgt die Erhebung von Nut-
zungsdaten eines digitalen Dienstes 
nicht bei dem Verpflichteten nach Ab-
satz 1, bestimmt sich ihre Zulässigkeit 
nach Abschluss des Kommunikations-
vorgangs nach den allgemeinen Vor-
schriften. 

§ 101a § 101a 

Gerichtliche Entscheidung; Datenkenn-
zeichnung und -auswertung; Benach-
richtigungspflichten bei Verkehrs- und 

Nutzungsdaten 

Verfahrensregelungen bei Erhebung 
von Verkehrs-, Nutzungs- und Bestands-

daten 

(1) Bei Erhebungen von Verkehrsda-
ten nach § 100g gelten § 100a Absatz 3 
und 4 und § 100e entsprechend mit der 
Maßgabe, dass  

(1) § 100e Absatz 1, 3 Satz 1 und 
2 Nummer 1 bis 5 und Absatz 5 Satz 1 
und 2 gilt entsprechend hinsichtlich der 
folgenden Verfahren: 
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1. in der Entscheidungsformel nach § 
100e Absatz 3 Satz 2 auch die zu 
übermittelnden Daten und der Zeit-
raum, für den sie übermittelt werden 
sollen, eindeutig anzugeben sind, 

1. bei Erhebung von Verkehrsdaten 
nach § 100g Absatz 1 bis 4 mit der 
Maßgabe, dass 

 a) in der Entscheidungsformel 
nach § 100e Absatz 3 Satz 2 
auch die zu übermittelnden Da-
ten und der Zeitraum, für den 
sie übermittelt werden sollen, 
eindeutig anzugeben sind und 

 b) bei Funkzellenabfragen nach § 
100g Absatz 4 in der Entschei-
dungsformel abweichend von § 
100e Absatz 3 Satz 2 Nummer 5 
eine räumlich und zeitlich eng 
begrenzte und hinreichend be-
stimmte Bezeichnung der Tele-
kommunikation genügt, 

2. der nach § 100a Absatz 4 Satz 1 zur 
Auskunft Verpflichtete auch mitzuteilen 
hat, welche der von ihm übermittelten 
Daten nach § 176 des Telekommuni-
kationsgesetzes gespeichert wurden. 

2. bei Erhebung von Nutzungsdaten 
nach § 100k Absatz bis 3 mit der 
Maßgabe, dass in der Entschei-
dungsformel nach § 100e Absatz 3 
Satz 2 an die Stelle der Rufnummer 
(§ 100e Absatz 3 Satz 2 Nummer 5) 
soweit möglich eine eindeutige Ken-
nung des Nutzerkontos des Be-
troffenen, ansonsten eine möglichst 
genaue Bezeichnung des digitalen 
Dienstes tritt, auf den sich das Aus-
kunftsverlangen bezieht, 

In den Fällen des § 100g Absatz 2, auch in 
Verbindung mit § 100g Absatz 3 Satz 2, fin-
det abweichend von Satz 1 § 100e Absatz 
1 Satz 2 keine Anwendung. Bei Funkzel-
lenabfragen nach § 100g Absatz 3 genügt 
abweichend von § 100e Absatz 3 Satz 2 
Nummer 5 eine räumlich und zeitlich eng 
begrenzte und hinreichend bestimmte Be-
zeichnung der Telekommunikation. 

3. bei einer Sicherungsanordnung 
nach § 100g Absatz 7 mit der Maß-
gabe, dass 
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 a) abweichend von § 100e Absatz 
1 Satz 1 bis 3 die Maßnahme 
durch die Staatsanwaltschaft für 
höchstens drei Monate angeord-
net werden kann, bei Gefahr im 
Verzug auch durch ihre Ermitt-
lungspersonen (§ 152 des Ge-
richtsverfassungsgesetzes), 
und die Maßnahme nur auf An-
trag der Staatsanwaltschaft 
durch das Gericht um höchs-
tens drei Monate verlängert wer-
den kann, 

 b) in der Entscheidungsformel 
nach § 100e Absatz 3 Satz 2 
auch die zu sichernden Daten 
und der Zeitraum, für den sie 
gesichert werden sollen, ein-
deutig anzugeben sind und 

 c) bei der Sicherung von Daten ei-
ner Funkzelle nach § 100g Ab-
satz 3 in der Entscheidungsfor-
mel abweichend von § 100e Ab-
satz 3 Satz 2 Nummer 5 eine 
räumlich und zeitlich eng be-
grenzte und hinreichend be-
stimmte Bezeichnung der Tele-
kommunikation genügt. 

 § 100e Absatz 1 und 3 Satz 1 und 2 
Nummer 1 bis 4 gilt entsprechend hin-
sichtlich der Verfahren bei Erhebung 
von Bestandsdaten nach § 100j Absatz 3 
mit der Maßgabe, dass in der Entschei-
dungsformel nach § 100e Absatz 3 Satz 
2 Nummer 3 Dauer und Endzeitpunkt 
der Maßnahme nicht anzugeben sind. 
Satz 1 findet bei Auskunftsverlangen 
nach § 100j Absatz 3 Satz 1 keine An-
wendung, wenn die betroffene Person 
vom Auskunftsverlangen bereits Kennt-
nis hat oder haben muss oder wenn die 
Nutzung der Daten bereits durch eine 
gerichtliche Entscheidung gestattet 
wird. 
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(1a) Bei der Erhebung und Beauskunf-
tung von Nutzungsdaten eines digitalen 
Dienstes nach § 1 Absatz 4 Nummer 1 des 
Digitale-Dienste-Gesetzes nach § 100k gilt 
§ 100a Absatz 3 und 4, bei der Erhebung 
von Nutzungsdaten nach § 100k Absatz 1 
und 2 zudem § 100e Absatz 1 und 3 bis 5 
entsprechend mit der Maßgabe, dass in 
der Entscheidungsformel nach § 100e Ab-
satz 3 Satz 2 an die Stelle der Rufnummer 
(§ 100e Absatz 3 Satz 2 Nummer 5), so-
weit möglich eine eindeutige Kennung des 
Nutzerkontos des Betroffenen, ansonsten 
eine möglichst genaue Bezeichnung des 
digitalen Dienstes nach § 1 Absatz 4 Num-
mer 1 des Digitale-Dienste-Gesetzes tritt, 
auf den sich das Auskunftsverlangen be-
zieht. 

entfällt 

(2) Wird eine Maßnahme nach § 100g 
oder § 100k Absatz 1 oder Absatz 2 ange-
ordnet oder verlängert, sind in der Begrün-
dung einzelfallbezogen insbesondere die 
wesentlichen Erwägungen zur Erforderlich-
keit und Angemessenheit der Maßnahme, 
auch hinsichtlich des Umfangs der zu erhe-
benden Daten und des Zeitraums, für den 
sie erhoben werden sollen, darzulegen. 

(2) Wird eine Maßnahme nach § 100g 
oder § Wird eine Maßnahme nach § 100g 
Absatz 1 bis 4 oder 7, § 100j Absatz 3 
oder § 100k Absatz 1 bis 3 angeordnet 
oder verlängert, sind in der Begründung 
einzelfallbezogen insbesondere die we-
sentlichen Erwägungen zur Erforderlichkeit 
und Angemessenheit der Maßnahme, auch 
hinsichtlich des Umfangs der zu erheben-
den Daten und des Zeitraums, für den sie 
erhoben werden sollen, darzulegen. 

(3) Personenbezogene Daten, die 
durch Maßnahmen nach § 100g oder § 
100k Absatz 1 oder Absatz 2 erhoben wur-
den, sind entsprechend zu kennzeichnen 
und unverzüglich auszuwerten. Bei der 
Kennzeichnung ist erkennbar zu machen, 
ob es sich um Daten handelt, die nach § 
176 des Telekommunikationsgesetzes ge-
speichert waren. Nach einer Übermittlung 
an eine andere Stelle ist die Kennzeich-
nung durch diese aufrechtzuerhalten. Für 
die Löschung personenbezogener Daten 
gilt § 101 Absatz 8 entsprechend. 

(3) Personenbezogene Daten, die 
durch Maßnahmen nach § 100g Ab-
satz 1 bis 5 oder 7, § 100j Absatz 3 oder 
§ 100k Absatz 1 bis 4 erhoben wurden, 
sind entsprechend zu kennzeichnen und 
unverzüglich auszuwerten. Nach einer 
Übermittlung an eine andere Stelle ist die 
Kennzeichnung durch diese aufrechtzuer-
halten. Für die Löschung personenbezoge-
ner Daten gilt § 101 Absatz 8 entspre-
chend. 
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(4) Verwertbare personenbezogene 
Daten, die durch Maßnahmen nach § 100g 
Absatz 2, auch in Verbindung mit § 100g 
Absatz 1 Satz 3 oder Absatz 3 Satz 2, er-
hoben wurden, dürfen ohne Einwilligung 
der Beteiligten der betroffenen Telekommu-
nikation nur für folgende andere Zwecke 
und nur nach folgenden Maßgaben ver-
wendet werden:  

(4) Die Beteiligten der betroffe-
nen Telekommunikation und die betroffe-
nen Nutzer des digitalen Dienstes sind 
von einer Erhebung nach 
§ 100g Absatz 1 bis 4, 
§ 100j Absatz 2 und 3 und nach 
§ 100k Absatz 1 bis 3 zu benachrichti-
gen. § 101 Absatz 4 Satz 2 bis 5 und Ab-
satz 5 bis 7 gilt entsprechend. 

1. in anderen Strafverfahren zur Aufklä-
rung einer Straftat, auf Grund derer 
eine Maßnahme nach § 100g Absatz 
2, auch in Verbindung mit § 100g Ab-
satz 1 Satz 3 oder Absatz 3 Satz 2, an-
geordnet werden könnte, oder zur Er-
mittlung des Aufenthalts der einer sol-
chen Straftat beschuldigten Person, 

entfällt 

2. Übermittlung zu Zwecken der Abwehr 
von konkreten Gefahren für Leib, Le-
ben oder Freiheit einer Person oder für 
den Bestand des Bundes oder eines 
Landes (§ 177 Absatz 1 Nummer 2 des 
Telekommunikationsgesetzes). 

entfällt 

Die Stelle, die die Daten weiterleitet, macht 
die Weiterleitung und deren Zweck akten-
kundig. Sind die Daten nach Satz 1 Num-
mer 2 nicht mehr zur Abwehr der Gefahr 
oder nicht mehr für eine vorgerichtliche 
oder gerichtliche Überprüfung der zur Ge-
fahrenabwehr getroffenen Maßnahmen er-
forderlich, so sind Aufzeichnungen über 
diese Daten von der für die Gefahrenab-
wehr zuständigen Stelle unverzüglich zu lö-
schen. Die Löschung ist aktenkundig zu 
machen. Soweit die Löschung lediglich für 
eine etwaige vorgerichtliche oder gerichtli-
che Überprüfung zurückgestellt ist, dürfen 
die Daten nur für diesen Zweck verwendet 
werden; für eine Verwendung zu anderen 
Zwecken sind sie zu sperren. 
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(5) Sind verwertbare personenbezo-
gene Daten, die nach § 176 des Telekom-
munikationsgesetzes gespeichert waren, 
durch eine entsprechende polizeirechtliche 
Maßnahme erlangt worden, dürfen sie in 
einem Strafverfahren ohne Einwilligung der 
Beteiligten der betroffenen Telekommuni-
kation nur zur Aufklärung einer Straftat, auf 
Grund derer eine Maßnahme nach § 100g 
Absatz 2, auch in Verbindung mit Absatz 3 
Satz 2, angeordnet werden könnte, oder 
zur Ermittlung des Aufenthalts der einer 
solchen Straftat beschuldigten Person ver-
wendet werden. 

(5) Hinsichtlich der Mitwir-
kungspflicht von nach den §§ 100g, 100j 
und 100k Verpflichteten gilt § 100a Ab-
satz 4 entsprechend. 

(6) Die Beteiligten der betroffenen Te-
lekommunikation und die betroffenen Nut-
zer des digitalen Dienstes nach § 1 Absatz 
4 Nummer 1 des Digitale-Dienste-Gesetzes 
sind von der Erhebung der Verkehrsdaten 
nach § 100g oder der Nutzungsdaten nach 
§ 100k Absatz 1 und 2 zu benachrichtigen. 
§ 101 Absatz 4 Satz 2 bis 5 und Absatz 5 
bis 7 gilt entsprechend mit der Maßgabe, 
dass  

entfällt 

1. das Unterbleiben der Benachrichtigung 
nach § 101 Absatz 4 Satz 3 der Anord-
nung des zuständigen Gerichts bedarf; 

 

2. abweichend von § 101 Absatz 6 Satz 1 
die Zurückstellung der Benachrichti-
gung nach § 101 Absatz 5 Satz 1 stets 
der Anordnung des zuständigen Ge-
richts bedarf und eine erstmalige Zu-
rückstellung auf höchstens zwölf Mo-
nate zu befristen ist. 

 

(7) Die betroffene Person ist in den 
Fällen des § 100k Absatz 3 über die 
Beauskunftung zu benachrichtigen. Die Be-
nachrichtigung erfolgt, soweit und sobald 
hierdurch der Zweck der Beauskunftung 
nicht vereitelt wird. Sie unterbleibt, wenn ihr 
überwiegende schutzwürdige Belange Drit-
ter oder der betroffenen Person selbst ent-
gegenstehen. Wird die Benachrichtigung 
nach Satz 2 zurückgestellt oder nach Satz 
3 von ihr abgesehen, sind die Gründe ak-
tenkundig zu machen. 

entfällt 
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§ 101b § 101b 

Statistische Erfassung; Berichtspflich-
ten 

Statistische Erfassung; Berichtspflich-
ten 

(1) Die Länder und der Generalbun-
desanwalt berichten dem Bundesamt für 
Justiz kalenderjährlich jeweils bis zum 30. 
Juni des dem Berichtsjahr folgenden Jah-
res über in ihrem Zuständigkeitsbereich an-
geordnete Maßnahmen nach den §§ 100a, 
100b, 100c, 100g und 100k Absatz 1 und 
2. Das Bundesamt für Justiz erstellt eine 
Übersicht zu den im Berichtsjahr bundes-
weit angeordneten Maßnahmen und veröf-
fentlicht diese im Internet. Über die im je-
weils vorangegangenen Kalenderjahr nach 
§ 100c angeordneten Maßnahmen berich-
tet die Bundesregierung dem Deutschen 
Bundestag vor der Veröffentlichung im In-
ternet. 

(1) Die Länder und der Generalbun-
desanwalt berichten dem Bundesamt für 
Justiz kalenderjährlich jeweils bis zum 30. 
Juni des dem Berichtsjahr folgenden Jah-
res über in ihrem Zuständigkeitsbereich an-
geordnete Maßnahmen nach den §§ 100a, 
100b, 100c, 100g und 100k. Das Bundes-
amt für Justiz erstellt eine Übersicht zu den 
im Berichtsjahr bundesweit angeordneten 
Maßnahmen und veröffentlicht diese im In-
ternet. Über die im jeweils vorangegange-
nen Kalenderjahr nach § 100c angeordne-
ten Maßnahmen berichtet die Bundesregie-
rung dem Deutschen Bundestag vor der 
Veröffentlichung im Internet. 

(2) In den Übersichten über Maßnah-
men nach § 100a sind anzugeben:  

(2) u n v e r ä n d e r t  

1. die Anzahl der Verfahren, in denen 
Maßnahmen nach § 100a Absatz 1 an-
geordnet worden sind; 

 

2. die Anzahl der Überwachungsanord-
nungen nach § 100a Absatz 1, unter-
schieden nach Erst- und Verlänge-
rungsanordnungen; 

 

3. die jeweils zugrunde liegende Anlass-
straftat nach der Unterteilung in § 100a 
Absatz 2; 

 

4. die Anzahl der Verfahren, in denen ein 
Eingriff in ein von dem Betroffenen ge-
nutztes informationstechnisches Sys-
tem nach § 100a Absatz 1 Satz 2 und 
3  

 

a) im richterlichen Beschluss ange-
ordnet wurde und 

 

b) tatsächlich durchgeführt wurde.  

(3) In den Übersichten über Maßnah-
men nach § 100b sind anzugeben:  

(3) u n v e r ä n d e r t  
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1. die Anzahl der Verfahren, in denen 
Maßnahmen nach § 100b Absatz 1 an-
geordnet worden sind; 

 

2. die Anzahl der Überwachungsanord-
nungen nach § 100b Absatz 1, unter-
schieden nach Erst- und Verlänge-
rungsanordnungen; 

 

3. die jeweils zugrunde liegende Anlass-
straftat nach Maßgabe der Unterteilung 
in § 100b Absatz 2; 

 

4. die Anzahl der Verfahren, in denen ein 
Eingriff in ein vom Betroffenen genutz-
tes informationstechnisches System 
tatsächlich durchgeführt wurde. 

 

(4) In den Berichten über Maßnahmen 
nach § 100c sind anzugeben:  

(4) u n v e r ä n d e r t  

1. die Anzahl der Verfahren, in denen 
Maßnahmen nach § 100c Absatz 1 an-
geordnet worden sind; 

 

2. die jeweils zugrunde liegende Anlass-
straftat nach Maßgabe der Unterteilung 
in § 100b Absatz 2; 

 

3. ob das Verfahren einen Bezug zur Ver-
folgung organisierter Kriminalität auf-
weist; 

 

4. die Anzahl der überwachten Objekte je 
Verfahren nach Privatwohnungen und 
sonstigen Wohnungen sowie nach 
Wohnungen des Beschuldigten und 
Wohnungen dritter Personen; 

 

5. die Anzahl der überwachten Personen 
je Verfahren nach Beschuldigten und 
nichtbeschuldigten Personen; 

 

6. die Dauer der einzelnen Überwachung 
nach Dauer der Anordnung, Dauer der 
Verlängerung und Abhördauer; 

 

7. wie häufig eine Maßnahme nach § 
100d Absatz 4, § 100e Absatz 5 unter-
brochen oder abgebrochen worden ist; 
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8. ob eine Benachrichtigung der betroffe-
nen Personen (§ 101 Absatz 4 bis 6) 
erfolgt ist oder aus welchen Gründen 
von einer Benachrichtigung abgesehen 
worden ist; 

 

9. ob die Überwachung Ergebnisse er-
bracht hat, die für das Verfahren rele-
vant sind oder voraussichtlich relevant 
sein werden; 

 

10. ob die Überwachung Ergebnisse er-
bracht hat, die für andere Strafverfah-
ren relevant sind oder voraussichtlich 
relevant sein werden; 

 

11. wenn die Überwachung keine relevan-
ten Ergebnisse erbracht hat: die 
Gründe hierfür, differenziert nach tech-
nischen Gründen und sonstigen Grün-
den; 

 

12. die Kosten der Maßnahme, differen-
ziert nach Kosten für Übersetzungs-
dienste und sonstigen Kosten. 

 

(5) In den Übersichten über Maßnah-
men nach § 100g sind anzugeben:  

(5) In den Übersichten über Maßnah-
men nach § 100g sind anzugeben:  

1. unterschieden nach Maßnahmen nach 
§ 100g Absatz 1, 2 und 3  

1. unterschieden nach Maßnahmen nach 
§ 100g Absatz 1, 2, 3, 4 und 7 

a) die Anzahl der Verfahren, in denen 
diese Maßnahmen durchgeführt 
wurden; 

a) u n v e r ä n d e r t  

b) die Anzahl der Erstanordnungen, 
mit denen diese Maßnahmen an-
geordnet wurden; 

b) u n v e r ä n d e r t  

c) die Anzahl der Verlängerungsan-
ordnungen, mit denen diese Maß-
nahmen angeordnet wurden; 

c) u n v e r ä n d e r t  

2. untergliedert nach der Anzahl der zu-
rückliegenden Wochen, für die die Er-
hebung von Verkehrsdaten angeordnet 
wurde, jeweils bemessen ab dem Zeit-
punkt der Anordnung  

2. untergliedert nach der Anzahl der zu-
rückliegenden Wochen, für die die Er-
hebung von Verkehrsdaten angeordnet 
wurde, jeweils bemessen ab dem Zeit-
punkt der Anordnung  

a) die Anzahl der Anordnungen nach 
§ 100g Absatz 1; 

a) u n v e r ä n d e r t  
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b) die Anzahl der Anordnungen nach 
§ 100g Absatz 2; 

b) u n v e r ä n d e r t  

c) die Anzahl der Anordnungen nach 
§ 100g Absatz 3; 

c) u n v e r ä n d e r t  

 d) die Anzahl der Anordnungen 
nach § 100g Absatz 4; 

 e) die Anzahl der Anordnungen 
nach § 100g Absatz 7; 

d) die Anzahl der Anordnungen, die 
teilweise ergebnislos geblieben 
sind, weil die abgefragten Daten 
teilweise nicht verfügbar waren; 

f) u n v e r ä n d e r t  

e) die Anzahl der Anordnungen, die 
ergebnislos geblieben sind, weil 
keine Daten verfügbar waren. 

g) u n v e r ä n d e r t  

(6) In den Übersichten über Maßnah-
men nach § 100k sind jeweils unterschie-
den nach Maßnahmen nach den Absätzen 
1 und 2 anzugeben:  

(6) In den Übersichten über Maßnah-
men nach § 100k sind jeweils unterschie-
den nach Maßnahmen nach den Absätzen 
1, 2 und 3 anzugeben:  

1. die Anzahl der Verfahren, in denen 
Maßnahmen angeordnet worden sind; 

1. u n v e r ä n d e r t  

2. die Anzahl der Anordnungen, unter-
schieden nach Erst- und Verlänge-
rungsanordnungen; 

2. u n v e r ä n d e r t  

3. untergliedert nach der Anzahl der zu-
rückliegenden Wochen, für die die Er-
hebung von Nutzungsdaten angeord-
net wurde, jeweils bemessen ab dem 
Zeitpunkt der Anordnung  

3. u n v e r ä n d e r t  

a) die Anzahl der Anordnungen, die 
teilweise ergebnislos geblieben 
sind, weil die abgefragten Daten 
teilweise nicht verfügbar waren; 

 

b) die Anzahl der Anordnungen, die 
ergebnislos geblieben sind, weil 
keine Daten verfügbar waren. 
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§ 160a § 160a 

Maßnahmen bei zeugnisverweigerungs-
berechtigten Berufsgeheimnisträgern 

Maßnahmen bei zeugnisverweigerungs-
berechtigten Berufsgeheimnisträgern 

(1) Eine Ermittlungsmaßnahme, die 
sich gegen eine in § 53 Absatz 1 Satz 1 
Nummer 1, 2 oder Nummer 4 genannte 
Person, einen Rechtsanwalt oder einen 
Kammerrechtsbeistand richtet und voraus-
sichtlich Erkenntnisse erbringen würde, 
über die diese das Zeugnis verweigern 
dürfte, ist unzulässig. Dennoch erlangte Er-
kenntnisse dürfen nicht verwendet werden. 
Aufzeichnungen hierüber sind unverzüglich 
zu löschen. Die Tatsache ihrer Erlangung 
und der Löschung der Aufzeichnungen ist 
aktenkundig zu machen.Die Sätze 2 bis 4 
gelten entsprechend, wenn durch eine Er-
mittlungsmaßnahme, die sich nicht gegen 
eine in Satz 1 in Bezug genommene Per-
son richtet, von dieser Person Erkenntnisse 
erlangt werden, über die sie das Zeugnis 
verweigern dürfte. 

(1) u n v e r ä n d e r t  

(2) Soweit durch eine Ermittlungs-
maßnahme eine in § 53 Abs. 1 Satz 1 Nr. 3 
bis 3b oder Nr. 5 genannte Person betrof-
fen wäre und dadurch voraussichtlich Er-
kenntnisse erlangt würden, über die diese 
Person das Zeugnis verweigern dürfte, ist 
dies im Rahmen der Prüfung der Verhält-
nismäßigkeit besonders zu berücksichti-
gen; betrifft das Verfahren keine Straftat 
von erheblicher Bedeutung, ist in der Regel 
nicht von einem Überwiegen des Strafver-
folgungsinteresses auszugehen. Soweit 
geboten, ist die Maßnahme zu unterlassen 
oder, soweit dies nach der Art der Maß-
nahme möglich ist, zu beschränken. Für 
die Verwertung von Erkenntnissen zu Be-
weiszwecken gilt Satz 1 entsprechend. Die 
Sätze 1 bis 3 gelten nicht für Rechtsan-
wälte und Kammerrechtsbeistände. 

(2) u n v e r ä n d e r t  

(3) Die Absätze 1 und 2 sind entspre-
chend anzuwenden, soweit die in § 53a 
Genannten das Zeugnis verweigern dürf-
ten. 

(3) u n v e r ä n d e r t  
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(4) Die Absätze 1 bis 3 sind nicht an-
zuwenden, wenn bestimmte Tatsachen den 
Verdacht begründen, dass die zeugnisver-
weigerungsberechtigte Person an der Tat 
oder an einer Datenhehlerei, Begünsti-
gung, Strafvereitelung oder Hehlerei betei-
ligt ist. Ist die Tat nur auf Antrag oder nur 
mit Ermächtigung verfolgbar, ist Satz 1 in 
den Fällen des § 53 Abs. 1 Satz 1 Nr. 5 an-
zuwenden, sobald und soweit der Strafan-
trag gestellt oder die Ermächtigung erteilt 
ist. 

(4) u n v e r ä n d e r t  

(5) Die §§ 97, 100d Absatz 5 und § 
100g Absatz 4 bleiben unberührt. 

(5) Die §§ 97 und 100d Absatz 5 blei-
ben unberührt.“ 
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Einführungsgesetz zur Straf-
prozeßordnung 

Einführungsgesetz zur Straf-
prozeßordnung 

(StPOEG) 
vom: 01.02.1877 - Zuletzt geän-
dert durch Art. 4 G v. 12.7.2024 

I Nr. 234 
Mittelbare Änderung durch Art. 

38 G v. 8.12.2025 I Nr. 319 ist 
berücksichtigt 

(StPOEG) 
vom: 01.02.1877 - Zuletzt geän-
dert durch Art. 4 G v. 12.7.2024 

I Nr. 234 
Mittelbare Änderung durch Art. 

38 G v. 8.12.2025 I Nr. 319 ist 
berücksichtigt 

§ 12 § 12 

Übergangsregelung zum Gesetz zur Ein-
führung einer Speicherpflicht und einer 
Höchstspeicherfrist für Verkehrsdaten 

Übergangsregelung zum Gesetz zur Ein-
führung einer IP-Adressspeicherung 

und Weiter-entwicklung der Befugnisse 
zur Datenerhebung im Strafverfahren 

(1) Nach § 96 Absatz 1 Satz 1 Num-
mer 1 des Telekommunikationsgesetzes 
gespeicherte Standortdaten dürfen erho-
ben werden bis zum 29. Juli 2017 auf der 
Grundlage des § 100g Absatz 1 der Straf-
prozessordnung in der bis zum Inkrafttreten 
des Gesetzes zur Einführung einer Spei-
cherpflicht und einer Höchstspeicherfrist für 
Verkehrsdaten vom 10. Dezember 2015 
(BGBl. I S. 2218) geltenden Fassung. 

Übersichten nach § 101b Absatz 5 und 6 
der Strafprozessordnung in der vom … 
[einsetzen: Datum des Inkrafttretens 
nach Artikel 13 dieses Gesetzes] gelten-
den Fassung sind erstmalig für das auf 
den … [einsetzen: Datum des Inkrafttre-
tens nach Artikel 13 dieses Gesetzes] 
folgende Berichtsjahr zu erstellen. Für 
die vorangehenden Berichtsjahre ist § 
101b Absatz 5 und 6 der Strafprozessord-
nung in der bis einschließlich … [einset-
zen: Datum des Tages vor dem Inkrafttre-
ten nach Artikel 13 dieses Gesetzes] gel-
tenden Fassung anzuwenden. 

(2) Die Übersicht nach § 101b der 
Strafprozessordnung in der Fassung des 
Artikels 1 des Gesetzes vom 10. Dezember 
2015 (BGBl. I S. 2218) ist erstmalig für das 
Berichtsjahr 2018 zu erstellen. Für die vo-
rangehenden Berichtsjahre ist § 100g Ab-
satz 4 der Strafprozessordnung in der bis 
zum Inkrafttreten des Gesetzes zur Einfüh-
rung einer Speicherpflicht und einer 
Höchstspeicherfrist für Verkehrsdaten gel-
tenden Fassung anzuwenden. 

entfällt 
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Gesetz über Europäische Her-
ausgabe- und Sicherungsan-
ordnungen zu elektronischen 

Beweismitteln 

Gesetz über Europäische Her-
ausgabe- und Sicherungsan-
ordnungen zu elektronischen 

Beweismitteln 

(Elektronische-Beweismittel-
Umsetzungs-und-Durchfüh-

rungsgesetz – EBewMG) 
in der Fassung des Regie-

rungsentwurfs, BT-Drs. 21/3192 

(Elektronische-Beweismittel-
Umsetzungs-und-Durchfüh-

rungsgesetz – EBewMG) 
in der Fassung des Regie-

rungsentwurfs, BT-Drs. 21/3192 

§ 10 § 10 

Verfahren bei Europäischen Herausga-
beanordnungen betreffend Verkehrs- 

und Inhaltsdaten 

u n v e r ä n d e r t  

(1) Die Zuständigkeit der Gerichte für 
den Erlass von Europäischen Herausgabe-
anordnungen zur Erlangung von Verkehrs-
daten mit Ausnahme von ausschließlich 
zum Zweck der Identifizierung des Nutzers 
angeforderter Daten oder zur Erlangung 
von Inhaltsdaten nach Artikel 4 Absatz 2 
Buchstabe a der Verordnung (EU) 
2023/1543 in der Fassung vom 12. Juli 
2023 und für die Übermittlung der dazuge-
hörigen Bescheinigung richtet sich nach 
dem Achten Abschnitt des Ersten Buchs 
der Strafprozessordnung. 

 

(2) Vor Erhebung der öffentlichen 
Klage erfolgt der Erlass der Europäischen 
Herausgabeanordnung auf Antrag der er-
mittlungsführenden Staatsanwaltschaft, in 
den Fällen, in denen die Finanzbehörden 
oder die Behörden der Zollverwaltung die 
Ermittlungen nach nationalem Recht selb-
ständig führen, auf deren Antrag. Die Re-
gelung des § 162 Absatz 1 Satz 1 und Ab-
satz 3 sowie des § 169 der Strafprozess-
ordnung, des Dritten Abschnitts des Achten 
Teils der Abgabeordnung sowie des Vier-
ten Abschnitts des Gesetzes zur Bekämp-
fung der Schwarzarbeit und illegalen Be-
schäftigung gelten entsprechend. 
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(3) Bei Erlass der Europäischen Her-
ausgabeanordnung übermittelt das Gericht 
die Bescheinigung an den Adressaten. Hat 
eine der in Absatz 2 Satz 1 genannten Be-
hörden den Erlass der Europäischen Her-
ausgabeanordnung beantragt und liegen 
nach gerichtlicher Prüfung die Vorausset-
zungen dafür nicht vor, lehnt das Gericht 
den Antrag ab. Für Rechtsbehelfe gegen 
die ablehnende Entscheidung gelten die §§ 
304 und 306 der Strafprozessordnung ent-
sprechend. Der Erlass der Europäischen 
Herausgabeanordnung und die Übermitt-
lung der dazugehörigen Bescheinigung 
oder die Ablehnung des Antrags sind ak-
tenkundig zu machen. 

 

 § 10a 

 Verfahren bei Europäischen Siche-
rungsanordnungen 

 (1) Die Zuständigkeit der Gerichte 
und Staatsanwaltschaften für den Erlass 
von Europäischen Sicherungsanordnun-
gen zum Zweck der Strafverfolgung 
nach Artikel 4 Absatz 3 Buchstabe a der 
Verordnung (EU) 2023/1543 in der Fas-
sung von 12. Juli 2023 und für die Über-
mittlung der dazugehörigen Bescheini-
gung richtet sich nach dem Achten Ab-
schnitt des Ersten Buchs der Strafpro-
zessordnung. 

 (2) Zuständig für den Erlass Eu-
ropäischer Sicherungsanordnungen 
zum Zwecke der Strafvollstreckung nach 
Artikel 4 Absatz 3 Buchstabe a der Ver-
ordnung (EU) 2023/1543 in der Fassung 
vom 12. Juli 2023 und für die Übermitt-
lung der dazugehörigen Bescheinigung 
sind die Staatsanwaltschaften. 
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Gesetz über die Vergütung von 
Sachverständigen, Dolmetsche-
rinnen, Dolmetschern, Überset-
zerinnen und Übersetzern so-

wie die Entschädigung von eh-
renamtlichen Richterinnen, eh-
renamtlichen Richtern, Zeugin-

nen, Zeugen und Dritten 

Gesetz über die Vergütung von 
Sachverständigen, Dolmetsche-
rinnen, Dolmetschern, Überset-
zerinnen und Übersetzern so-

wie die Entschädigung von eh-
renamtlichen Richterinnen, eh-
renamtlichen Richtern, Zeugin-

nen, Zeugen und Dritten 

(Justizvergütungs- und -ent-
schädigungsgesetz - JVEG) 

vom: 05.05.2004 - Zuletzt geän-
dert durch Art. 10 G v. 7.4.2025 

I Nr. 109 
Änderung durch Art. 13 G v. 

8.12.2025 I Nr. 318 mWv 
1.1.2026 noch nicht berücksich-

tigt 

(Justizvergütungs- und -ent-
schädigungsgesetz - JVEG) 

vom: 05.05.2004 - Zuletzt geän-
dert durch Art. 10 G v. 7.4.2025 

I Nr. 109 
Änderung durch Art. 13 G v. 

8.12.2025 I Nr. 318 mWv 
1.1.2026 noch nicht berücksich-

tigt 

§ 23 § 23 

Entschädigung Dritter Entschädigung Dritter 

(1) Soweit von denjenigen, die Tele-
kommunikationsdienste erbringen oder da-
ran mitwirken (Telekommunikationsunter-
nehmen), Anordnungen zur Überwachung 
der Telekommunikation umgesetzt oder 
Auskünfte erteilt werden, für die in der An-
lage 3 zu diesem Gesetz besondere Ent-
schädigungen bestimmt sind, bemisst sich 
die Entschädigung ausschließlich nach die-
ser Anlage. 

(1) Soweit von denjenigen, die Tele-
kommunikationsdienste erbringen oder da-
ran mitwirken (Telekommunikationsunter-
nehmen), Anordnungen zur Überwachung 
der Telekommunikation oder Sicherungs-
anordnungen umgesetzt oder Auskünfte 
erteilt werden, für die in der Anlage 3 zu 
diesem Gesetz besondere Entschädigun-
gen bestimmt sind, bemisst sich die Ent-
schädigung ausschließlich nach dieser An-
lage. 
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(2) Dritte, die aufgrund einer gerichtli-
chen Anordnung nach § 142 Abs. 1 Satz 1 
oder § 144 Abs. 1 der Zivilprozessordnung 
oder nach § 17 Absatz 1 oder 2 des Kapi-
talanleger-Musterverfahrensgesetzes Ur-
kunden, sonstige Unterlagen oder andere 
Gegenstände vorlegen oder deren Inau-
genscheinnahme dulden, sowie Dritte, die 
aufgrund eines Beweiszwecken dienenden 
Ersuchens der Strafverfolgungs- oder Ver-
folgungsbehörde  

(2) u n v e r ä n d e r t  

1. Gegenstände herausgeben (§ 95 Abs. 
1, § 98a der Strafprozessordnung) 
oder die Pflicht zur Herausgabe ent-
sprechend einer Anheimgabe der 
Strafverfolgungs- oder Verfolgungsbe-
hörde abwenden oder 

 

2. in anderen als den in Absatz 1 genann-
ten Fällen Auskunft erteilen, 

 

werden wie Zeugen entschädigt. Bedient 
sich der Dritte eines Arbeitnehmers oder ei-
ner anderen Person, werden ihm die Auf-
wendungen dafür (§ 7) im Rahmen des § 
22 ersetzt; § 19 Abs. 2 und 3 gilt entspre-
chend. Die Sätze 1 und 2 gelten auch in 
den Fällen der Ermittlung von Amts wegen 
nach § 26 des Gesetzes über das Verfah-
ren in Familiensachen und in den Angele-
genheiten der freiwilligen Gerichtsbarkeit, 
sofern der Dritte nicht kraft einer gesetzli-
chen Regelung zur Herausgabe oder Aus-
kunftserteilung verpflichtet ist. 

 

(3) Die notwendige Benutzung einer 
eigenen Datenverarbeitungsanlage für 
Zwecke der Rasterfahndung wird entschä-
digt, wenn die Investitionssumme für die im 
Einzelfall benutzte Hard- und Software zu-
sammen mehr als 10 000 Euro beträgt. Die 
Entschädigung beträgt  

(3) u n v e r ä n d e r t  

1. bei einer Investitionssumme von mehr 
als 10 000 bis 25 000 Euro für jede 
Stunde der Benutzung 5 Euro; die ge-
samte Benutzungsdauer ist auf volle 
Stunden aufzurunden; 

 

2. bei sonstigen Datenverarbeitungsanla-
gen  
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a) neben der Entschädigung nach 
Absatz 2 für jede Stunde der Be-
nutzung der Anlage bei der Ent-
wicklung eines für den Einzelfall 
erforderlichen, besonderen An-
wendungsprogramms 10 Euro und 

 

b) für die übrige Dauer der Benut-
zung einschließlich des hierbei er-
forderlichen Personalaufwands ein 
Zehnmillionstel der Investitions-
summe je Sekunde für die Zeit, in 
der die Zentraleinheit belegt ist 
(CPU-Sekunde), höchstens 0,30 
Euro je CPU-Sekunde. 

 

Die Investitionssumme und die verbrauchte 
CPU-Zeit sind glaubhaft zu machen. 

 

(4) Der eigenen elektronischen Daten-
verarbeitungsanlage steht eine fremde 
gleich, wenn die durch die Auskunftsertei-
lung entstandenen direkt zurechenbaren 
Kosten (§ 7) nicht sicher feststellbar sind. 

(4) u n v e r ä n d e r t  

Anlage 3 Anlage 3 

(zu § 23 Absatz 1) (zu § 23 Absatz 1) 

(Fundstelle: BGBl. 2025 I Nr. 109, S. 22 – 
24) 

u n v e r ä n d e r t  

Geltendes Recht 

Nr. Tätigkeit Höhe 

Allgemeine Vorbemerkung: 
  (1) Die Entschädigung nach dieser Anlage schließt alle mit der Erledigung des Ersuchens der 
Strafverfolgungsbehörde verbundenen Tätigkeiten des Telekommunikationsunternehmens sowie 
etwa anfallende sonstige Aufwendungen (§ 7 JVEG) ein. 
  (2) Für Leistungen, die die Strafverfolgungsbehörden über eine zentrale Kontaktstelle des General-
bundesanwalts, des Bundeskriminalamtes, der Bundespolizei oder des Zollkriminalamtes oder über 
entsprechende für ein Land oder für mehrere Länder zuständige Kontaktstellen anfordern und ab-
rechnen, ermäßigen sich die Entschädigungsbeträge nach den Nummern 100, 101, 200 bis 202, 300 
bis 308 und 400 bis 402 um 20 Prozent. 
  (3) Eine Entschädigung nach dieser Anlage wird auch dann gewährt, wenn das verpflichtete Tele-
kommunikationsunternehmen zugleich Verletzter der verfahrensgegenständlichen Straftat ist. 

Abschnitt 1 Überwachung der Telekommunikation 

Vorbemerkung 1: 
  (1) Die Vorschriften dieses Abschnitts gelten für die Heranziehung im Zusammenhang mit Funkti-
onsprüfungen der Aufzeichnungs- und Auswertungseinrichtungen der berechtigten Stellen entspre-
chend. 
  (2) Leitungskosten werden nur entschädigt, wenn die betreffende Leitung innerhalb des Überwa-
chungszeitraums mindestens einmal zur Übermittlung überwachter Telekommunikation an die 
Strafverfolgungsbehörde genutzt worden ist. Die Entschädigung erfolgt für den gesamten Überwa-
chungszeitraum. 
  (3) Für die Überwachung eines Zugangs zu einem elektronischen Postfach oder eines 
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Anschlusses ohne Internetzugang richtet sich die Entschädigung für die Leitungskosten nach den 
Nummern 102 bis 104. Für die Überwachung eines Internetzugangsanschlusses richtet sich die Ent-
schädigung nach den Nummern 105 bis 107. Unter die Nummern 105 bis 107 fallen sowohl festnetz-
bezogene Internetzugangsanschlüsse als auch die zur Erbringung des Internetzugangsdienstes ge-
nutzten Mobilfunkanschlüsse sowie hierfür genutzte drahtlose Anschlüsse in lokalen Netzwerken. 
  (4) Auslandskopfüberwachungen werden gesondert entschädigt. 

100 Umsetzung einer Anordnung zur Überwachung der Telekommunika-
tion, unabhängig von der Zahl der dem Anschluss zugeordneten 
Kennungen: 
 je Anschluss  
  Mit der Entschädigung ist auch der Aufwand für die Abschaltung 
der Maßnahme entgolten. 

 
 

  95,00 € 

101 Verlängerung einer Maßnahme zur Überwachung der Telekommuni-
kation oder Umschaltung einer solchen Maßnahme auf Veranlas-
sung der Strafverfolgungsbehörde auf einen anderen Anschluss 
dieser Stelle  

 
 

  45,00 € 

Leitungskosten für die Übermittlung der zu überwachenden Tele-
kommunikation: 
 für jeden überwachten Anschluss, 

 

102 – wenn die Überwachungsmaßnahme nicht länger als eine Woche 
dauert  

 25,00 € 

103 – wenn die Überwachungsmaßnahme länger als eine Woche, jedoch 
nicht länger als zwei Wochen dauert  

 
  43,00 € 

104 – wenn die Überwachungsmaßnahme länger als zwei Wochen dau-
ert: 
 je angefangenem Monat  

 
  77,00 € 

 Der überwachte Anschluss dient der Erbringung eines Internetzu-
gangsdienstes: 

 

105 – Die Entschädigung nach Nummer 102 beträgt   78,00 € 

106 – Die Entschädigung nach Nummer 103 beträgt  133,00 € 

107 – Die Entschädigung nach Nummer 104 beträgt  241,00 € 

Abschnitt 2 Auskünfte über Bestandsdaten und Daten für Ersuchen der Sicherheitsbehörden 

Vorbemerkung 2: 
 Beinhalten die beauskunfteten Daten mehrere Rufnummern, Kennungen oder sonstige Bestands-
daten, die demselben Vertrag des Betroffenen mit dem angefragten Telekommunikationsunterneh-
men zugeordnet sind, handelt es sich nur um einen einzigen Kundendatensatz. 

200 Auskunft über Bestandsdaten nach § 3 Nr. 6 TKG, sofern  

 1. die Auskunft nicht über das automatisierte Auskunftsverfahren 
nach § 173 TKG erteilt werden kann und die Unmöglichkeit der Aus-
kunftserteilung auf diesem Wege nicht vom Unternehmen zu vertre-
ten ist und 

 

 2. für die Erteilung der Auskunft nicht auf Verkehrsdaten zurückge-
griffen werden muss: 
 je angefragtem Kundendatensatz  

 
 

  25,00 € 

201 Auskunft über Bestandsdaten, zu deren Erteilung auf Verkehrsdaten 
zurückgegriffen werden muss: 
 für bis zu 10 in demselben Verfahren gleichzeitig angefragte Ken-
nungen, die der Auskunftserteilung zugrunde liegen  

 
 
 

  45,00 € 

  Bei mehr als 10 angefragten Kennungen wird die Pauschale für je-
weils bis zu 10 weitere Kennungen erneut gewährt. Kennung ist 
auch eine IP-Adresse. 

 

202 Auskunft über Daten für Ersuchen der Sicherheitsbehörden nach § 
172 TKG, sofern die Auskunft nicht über das automatisierte Aus-
kunftsverfahren nach § 173 TKG erteilt werden kann und die Unmög-
lichkeit der Auskunftserteilung auf diesem Wege nicht vom Unter-
nehmen zu vertreten ist: 
 je angefragtem Kundendatensatz  

 
 
 
 

 15,00 € 

Abschnitt 3 Auskünfte über Verkehrsdaten 



 - 5 -   

 

300 Auskunft über gespeicherte Verkehrsdaten: 
 für jede Kennung, die der Auskunftserteilung zugrunde liegt  

 
 25,00 € 

  Die Mitteilung der die Kennung betreffenden Standortdaten ist mit 
abgegolten. 

 

301 Die Auskunft wird im Fall der Nummer 300 aufgrund eines einheitli-
chen Ersuchens auch oder ausschließlich für künftig anfallende Ver-
kehrsdaten zu bestimmten Zeitpunkten erteilt: 
 für die zweite und jede weitere in dem Ersuchen verlangte Teilaus-
kunft  

 
 
 

 10,00 € 

302 Auskunft über gespeicherte Verkehrsdaten für eine von der Strafver-
folgungsbehörde benannte Funkzelle (Funkzellenabfrage)  

 
  40,00 € 

303 Auskunft über gespeicherte Verkehrsdaten für mehr als eine von der 
Strafverfolgungsbehörde benannte Funkzelle: 
 Die Pauschale 302 erhöht sich für jede weitere Funkzelle um  

 
 

   5,00 € 

304 Auskunft über gespeicherte Verkehrsdaten in Fällen, in denen ledig-
lich Ort und Zeitraum bekannt sind: 
 Die Abfrage erfolgt für einen durch eine Adresse bezeichneten 
Standort  

 
 

  75,00 € 

305 Die Auskunft erfolgt für eine Fläche: 
 Die Pauschale 304 beträgt  

 
 190,00 € 

306 Die Auskunft erfolgt für eine bestimmte Wegstrecke: 
 Die Pauschale 304 beträgt für jeweils angefangene 10 Kilometer 
Länge  

 
  65,00 € 

307 Umsetzung einer Anordnung zur Übermittlung künftig anfallender 
Verkehrsdaten in Echtzeit: 
 je Anschluss  

 
 

  95,00 € 

  Mit der Entschädigung ist auch der Aufwand für die Abschaltung 
der Übermittlung und die Mitteilung der den Anschluss betreffenden 
Standortdaten entgolten. 

 

308 Verlängerung der Maßnahme im Fall der Nummer 307   45,00 € 

 Leitungskosten für die Übermittlung der Verkehrsdaten in den Fäl-
len der Nummern 307 und 308: 

 

309 – wenn die angeordnete Übermittlung nicht länger als eine Woche 
dauert  

  9,00 € 

310 – wenn die angeordnete Übermittlung länger als eine Woche, aber 
nicht länger als zwei Wochen dauert  

 
  18,00 € 

311 – wenn die angeordnete Übermittlung länger als zwei Wochen dau-
ert: 
 je angefangenem Monat  

 
  36,00 € 

Abschnitt 4 Sonstige Auskünfte 

400 Auskunft über den letzten dem Netz bekannten Standort eines mobi-
len Endgeräts oder über die postalische Adresse eines festnetzba-
sierten Anschlusses, auch anhand der IP-Adresse (Standortabfrage)  

 
 

  85,00 € 

401 Auskunft über die Struktur von Funkzellen: 
 je Funkzelle  

 
 185,00 € 

402 Auskunft über Daten, mittels derer der Zugriff auf Endgeräte oder 
Speichereinrichtungen geschützt wird, die in diesen Endgeräten 
oder hiervon räumlich getrennt eingesetzt werden (§ 174 Abs. 1 Satz 
2 TKG): 
 je Datum  

 
 
 

   15,00 € 

Referentenentwurf 

Nr. Tätigkeit Höhe 

Allgemeine Vorbemerkung: 
  (1) Die Entschädigung nach dieser Anlage schließt alle mit der Erledigung des Ersuchens der Strafverfol-
gungsbehörde verbundenen Tätigkeiten des Telekommunikationsunternehmens sowie etwa anfallende 
sonstige Aufwendungen (§ 7 JVEG) ein. 
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  (2) Für Leistungen, die die Strafverfolgungsbehörden über eine zentrale Kontaktstelle des Generalbun-
desanwalts, des Bundeskriminalamtes, der Bundespolizei oder des Zollkriminalamtes oder über entspre-
chende für ein Land oder für mehrere Länder zuständige Kontaktstellen anfordern und abrechnen, ermäßi-
gen sich die Entschädigungsbeträge nach den Nummern 100, 101, 200 bis 202, 300 bis 308 und nach den 
Abschnitten 4 bis 6 um 20 Prozent. 
  (3) Eine Entschädigung nach dieser Anlage wird auch dann gewährt, wenn das verpflichtete Telekommu-
nikationsunternehmen zugleich Verletzter der verfahrensgegenständlichen Straftat ist. 

Abschnitt 1 Überwachung der Telekommunikation 

Vorbemerkung 1: 
  (1) Die Vorschriften dieses Abschnitts gelten für die Heranziehung im Zusammenhang mit Funktionsprü-
fungen der Aufzeichnungs- und Auswertungseinrichtungen der berechtigten Stellen entsprechend. 
  (2) Leitungskosten werden nur entschädigt, wenn die betreffende Leitung innerhalb des Überwachungs-
zeitraums mindestens einmal zur Übermittlung überwachter Telekommunikation an die Strafverfolgungsbe-
hörde genutzt worden ist. Die Entschädigung erfolgt für den gesamten Überwachungszeitraum. 
  (3) Für die Überwachung eines Zugangs zu einem elektronischen Postfach oder eines Anschlusses ohne 
Internetzugang richtet sich die Entschädigung für die Leitungskosten nach den Nummern 102 bis 104. Für 
die Überwachung eines Internetzugangsanschlusses richtet sich die Entschädigung nach den Nummern 
105 bis 107. Unter die Nummern 105 bis 107 fallen sowohl festnetzbezogene Internetzugangsanschlüsse 
als auch die zur Erbringung des Internetzugangsdienstes genutzten Mobilfunkanschlüsse sowie hierfür ge-
nutzte drahtlose Anschlüsse in lokalen Netzwerken. 
  (4) Auslandskopfüberwachungen werden gesondert entschädigt. 

100 Umsetzung einer Anordnung zur Überwachung der Telekommunika-
tion, unabhängig von der Zahl der dem Anschluss zugeordneten 
Kennungen: 
 je Anschluss  
  Mit der Entschädigung ist auch der Aufwand für die Abschaltung 
der Maßnahme entgolten. 

 
 

  95,00 € 

101 Verlängerung einer Maßnahme zur Überwachung der Telekommu-
nikation oder Umschaltung einer solchen Maßnahme auf Veranlas-
sung der Strafverfolgungsbehörde auf einen anderen Anschluss die-
ser Stelle  

 
 

  45,00 € 

Leitungskosten für die Übermittlung der zu überwachenden Tele-
kommunikation: 
 für jeden überwachten Anschluss, 

 

102 – wenn die Überwachungsmaßnahme nicht länger als eine Woche 
dauert  

 25,00 € 

103 – wenn die Überwachungsmaßnahme länger als eine Woche, je-
doch nicht länger als zwei Wochen dauert  

 
  43,00 € 

104 – wenn die Überwachungsmaßnahme länger als zwei Wochen dau-
ert: 
 je angefangenem Monat  

 
  77,00 € 

 Der überwachte Anschluss dient der Erbringung eines Internetzu-
gangsdienstes: 

 

105 – Die Entschädigung nach Nummer 102 beträgt   78,00 € 

106 – Die Entschädigung nach Nummer 103 beträgt  133,00 € 

107 – Die Entschädigung nach Nummer 104 beträgt  241,00 € 

Abschnitt 2 Auskünfte über Bestandsdaten und Daten für Ersuchen der Sicherheitsbehörden 

Vorbemerkung 2: 
 Beinhalten die beauskunfteten Daten mehrere Rufnummern, Kennungen oder sonstige Bestandsdaten, die 
demselben Vertrag des Betroffenen mit dem angefragten Telekommunikationsunternehmen zugeordnet 
sind, handelt es sich nur um einen einzigen Kundendatensatz. 

200 Auskunft über Bestandsdaten nach § 3 Nr. 6 TKG, sofern  

 1. die Auskunft nicht über das automatisierte Auskunftsverfahren 
nach § 173 TKG erteilt werden kann und die Unmöglichkeit der Aus-
kunftserteilung auf diesem Wege nicht vom Unternehmen zu vertre-
ten ist und 

 

 2. für die Erteilung der Auskunft nicht auf Verkehrsdaten zurückge-
griffen werden muss: 
 je angefragtem Kundendatensatz  

 
 

  25,00 € 
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201 Auskunft über Bestandsdaten, zu deren Erteilung auf Verkehrsdaten 
zurückgegriffen werden muss: 

für bis zu 3 in demselben Verfahren gleichzeitig angefragte Kennun-
gen, die der Auskunftserteilung zugrunde liegen……………… 

Bei mehr als 3 angefragten Kennungen wird die Pauschale für je-
weils bis zu 3 weitere Kennungen erneut gewährt. Kennung ist auch 
eine IP-Adresse. 

 
 

 
  15,00 € 

  Bei mehr als 10 angefragten Kennungen wird die Pauschale für je-
weils bis zu 10 weitere Kennungen erneut gewährt. Kennung ist 
auch eine IP-Adresse. 

 

202 Auskunft über Daten für Ersuchen der Sicherheitsbehörden nach § 
172 TKG, sofern die Auskunft nicht über das automatisierte Aus-
kunftsverfahren nach § 173 TKG erteilt werden kann und die Un-
möglichkeit der Auskunftserteilung auf diesem Wege nicht vom Un-
ternehmen zu vertreten ist: 
 je angefragtem Kundendatensatz  

 
 
 
 

 15,00 € 

Abschnitt 3 Auskünfte über Verkehrsdaten ohne vorausgegangene Sicherungsanordnung 

Vorbemerkung 3: 

Leitungskosten werden nur entschädigt, wenn die betreffende Leitung mindestens einmal zur Übermittlung 
von Verkehrsdaten genutzt worden ist. Die Entschädigung erfolgt für den gesamten Übermittlungszeitraum. 

300 Auskunft über gespeicherte Verkehrsdaten: 
 für jede Kennung, die der Auskunftserteilung zugrunde liegt  

 
 25,00 € 

  Die Mitteilung der die Kennung betreffenden Standortdaten ist mit 
abgegolten. 

 

301 Die Auskunft wird im Fall der Nummer 300 aufgrund eines einheitli-
chen Ersuchens auch oder ausschließlich für künftig anfallende Ver-
kehrsdaten zu bestimmten Zeitpunkten erteilt: 
 für die zweite und jede weitere in dem Ersuchen verlangte Teilaus-
kunft  

 
 
 

 10,00 € 

302 Auskunft über gespeicherte Verkehrsdaten für eine von der Straf-
verfolgungsbehörde benannte Funkzelle (Funkzellenabfrage)  

 
  40,00 € 

303 Auskunft über gespeicherte Verkehrsdaten für mehr als eine von 
der Strafverfolgungsbehörde benannte Funkzelle: 
 Die Pauschale 302 erhöht sich für jede weitere Funkzelle um  

 
 

   5,00 € 

304 Auskunft über gespeicherte Verkehrsdaten in Fällen, in denen ledig-
lich Ort und Zeitraum bekannt sind: 
 Die Abfrage erfolgt für einen durch eine Adresse bezeichneten 
Standort  

 
 

  75,00 € 

305 Die Auskunft erfolgt für eine Fläche: 
 Die Pauschale 304 beträgt  

 
 190,00 € 

306 Die Auskunft erfolgt für eine bestimmte Wegstrecke: 
 Die Pauschale 304 beträgt für jeweils angefangene 10 Kilometer 
Länge  

 
  65,00 € 

307 Umsetzung einer Anordnung zur Übermittlung künftig anfallender 
Verkehrsdaten in Echtzeit: 
 je Anschluss  

 
 

  95,00 € 

  Mit der Entschädigung ist auch der Aufwand für die Abschaltung 
der Übermittlung und die Mitteilung der den Anschluss betreffenden 
Standortdaten entgolten. 

 

308 Verlängerung der Maßnahme im Fall der Nummer 307   45,00 € 

 Leitungskosten für die Übermittlung der Verkehrsdaten in den Fällen 
der Nummern 307 und 308: 

 

309 – wenn die angeordnete Übermittlung nicht länger als eine Woche 
dauert  

  9,00 € 

310 – wenn die angeordnete Übermittlung länger als eine Woche, aber 
nicht länger als zwei Wochen dauert  

 
  18,00 € 
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311 – wenn die angeordnete Übermittlung länger als zwei Wochen dau-
ert: 
 je angefangenem Monat  

 
  36,00 € 

Abschnitt 4 Sonstige Auskünfte ohne vorausgegangene Sicherungsanordnung 

400 Auskunft über den letzten dem Netz bekannten Standort eines mo-
bilen Endgeräts oder über die postalische Adresse eines festnetzba-
sierten Anschlusses, auch anhand der IP-Adresse (Standortab-
frage)  

 
 

  85,00 € 

401 Auskunft über die Struktur von Funkzellen: 
 je Funkzelle  

 
 185,00 € 

402 Auskunft über Daten, mittels derer der Zugriff auf Endgeräte oder 
Speichereinrichtungen geschützt wird, die in diesen Endgeräten 
oder hiervon räumlich getrennt eingesetzt werden (§ 174 Abs. 1 
Satz 2 TKG): 
 je Datum  

 
 
 

   15,00 € 

Abschnitt 5 Sicherung von Daten 

500 Sicherung von Verkehrsdaten: 
für jede Kennung, die der Sicherungsanordnung zugrunde liegt 

 ...........................................................................................................  
Die Sicherung der die Kennung betreffenden Standortdaten ist mit abgegol-
ten. 

25,00 € 

501 Sicherung von Verkehrsdaten für eine von der Strafverfolgungsbe-
hörde benannte Funkzelle ……………………………….  

40,00 € 

502 Sicherung von Verkehrsdaten für mehr als eine von der Strafverfol-
gungsbehörde benannte Funkzelle: 
Die Pauschale 501 erhöht sich für jede weitere Funkzelle um……. 

5,00 € 

503 Sicherung von Verkehrsdaten in Fällen, in denen lediglich Ort und 
Zeitraum bekannt sind: 
Die Sicherung erfolgt für einen bestimmten, durch eine Adresse be-
zeichneten Standort  ……….. 

75,00 € 

504 Die Sicherung erfolgt für eine Fläche: 
Die Entschädigung nach Nummer 503 beträgt …….  

190,00 € 

505 Die Sicherung erfolgt für eine bestimmte Wegstrecke: 
Die Entschädigung nach Nummer 503 beträgt für jeweils angefan-
gene 10 Kilometer Länge  …… 

65,00 € 

506 Sicherung der Daten des letzten dem Netz bekannten Standortes 
eines Mobiltelefons…….  

85,00 € 

507 Verlängerung der Speicherung gesicherter Daten für jeden der in 
den Nummern 500, 501 und 503 bis 506 genannten Fälle …. 

45,00 € 

Abschnitt 6 Auskünfte nach vorausgegangener Sicherungsanordnung 

600 Auskunft über Daten, soweit eine nach Abschnitt 5 zu entschädi-
gende Sicherungsanordnung vorausgegangen ist: 
je Auskunftsersuchen ….  

20,00 € 
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Gesetz über Ordnungswidrig-
keiten 

Gesetz über Ordnungswidrig-
keiten 

(OWiG) 
vom: 24.05.1968 - zuletzt geän-
dert durch Art. 9 G v. 8.12.2025 

I Nr. 319 
Änderung durch Art. 12 G v. 

8.12.2025 I Nr. 319 mWv 
1.1.2036 noch nicht berücksich-

tigt 

(OWiG) 
vom: 24.05.1968 - zuletzt geän-
dert durch Art. 9 G v. 8.12.2025 

I Nr. 319 
Änderung durch Art. 12 G v. 

8.12.2025 I Nr. 319 mWv 
1.1.2036 noch nicht berücksich-

tigt 

§ 46 § 46 

Anwendung der Vorschriften über das 
Strafverfahren 

Anwendung der Vorschriften über das 
Strafverfahren 

(1) Für das Bußgeldverfahren gelten, 
soweit dieses Gesetz nichts anderes be-
stimmt, sinngemäß die Vorschriften der all-
gemeinen Gesetze über das Strafverfah-
ren, namentlich der Strafprozeßordnung, 
des Gerichtsverfassungsgesetzes und des 
Jugendgerichtsgesetzes. 

(1) u n v e r ä n d e r t  

(2) Die Verfolgungsbehörde hat, so-
weit dieses Gesetz nichts anderes be-
stimmt, im Bußgeldverfahren dieselben 
Rechte und Pflichten wie die Staatsanwalt-
schaft bei der Verfolgung von Straftaten. 

(2) u n v e r ä n d e r t  

(3) Anstaltsunterbringung, Verhaftung 
und vorläufige Festnahme, Beschlagnahme 
von Postsendungen und Telegrammen so-
wie Auskunftsersuchen über Umstände, die 
dem Post- und Fernmeldegeheimnis unter-
liegen, sind unzulässig. § 160 Abs. 3 Satz 
2 der Strafprozeßordnung über die Ge-
richtshilfe ist nicht anzuwenden. Ein Klage-
erzwingungsverfahren findet nicht statt. Die 
Vorschriften über die Beteiligung des Ver-
letzten am Verfahren und über das länder-
übergreifende staatsanwaltschaftliche Ver-
fahrensregister sind nicht anzuwenden; 
dies gilt nicht für § 406e der Strafprozeß-
ordnung. 

(3) u n v e r ä n d e r t  
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(4) § 81a Abs. 1 Satz 2 der Strafpro-
zeßordnung ist mit der Einschränkung an-
zuwenden, daß nur die Entnahme von Blut-
proben und andere geringfügige Eingriffe 
zulässig sind. Die Entnahme einer Blut-
probe bedarf abweichend von § 81a Absatz 
2 Satz 1 der Strafprozessordnung keiner 
richterlichen Anordnung, wenn bestimmte 
Tatsachen den Verdacht begründen, dass 
eine Ordnungswidrigkeit begangen worden 
ist  

(4) u n v e r ä n d e r t  

1. nach den §§ 24a und 24c des Straßen-
verkehrsgesetzes oder 

 

2. nach § 7 Absatz 1 des Binnenschiff-
fahrtsaufgabengesetzes in Verbindung 
mit einer Vorschrift einer auf Grund 
des § 3 Absatz 1 Satz 1 Nummer 1 des 
Binnenschifffahrtsaufgabengesetzes 
erlassenen Rechtsverordnung, sofern 
diese Vorschrift das Verhalten im Ver-
kehr im Sinne des § 3 Absatz 1 Satz 1 
Nummer 1 Buchstabe a Doppelbuch-
stabe aa des Binnenschifffahrtsaufga-
bengesetzes regelt. 

 

In einem Strafverfahren entnommene Blut-
proben und sonstige Körperzellen, deren 
Entnahme im Bußgeldverfahren nach Satz 
1 zulässig gewesen wäre, dürfen verwen-
det werden. Die Verwendung von Blutpro-
ben und sonstigen Körperzellen zur Durch-
führung einer Untersuchung im Sinne des § 
81e der Strafprozeßordnung ist unzulässig. 

 

(4a) § 100j Absatz 1 Satz 1 Num-
mer 2 der Strafprozessordnung, auch in 
Verbindung mit § 100j Absatz 2 der Straf-
prozessordnung, ist mit der Einschränkung 
anzuwenden, dass die Erhebung von Be-
standsdaten nur zur Verfolgung von Ord-
nungswidrigkeiten zulässig ist, die gegen-
über natürlichen Personen mit Geldbußen 
im Höchstmaß von mehr als fünfzehntau-
send Euro bedroht sind. 

(4a) § 100j Absatz 1 Nummer 2 
der Strafprozessordnung, auch in Verbin-
dung mit § 100j Absatz 2 der Strafprozess-
ordnung, ist mit der Einschränkung anzu-
wenden, dass die Erhebung von Bestands-
daten nur zur Verfolgung von Ordnungs-
widrigkeiten zulässig ist, die gegenüber na-
türlichen Personen mit Geldbußen im 
Höchstmaß von mehr als fünfzehntausend 
Euro bedroht sind. 
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(5) Die Anordnung der Vorführung 
des Betroffenen und der Zeugen, die einer 
Ladung nicht nachkommen, bleibt dem 
Richter vorbehalten. Die Haft zur Erzwin-
gung des Zeugnisses (§ 70 Abs. 2 der 
Strafprozessordnung) darf sechs Wochen 
nicht überschreiten. 

(5) u n v e r ä n d e r t  

(6) Im Verfahren gegen Jugendliche 
und Heranwachsende kann von der Heran-
ziehung der Jugendgerichtshilfe (§ 38 des 
Jugendgerichtsgesetzes) abgesehen wer-
den, wenn ihre Mitwirkung für die sachge-
mäße Durchführung des Verfahrens ent-
behrlich ist. 

(6) u n v e r ä n d e r t  

(7) Im gerichtlichen Verfahren ent-
scheiden beim Amtsgericht Abteilungen für 
Bußgeldsachen, beim Landgericht Kam-
mern für Bußgeldsachen und beim Ober-
landesgericht sowie beim Bundesgerichts-
hof Senate für Bußgeldsachen. 

(7) u n v e r ä n d e r t  

(8) Die Vorschriften zur Durchführung 
des § 191a Absatz 1 Satz 1 bis 4 des Ge-
richtsverfassungsgesetzes im Bußgeldver-
fahren sind in der Rechtsverordnung nach 
§ 191a Abs. 2 des Gerichtsverfassungsge-
setzes zu bestimmen. 

(8) u n v e r ä n d e r t  
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Telekommunikationsgesetz Telekommunikationsgesetz 

(TKG) 
vom: 23.06.2021 - Zuletzt geän-

dert durch Art. 25 G v. 
2.12.2025 I Nr. 301 

(TKG) 
vom: 23.06.2021 - Zuletzt geän-

dert durch Art. 25 G v. 
2.12.2025 I Nr. 301 

Inhaltsübersicht Inhaltsübersicht 

T e i l  1 0   

Ö f f e n t l i c h e  S i c h e r h e i t  u n d  N o t -

f a l l v o r s o r g e   

u n v e r ä n d e r t  

Abschnitt 1  

Öffentliche Sicherheit  

u n v e r ä n d e r t  

§ 175 Verpflichtete; Entschädigung § 175 Verarbeitungsbefugnis von Verkehrsdaten auf-
grund von Sicherungsanordnungen 

§ 176 Pflichten zur Speicherung von Verkehrsdaten § 176 Speicherpflicht und Verwendungsbefugnis von 
Verkehrsdaten zur Identifizierung von Anschlussinha-
bern 

§ 177 Verwendung der Daten § 177 (weggefallen) 

§ 178 Gewährleistung der Sicherheit der Daten § 178 (weggefallen) 

§ 179 Protokollierung § 179 (weggefallen) 

§ 180 Anforderungskatalog § 180 (weggefallen) 

§ 181 Sicherheitskonzept § 181 (weggefallen) 
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§ 175 § 175 

Verpflichtete; Entschädigung Verarbeitungsbefugnis von Verkehrsda-
ten aufgrund von Sicherungsanordnun-

gen 

(1) Die Verpflichtungen zur Speiche-
rung von Verkehrsdaten, zur Verwendung 
der Daten und zur Datensicherheit nach 
den §§ 176 bis 181 beziehen sich auf An-
bieter öffentlich zugänglicher Telekommu-
nikationsdienste für Endnutzer, bei denen 
es sich nicht um nummernunabhängige in-
terpersonelle Telekommunikationsdienste 
handelt. Ein Anbieter nach Satz 1, der nicht 
alle der nach Maßgabe der §§ 176 bis 181 
zu speichernden Daten selbst erzeugt oder 
verarbeitet, hat  

(1) Anbieter öffentlich zugänglicher 
Telekommunikationsdienste dürfen Ver-
kehrsdaten verarbeiten, soweit dies zur 
Erfüllung einer Sicherungsanordnung 
nach 

1. sicherzustellen, dass die nicht von ihm 
selbst bei der Erbringung seines 
Dienstes erzeugten oder verarbeiteten 
Daten gemäß § 176 Absatz 1 gespei-
chert werden, und 

1. § 100g Absatz 7 der Strafprozessord-
nung oder 

2. der Bundesnetzagentur auf deren Ver-
langen unverzüglich mitzuteilen, wer 
diese Daten speichert. 

2. der § 10b Absatz 1 oder § 52 Absatz 
3 des Bundeskriminalamtgesetzes 

 sowie eines jeweils darauf bezogenen 
Auskunftsverlangens erforderlich ist. 
Verkehrs-daten, die allein aufgrund ei-
ner Sicherungsanordnung gemäß Satz 1 
gesichert wurden, dürfen nur im Rah-
men des jeweiligen Zwecks verwendet 
werden. 

(2) Für notwendige Aufwendungen, 
die den Verpflichteten durch die Umset-
zung der Vorgaben aus den §§ 176, 178 
bis 181 entstehen, ist eine angemessene 
Entschädigung zu zahlen, soweit dies zur 
Abwendung oder zum Ausgleich unbilliger 
Härten geboten erscheint. Für die Bemes-
sung der Entschädigung sind die tatsäch-
lich entstandenen Kosten maßgebend. 
Über Anträge auf Entschädigung entschei-
det die Bundesnetzagentur. 

(2)  Verpflichtete einer Sicherungs-
anordnung gemäß Absatz 1 Satz 1 ha-
ben sicherzustellen, dass die nach Ab-
satz 1 gesicherten Verkehrsdaten 



 - 3 -   

 

Geltendes Recht Referentenentwurf 

 1. durch technische und organisatori-
sche Maßnahmen nach dem Stand 
der Technik gegen unbefugte Kennt-
nisnahme und Verwendung ge-
schützt werden,  

 2. technisch wirksam getrennt von al-
len anderen beim Verpflichteten vor-
handenen Daten zu Anschlussinha-
bern durch eine abgesicherte und 
zuverlässige Datenverarbeitungsein-
richtung gespeichert werden,  

 3. so gespeichert werden, dass die 
Übermittlung an eine Strafverfol-
gungsbehörde, soweit diese die 
Übermittlung unter Berufung auf 
eine gesetzliche Bestimmung ver-
langt, unverzüglich erfolgen kann, 
und 

 4. nach dem Stand der Technik unver-
züglich irreversibel gelöscht wer-
den: 

 a) soweit sie an die anordnende 
Stelle in Erfüllung eines Aus-
kunftsverlangens übermittelt 
werden, nach dieser Übermitt-
lung,  

 b) im Übrigen nach Ablauf der in 
der Sicherungsanordnung ge-
nannten Frist. 

 Sie haben über das Vorliegen einer Si-
cherungsanordnung, einer hierzu ergan-
genen Herausgabeanordnung und über 
die auf dieser Grundlage erfolgte Daten-
übermittlung gegenüber den Betroffe-
nen sowie Dritten Stillschweigen zu 
wahren. 
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 (3) In der Rechtsverordnung nach § 
170 Absatz 5 können Regelungen zur 
näheren Ausgestaltung der Pflichten 
nach Absatz 2 sowie zur Übermittlung 
der aufgrund von Sicherheitsanordnun-
gen gemäß Absatz 1 Satz 1 gesicherten 
Verkehrsdaten getroffen werden. Tech-
nische Einzelheiten zur Umsetzung die-
ser Pflichten werden in der Technischen 
Richtlinie nach § 170 Absatz 6 festge-
legt. Anbieter öffentlich zugänglicher 
Telekommunikationsdienste haben der 
Bundesnetzagentur unverzüglich nach 
Aufnahme des Dienstes Unterlagen mit-
zuteilen, in denen dargestellt wird, wie 
die Vorgaben nach Absatz 2 sowie der 
Rechtsverordnung und der Technischen 
Richtlinie nach Satz 1 und 2 in ihren An-
lagen umgesetzt werden. Änderungen 
sind der Bundesnetzagentur unverzüg-
lich mitzuteilen. Die Bundesnetzagentur 
überprüft regelmäßig die Umsetzung der 
Vorgaben.  

§ 176 § 176 

Pflichten zur Speicherung von Verkehrs-
daten 

Speicherpflicht und Verwendungsbefug-
nis von Verkehrsdaten zur Identifizie-

rung von Anschlussinhabern 

(1) Die in § 175 Absatz 1 Genannten 
sind verpflichtet, Daten wie folgt im Inland 
zu speichern:  

(1) Anbieter von Internetzu-
gangsdiensten sind verpflichtet, mit der 
Zuweisung einer öffentlichen Internet-
protokoll-Adresse an einen Anschlussin-
haber folgende Daten für drei Monate zu 
speichern: 

1. Daten nach den Absätzen 2 und 3 für 
zehn Wochen, 

1. die dem Anschlussinhaber für eine 
Internetverbindung zugewiesene, öf-
fentliche Internetprotokoll-Adresse,  

2. Standortdaten nach Absatz 4 für vier 
Wochen. 

2. eine eindeutige Kennung des An-
schlusses, über den die Internetver-
bindung erfolgt, sowie eine zugewie-
sene Benutzerkennung, 
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 3. das Datum und die sekundengenaue 
Uhrzeit von Beginn und Ende der Zu-
weisung der öffentlichen Internet-
protokoll-Adressen an einen An-
schlussinhaber unter Angabe der je-
weils zugrunde liegenden Zeitzone 
sowie 

 4. die der Internetprotokoll-Adresse zu-
gehörigen Portnummern und weitere 
Verkehrsdaten, soweit diese für eine 
Identifizierung des Anschlussinha-
bers anhand einer zu einem be-
stimmten Zeitpunkt zugewiesenen 
Internetprotokoll-Adresse erforder-
lich sind.  

 Inhalte der Kommunikation, wie Daten 
über den Aufruf oder die Nutzung von an-
deren Telekommunikationsdiensten 
oder digitalen Diensten, dürfen nicht auf-
grund dieser Vorschrift gespeichert wer-
den. 

(2) Die Anbieter von Sprachkommuni-
kationsdiensten speichern  

(2) Verpflichtete nach Absatz 1 
haben sicherzustellen, dass die auf-
grund des Absatzes 1 gespeicherten Da-
ten 

1. die Rufnummer oder eine andere Ken-
nung des anrufenden und des angeru-
fenen Anschlusses sowie bei Um- oder 
Weiterschaltungen jedes weiteren be-
teiligten Anschlusses, 

1. durch technische und organisatori-
sche Maßnahmen nach dem Stand 
der Technik gegen unbefugte Kennt-
nisnahme und Verwendung ge-
schützt werden, 

2. Datum und Uhrzeit von Beginn und 
Ende der Verbindung unter Angabe 
der zugrunde liegenden Zeitzone, 

2. technisch wirksam getrennt von allen 
anderen beim Verpflichteten vorhan-
denen Endnutzerdaten gespeichert 
werden,  

3. Angaben zu dem genutzten Dienst, 
wenn im Rahmen des Sprachkommu-
nikationsdienstes unterschiedliche 
Dienste genutzt werden können, 

3. so gespeichert werden, dass die Aus-
kunft an die berechtigten Stellen un-
verzüglich erfolgen kann, und 

4. im Falle mobiler Sprachkommunikati-
onsdienste ferner  

4. nach drei Monaten ab dem Zeitpunkt 
des Endes der Zuweisung der öffent-
lichen Internetprotokoll-Adresse un-
verzüglich nach dem Stand der Tech-
nik irreversibel gelöscht werden. 
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a) die internationale Kennung mobiler 
Endnutzer für den anrufenden und 
den angerufenen Anschluss, 

entfällt 

b) die internationale Kennung des 
anrufenden und des angerufenen 
Endgerätes, 

entfällt 

c) Datum und Uhrzeit der ersten Akti-
vierung des Dienstes unter An-
gabe der zugrunde liegenden Zeit-
zone, wenn Dienste im Voraus be-
zahlt wurden, 

entfällt 

5. im Falle von Internet-Sprachkommuni-
kationsdiensten auch die Internetproto-
koll-Adressen des anrufenden und des 
angerufenen Anschlusses und zuge-
wiesene Benutzerkennungen. 

entfällt 

Satz 1 gilt entsprechend   

1. bei der Übermittlung einer Kurz-, Multi-
media- oder ähnlichen Nachricht; hier-
bei treten an die Stelle der Angaben 
nach Satz 1 Nummer 2 die Zeitpunkte 
der Versendung und des Empfangs 
der Nachricht; 

entfällt 

2. für unbeantwortete oder wegen eines 
Eingriffs des Netzwerkmanagements 
erfolglose Anrufe, soweit der Anbieter 
öffentlich zugänglicher Sprachkommu-
nikationsdienste die in Satz 1 genann-
ten Verkehrsdaten für die in § 9 des 
Telekommunikation-Digitale-Dienste-
Datenschutz-Gesetzes genannten 
Zwecke speichert oder protokolliert. 

entfällt 
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(3) Die Anbieter öffentlich zugängli-
cher Internetzugangsdienste speichern  

(3) Die aufgrund des Absatzes 1 ge-
speicherten Daten dürfen für eine Aus-
kunft nach § 174 Absatz 1 Satz 3 oder 
für die Erfüllung einer Europäischen 
Herausgabeanordnung oder einer Euro-
päischen Sicherungsanordnung zur Er-
langung von Teilnehmerdaten gemäß 
der Verordnung (EU) 2023/1543 verwen-
det werden, wobei ein leistungsfähiges 
technisches Verfahren einzusetzen ist, 
das die getrennte Speicherung nach Ab-
satz 2 Nummer 2 nicht beeinträchtigt. 
Für andere Zwecke dürfen die aufgrund 
des Absatzes 1 gespeicherten Daten 
nicht verwendet werden. Für Auskünfte 
nach § 174 Absatz 1 Satz 3 ist das leis-
tungsfähige technische Verfahren nach 
§ 174 Absatz 7 zu verwenden. 

1. die dem Endnutzer für eine Internetnut-
zung zugewiesene Internetprotokoll-
Adresse, 

entfällt 

2. eine eindeutige Kennung des An-
schlusses, über den die Internetnut-
zung erfolgt, sowie eine zugewiesene 
Benutzerkennung, 

entfällt 

3. Datum und Uhrzeit von Beginn und 
Ende der Internetnutzung unter der zu-
gewiesenen Internetprotokoll-Adresse 
unter Angabe der zugrunde liegenden 
Zeitzone. 

entfällt 
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(4) Im Falle der Nutzung mobiler 
Sprachkommunikationsdienste sind die Be-
zeichnungen der Funkzellen zu speichern, 
die durch den anrufenden und den angeru-
fenen Anschluss bei Beginn der Verbin-
dung genutzt wurden. Bei öffentlich zu-
gänglichen Internetzugangsdiensten ist im 
Falle der mobilen Nutzung die Bezeich-
nung der bei Beginn der Internetverbindung 
genutzten Funkzelle zu speichern. Zusätz-
lich sind die Daten vorzuhalten, aus denen 
sich die geografische Lage und die Haupt-
strahlrichtungen der die jeweilige Funkzelle 
versorgenden Funkantennen ergeben. 

(4) In der Rechtsverordnung nach § 
170 Absatz 5 können Regelungen zur 
näheren Ausgestaltung der Pflichten 
nach Absatz 2, einschließlich Vorgaben 
zu den eingesetzten Systemen, Verfah-
ren und technischen Einrichtungen zur 
Speicherung der Daten nach Absatz 1, 
getroffen werden. Technische Einzelhei-
ten zur Umsetzung dieser Pflichten wer-
den in der Technischen Richtlinie nach § 
170 Absatz 6 festgelegt. Verpflichtete 
nach Absatz 1 haben der Bundesnetza-
gentur unverzüglich nach Aufnahme des 
Dienstes Unterlagen mitzuteilen, in de-
nen dargestellt wird, wie die Vorgaben 
nach Absatz 2 sowie der Rechtsverord-
nung und der Technischen Richtlinie 
nach Satz 1 und 2 in ihren Anlagen um-
gesetzt werden. Änderungen sind der 
Bundesnetzagentur unverzüglich mitzu-
teilen. Die Bundesnetzagentur überprüft 
regelmäßig die Umsetzung der Vorga-
ben. 

(5) Der Inhalt der Kommunikation, Da-
ten über aufgerufene Internetseiten und 
Daten von Diensten der elektronischen 
Post dürfen aufgrund dieser Vorschrift nicht 
gespeichert werden. 

entfällt 

(6) Daten, die den in § 11 Absatz 5 
des Telekommunikation-Digitale-Dienste-
Datenschutz-Gesetzes genannten Verbin-
dungen zugrunde liegen, dürfen aufgrund 
dieser Vorschrift nicht gespeichert werden. 
Dies gilt entsprechend für Telefonverbin-
dungen, die von den in § 11 Absatz 5 des 
Telekommunikation-Digitale-Dienste-Da-
tenschutz-Gesetzes genannten Stellen 
ausgehen. § 11 Absatz 6 des Telekommu-
nikation-Digitale-Dienste-Datenschutz-Ge-
setzes gilt entsprechend. 

entfällt 

(7) Die Speicherung der Daten hat so 
zu erfolgen, dass Auskunftsersuchen der 
berechtigten Stellen unverzüglich beant-
wortet werden können. 

entfällt 
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(8) Der nach § 175 Absatz 1 Ver-
pflichtete hat die aufgrund des Absatzes 1 
gespeicherten Daten unverzüglich, spätes-
tens jedoch binnen einer Woche nach Ab-
lauf der Speicherfristen nach Absatz 1, irre-
versibel zu löschen oder die irreversible Lö-
schung sicherzustellen. 

entfällt 

§ 177 § 177 

Verwendung der Daten (weggefallen) 

(1) Die aufgrund des § 176 gespei-
cherten Daten dürfen  

entfällt 

1. an eine Strafverfolgungsbehörde über-
mittelt werden, soweit diese die Über-
mittlung unter Berufung auf eine ge-
setzliche Bestimmung, die ihr eine Er-
hebung der in § 176 genannten Daten 
zur Verfolgung besonders schwerer 
Straftaten erlaubt, verlangt; 

 

2. an eine Gefahrenabwehrbehörde der 
Länder übermittelt werden, soweit 
diese die Übermittlung unter Berufung 
auf eine gesetzliche Bestimmung, die 
ihr eine Erhebung der in § 176 genann-
ten Daten zur Abwehr einer konkreten 
Gefahr für Leib, Leben oder Freiheit ei-
ner Person oder für den Bestand des 
Bundes oder eines Landes erlaubt, 
verlangt; 

 

3. durch den Anbieter öffentlich zugängli-
cher Telekommunikationsdienste für 
eine Auskunft nach § 174 Absatz 1 
Satz 3 verwendet werden. 

 

(2) Für andere Zwecke als die in Ab-
satz 1 genannten dürfen die aufgrund des 
§ 176 gespeicherten Daten von den nach § 
175 Absatz 1 Verpflichteten nicht verwen-
det werden. 

entfällt 
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(3) Die Übermittlung der Daten erfolgt 
nach Maßgabe der Rechtsverordnung nach 
§ 170 Absatz 5 und der Technischen Richt-
linie nach § 170 Absatz 6. Die Daten sind 
so zu kennzeichnen, dass erkennbar ist, 
dass es sich um Daten handelt, die nach § 
176 gespeichert waren. Nach Übermittlung 
an eine andere Stelle ist die Kennzeich-
nung durch diese aufrechtzuerhalten. 

entfällt 

§ 178 § 178 

Gewährleistung der Sicherheit der Da-
ten 

(weggefallen) 

Der nach § 175 Absatz 1 Verpflichtete 
hat sicherzustellen, dass die aufgrund der 
Speicherpflicht nach § 176 Absatz 1 ge-
speicherten Daten durch technische und 
organisatorische Maßnahmen nach dem 
Stand der Technik gegen unbefugte Kennt-
nisnahme und Verwendung geschützt wer-
den. Die Maßnahmen umfassen insbeson-
dere  

entfällt 

1. den Einsatz eines besonders sicheren 
Verschlüsselungsverfahrens, 

 

2. die Speicherung in gesonderten, von 
den für die üblichen betrieblichen Auf-
gaben getrennten Speichereinrichtun-
gen, 

 

3. die Speicherung mit einem hohen 
Schutz vor dem Zugriff aus dem Inter-
net auf vom Internet entkoppelten Da-
tenverarbeitungssystemen, 

 

4. die Beschränkung des Zutritts zu den 
Datenverarbeitungsanlagen auf Perso-
nen, die durch den Verpflichteten be-
sonders ermächtigt sind, und 

 

5. die notwendige Mitwirkung von min-
destens zwei Personen beim Zugriff 
auf die Daten, die dazu durch den Ver-
pflichteten besonders ermächtigt wor-
den sind. 
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§ 179 § 179 

Protokollierung (weggefallen) 

(1) Der nach § 175 Absatz 1 Ver-
pflichtete hat sicherzustellen, dass für Zwe-
cke der Datenschutzkontrolle jeder Zugriff, 
insbesondere das Lesen, Kopieren, Än-
dern, Löschen und Sperren der aufgrund 
der Speicherpflicht nach § 176 Absatz 1 
gespeicherten Daten protokolliert wird. Zu 
protokollieren sind  

entfällt 

1. der Zeitpunkt des Zugriffs,  

2. die auf die Daten zugreifenden Perso-
nen, 

 

3. Zweck und Art des Zugriffs.  

(2) Für andere Zwecke als die der Da-
tenschutzkontrolle dürfen die Protokollda-
ten nicht verwendet werden. 

entfällt 

(3) Der nach § 175 Absatz 1 Ver-
pflichtete hat sicherzustellen, dass die Pro-
tokolldaten nach einem Jahr gelöscht wer-
den. 

. 

§ 180 § 180 

Anforderungskatalog (weggefallen) 

(1) Bei der Umsetzung der Verpflich-
tungen gemäß den §§ 176 bis 179 ist ein 
besonders hoher Standard der Datensi-
cherheit und Datenqualität zu gewährleis-
ten. Die Einhaltung dieses Standards wird 
vermutet, wenn alle Anforderungen des Ka-
talogs der technischen Vorkehrungen und 
sonstigen Maßnahmen erfüllt werden, den 
die Bundesnetzagentur im Benehmen mit 
dem Bundesamt für Sicherheit in der Infor-
mationstechnik und der oder dem Bundes-
beauftragten für den Datenschutz und die 
Informationsfreiheit erstellt. 

entfällt 
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(2) Die Bundesnetzagentur überprüft 
fortlaufend die im Katalog nach Absatz 1 
Satz 2 enthaltenen Anforderungen; hierbei 
berücksichtigt sie den Stand der Technik 
und der Fachdiskussion. Stellt die Bundes-
netzagentur Änderungsbedarf fest, ist der 
Katalog im Benehmen mit dem Bundesamt 
für Sicherheit in der Informationstechnik 
und der oder dem Bundesbeauftragten für 
den Datenschutz und die Informationsfrei-
heit unverzüglich anzupassen. 

entfällt 

(3) § 167 Absatz 1 Satz 3 gilt entspre-
chend. Der Anforderungskatalog wird von 
der Bundesnetzagentur veröffentlicht. § 
165 Absatz 9 Satz 1 und 5 gilt mit der Maß-
gabe, dass an die Stelle der Anforderungen 
nach § 165 Absatz 1 bis 7 die Anforderun-
gen nach Absatz 1 Satz 1, § 176 Absatz 7 
und 8, § 178 und § 179 Absatz 1 und 3 tre-
ten. 

entfällt 

§ 181 § 181 

Sicherheitskonzept (weggefallen) 

Der nach § 175 Absatz 1 Verpflichtete 
hat in das Sicherheitskonzept nach § 166 
zusätzlich aufzunehmen,  

entfällt 

1. welche Systeme zur Erfüllung der Ver-
pflichtungen aus den §§ 176 bis 179 
betrieben werden, 

 

2. von welchen Gefährdungen für diese 
Systeme auszugehen ist und 

 

3. welche technischen Vorkehrungen 
oder sonstigen Maßnahmen getroffen 
oder geplant sind, um diesen Gefähr-
dungen entgegenzuwirken und die 
Verpflichtungen aus den §§ 176 bis 
179 zu erfüllen. 
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Der nach § 175 Absatz 1 Verpflichtete hat 
der Bundesnetzagentur das Sicherheits-
konzept unverzüglich nach dem Beginn der 
Speicherung nach § 176 und unverzüglich 
bei jeder Änderung des Konzepts vorzule-
gen. Bleibt das Sicherheitskonzept unver-
ändert, hat der nach § 175 Absatz 1 Ver-
pflichtete dies gegenüber der Bundesnetz-
agentur im Abstand von jeweils zwei Jah-
ren schriftlich zu erklären. 

 

§ 228 § 228 

Bußgeldvorschriften Bußgeldvorschriften 

(1) Ordnungswidrig handelt, wer vor-
sätzlich oder leichtfertig einer vollziehbaren 
Anordnung nach § 203 Absatz 4 Satz 1 
Nummer 2 zuwiderhandelt. 

(1) u n v e r ä n d e r t  

(2) Ordnungswidrig handelt, wer vor-
sätzlich oder fahrlässig  

(2) Ordnungswidrig handelt, wer vor-
sätzlich oder fahrlässig  

1. entgegen § 4 eine Information nicht, 
nicht richtig, nicht vollständig oder nicht 
rechtzeitig zur Verfügung stellt, 

1. u n v e r ä n d e r t  

2. entgegen § 5 Absatz 1 eine Meldung 
nicht, nicht richtig, nicht vollständig, 
nicht in der vorgeschriebenen Weise 
oder nicht rechtzeitig macht, 

2. u n v e r ä n d e r t  

3. einer vollziehbaren Anordnung nach  3. u n v e r ä n d e r t  

a) § 19 Absatz 1 Satz 1 in Verbin-
dung mit § 18 Absatz 1 Satz 1 
zweiter Halbsatz Nummer 2 oder 
3, § 25 Absatz 1, 2 oder 3 Satz 1, 
§ 29 Absatz 4 Satz 2, § 38 Absatz 
4 Satz 1 oder 2, § 44 Absatz 3 
Satz 2, auch in Verbindung mit § 
46 Absatz 6, § 46 Absatz 5, § 47 
Absatz 1 Satz 1, § 49 Absatz 2 
erster Halbsatz, § 50 Absatz 4 
Satz 1, § 161 Absatz 2 Satz 1 oder 
Absatz 3 Satz 1 oder § 188 Absatz 
1, 

 

b) § 47 Absatz 3, § 104 oder § 203 
Absatz 2 Satz 1 Nummer 1 oder 
Satz 3 oder 
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c) § 58 Absatz 5 Satz 2, § 123 Ab-
satz 1, 2 Satz 1 oder 2, Absatz 3 
Satz 1, Absatz 4 oder 5, § 149 Ab-
satz 2 Satz 1 oder § 166 Absatz 2 
Satz 2 oder Absatz 4 Satz 1 

 

zuwiderhandelt,  

4. entgegen  4. u n v e r ä n d e r t  

a) § 34 Absatz 1,  

b) § 45 Absatz 1 oder § 76 Absatz 2 
Nummer 4 oder 

 

c) § 111 Absatz 1 Nummer 1  

eine Anzeige nicht oder nicht rechtzei-
tig erstattet, 

 

5. ohne Genehmigung nach § 38 Absatz 
1 Satz 1 ein Entgelt erhebt, 

5. u n v e r ä n d e r t  

6. einer Rechtsverordnung nach § 52 Ab-
satz 4 oder § 108 Absatz 6 Satz 1 oder 
einer vollziehbaren Anordnung auf-
grund einer solchen Rechtsverordnung 
zuwiderhandelt, soweit die Rechtsver-
ordnung für einen bestimmten Tatbe-
stand auf diese Bußgeldvorschrift ver-
weist, 

6. u n v e r ä n d e r t  

7. entgegen § 54 Absatz 3 Satz 1, auch 
in Verbindung mit § 54 Absatz 3 Satz 
3, eine Vertragszusammenfassung 
nicht oder nicht rechtzeitig zur Verfü-
gung stellt, 

7. u n v e r ä n d e r t  

8. entgegen § 55 Absatz 1 eine Informa-
tion nicht, nicht richtig, nicht vollständig 
oder nicht rechtzeitig zur Verfügung 
stellt, 

8. u n v e r ä n d e r t  

9. entgegen § 57 Absatz 2 Satz 1 den 
Endnutzer nicht oder nicht rechtzeitig 
unterrichtet, 

9. u n v e r ä n d e r t  

10. entgegen § 58 Absatz 2 Satz 1 eine 
Dokumentation nicht oder nicht recht-
zeitig erstellt, 

10. u n v e r ä n d e r t  
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11. entgegen § 59 Absatz 2 Satz 1 nicht si-
cherstellt, dass die Leistung beim An-
bieterwechsel gegenüber dem Endnut-
zer nicht unterbrochen wird, 

11. u n v e r ä n d e r t  

12. entgegen § 59 Absatz 2 Satz 3 den Te-
lekommunikationsdienst unterbricht, 

12. u n v e r ä n d e r t  

13. entgegen § 61 Absatz 3 Satz 1 eine 
Leistung ganz oder teilweise verwei-
gert, 

13. u n v e r ä n d e r t  

14. entgegen § 73 Absatz 3 Satz 1 den 
Anschluss einer Telekommunikations-
endeinrichtung verweigert, 

14. u n v e r ä n d e r t  

15. entgegen § 73 Absatz 3 Satz 3 die Zu-
gangsdaten oder eine Information 
nicht, nicht richtig, nicht vollständig, 
nicht in der vorgeschriebenen Weise 
oder nicht rechtzeitig zur Verfügung 
stellt, 

15. u n v e r ä n d e r t  

16. entgegen § 74 Absatz 5 eine Leistung 
anbietet, 

16. u n v e r ä n d e r t  

17. ohne Frequenzzuteilung nach § 91 Ab-
satz 1 Satz 1 eine Frequenz nutzt, 

17. u n v e r ä n d e r t  

18. ohne Übertragung nach § 95 Absatz 2 
Satz 1 ein deutsches Orbit- oder Fre-
quenznutzungsrecht ausübt, 

18. u n v e r ä n d e r t  

19. einer vollziehbaren Auflage nach § 99 
Absatz 3 Satz 1 Nummer 1 zuwider-
handelt, 

19. u n v e r ä n d e r t  

20. entgegen § 109 Absatz 1 Satz 1 oder 
2, Absatz 2 Satz 1 oder Absatz 3 eine 
Angabe nicht, nicht richtig oder nicht 
vollständig macht, 

20. u n v e r ä n d e r t  

21. entgegen § 109 Absatz 2 Satz 3 die 
Preisangabe zeitlich kürzer anzeigt, 

21. u n v e r ä n d e r t  

22. entgegen § 110 Absatz 1, auch in Ver-
bindung mit § 110 Absatz 2 Satz 1 
oder 2, Absatz 3 Satz 1 oder Absatz 4 
Satz 1 oder 2, einen dort genannten 
Preis nicht, nicht richtig, nicht vollstän-
dig oder nicht rechtzeitig ansagt, 

22. u n v e r ä n d e r t  
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23. entgegen § 112 Absatz 1, 2, 4 oder 5 
Satz 1 einen Preis erhebt, 

23. u n v e r ä n d e r t  

24. entgegen § 113 Absatz 1 Satz 1, auch 
in Verbindung mit § 113 Absatz 1 Satz 
2, eine Verbindung nicht oder nicht 
rechtzeitig trennt, 

24. u n v e r ä n d e r t  

25. entgegen § 114 Absatz 1 oder 3 Satz 2 
einen dort genannten Dialer einsetzt, 

25. u n v e r ä n d e r t  

26. entgegen § 115 Absatz 1 eine Warte-
schleife einsetzt, 

26. u n v e r ä n d e r t  

27. entgegen § 115 Absatz 2 Satz 1 nicht 
sicherstellt, dass der Anrufende infor-
miert wird, 

27. u n v e r ä n d e r t  

28. entgegen § 119 Absatz 1 Satz 2 einen 
R-Gesprächsdienst anbietet, 

28. u n v e r ä n d e r t  

29. entgegen § 120 Absatz 1 Satz 1, auch 
in Verbindung mit § 120 Absatz 5 Satz 
1, nicht sicherstellt, dass eine vollstän-
dige Rufnummer übermittelt und ge-
kennzeichnet wird, 

29. u n v e r ä n d e r t  

30. entgegen § 120 Absatz 1 Satz 3, auch 
in Verbindung mit § 120 Absatz 5 Satz 
1, oder entgegen § 120 Absatz 2 Satz 
1 oder 3 eine dort genannte Rufnum-
mer aufsetzt oder übermittelt, 

30. u n v e r ä n d e r t  

31. entgegen § 120 Absatz 1 Satz 4, auch 
in Verbindung mit § 120 Absatz 5 Satz 
1, eine übermittelte Rufnummer verän-
dert, 

31. u n v e r ä n d e r t  

32. entgegen § 120 Absatz 3 Satz 1 nicht 
sicherstellt, dass eine dort genannte 
Rufnummer nicht als Rufnummer des 
Anrufers übermittelt oder angezeigt 
wird, 

32. u n v e r ä n d e r t  

33. entgegen § 120 Absatz 4 Satz 1 nicht 
sicherstellt, dass eine dort genannte 
Rufnummer nur in den dort genannten 
Fällen angezeigt wird, 

33. u n v e r ä n d e r t  

34. entgegen § 120 Absatz 4 Satz 2 erster 
Halbsatz nicht sicherstellt, dass der 
Eintrittsweg gekennzeichnet wird, 

34. u n v e r ä n d e r t  
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35. entgegen § 164 Absatz 1 Satz 2, auch 
in Verbindung mit § 164 Absatz 2 oder 
einer Rechtsverordnung nach § 164 
Absatz 5 Satz 1 Nummer 2, nicht si-
cherstellt, dass eine Notrufverbindung 
hergestellt wird, 

35. u n v e r ä n d e r t  

36. entgegen § 164 Absatz 1 Satz 3, auch 
in Verbindung mit § 164 Absatz 2 oder 
einer Rechtsverordnung nach § 164 
Absatz 5 Satz 1 Nummer 3, oder ent-
gegen § 164 Absatz 4 Satz 1 nicht si-
cherstellt, dass die Rufnummer oder 
die dort genannten Daten übermittelt 
werden, 

36. u n v e r ä n d e r t  

37. entgegen § 164 Absatz 3 Satz 1, auch 
in Verbindung mit einer Rechtsverord-
nung nach § 164 Absatz 5 Nummer 6, 
nicht sicherstellt, dass eine dort ge-
nannte Notrufverbindung möglich ist, 

37. u n v e r ä n d e r t  

37a. entgegen § 164a Absatz 1 Nummer 
1, auch in Verbindung mit einer 
Rechtsverordnung nach § 164a Absatz 
4 Nummer 1, 2 oder 3, eine dort ge-
nannte Einrichtung nicht oder nicht 
richtig vorhält, 

37a. u n v e r ä n d e r t  

37b. entgegen § 164a Absatz 1 Nummer 
2, auch in Verbindung mit einer 
Rechtsverordnung nach § 164a Absatz 
4 Nummer 1, 2 oder 3, eine dort ge-
nannte Aussendung nicht sicherstellt, 

37b. u n v e r ä n d e r t  

37c. einer vollziehbaren Anordnung nach § 
164a Absatz 2, auch in Verbindung mit 
einer Rechtsverordnung nach § 164a 
Absatz 4 Nummer 1, 2 oder 3, zuwider-
handelt, 

37c. u n v e r ä n d e r t  

38. entgegen § 166 Absatz 2 Satz 1 oder 
Absatz 4 Satz 2 oder § 181 Satz 2 ein 
Sicherheitskonzept nicht, nicht richtig, 
nicht vollständig oder nicht rechtzeitig 
vorlegt, 

38. entgegen § 166 Absatz 2 Satz 1 oder 
Absatz 4 Satz 2 ein Sicherheitskonzept 
nicht, nicht richtig, nicht vollständig 
oder nicht rechtzeitig vorlegt, 
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39. entgegen § 168 Absatz 1 Satz 1, § 170 
Absatz 1 Nummer 3 Buchstabe a, Ab-
satz 2 Nummer 2 oder Absatz 3 Satz 1 
oder § 175 Absatz 1 Satz 2 Nummer 2 
eine Meldung oder Mitteilung nicht, 
nicht richtig, nicht vollständig oder nicht 
rechtzeitig macht, 

39. entgegen § 168 Absatz 1 Satz 1, § 170 
Absatz 1 Nummer 3 Buchstabe a, Ab-
satz 2 Nummer 2 oder Absatz 3 Satz 
1, § 175 Absatz 3 Satz 3 oder 4 oder 
§ 176 Absatz 4 Satz 3 oder 4 eine 
Mitteilung nicht, nicht richtig, nicht voll-
ständig oder nicht rechtzeitig macht, 

40. entgegen § 169 Absatz 1 Satz 1 oder 2 
oder Absatz 5 Satz 1 eine Benachrich-
tigung nicht, nicht richtig, nicht vollstän-
dig oder nicht rechtzeitig vornimmt, 

40. u n v e r ä n d e r t  

41. entgegen § 169 Absatz 3 Satz 1 das 
dort genannte Verzeichnis nicht, nicht 
richtig oder nicht vollständig führt, 

41. u n v e r ä n d e r t  

42. entgegen § 170 Absatz 1 Satz 1 Num-
mer 1 in Verbindung mit einer Rechts-
verordnung nach § 170 Absatz 5 Num-
mer 1 Buchstabe a eine technische 
Einrichtung nicht vorhält oder eine or-
ganisatorische Vorkehrung nicht trifft, 

42. u n v e r ä n d e r t  

43. entgegen § 170 Absatz 1 Satz 1 Num-
mer 2 in Verbindung mit einer Rechts-
verordnung nach § 170 Absatz 5 Num-
mer 1 Buchstabe a eine Steuerungs-
möglichkeit nicht oder nicht rechtzeitig 
bereitstellt oder eine Steuerung nicht 
oder nicht rechtzeitig ermöglicht, 

43. u n v e r ä n d e r t  

44. entgegen § 170 Absatz 1 Satz 1 Num-
mer 3 Buchstabe b einen Zustellungs-
bevollmächtigten im Inland nicht oder 
nicht rechtzeitig benennt, 

44. u n v e r ä n d e r t  

45. entgegen § 170 Absatz 1 Satz 1 Num-
mer 5 eine Prüfung nicht gestattet, 

45. u n v e r ä n d e r t  

46. entgegen § 170 Absatz 1 Satz 1 Num-
mer 6 die Aufstellung oder den Betrieb 
eines dort genannten technischen Mit-
tels nicht duldet oder den Zugang zu 
einem solchen technischen Mittel nicht 
gewährt, 

46. u n v e r ä n d e r t  

47. entgegen § 170 Absatz 8 Satz 3 einen 
Mangel nicht oder nicht rechtzeitig be-
seitigt, 

47. u n v e r ä n d e r t  
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48. entgegen § 170 Absatz 9 Satz 1 einen 
Netzabschlusspunkt nicht, nicht in der 
vorgeschriebenen Weise oder nicht 
rechtzeitig bereitstellt, 

48. u n v e r ä n d e r t  

49. entgegen § 172 Absatz 1 Satz 1, auch 
in Verbindung mit § 172 Absatz 3, oder 
entgegen § 172 Absatz 4 dort ge-
nannte Daten nicht, nicht richtig, nicht 
vollständig oder nicht rechtzeitig er-
hebt, nicht, nicht richtig, nicht vollstän-
dig oder nicht rechtzeitig speichert 
oder nicht, nicht richtig, nicht vollstän-
dig oder nicht rechtzeitig berichtigt, 

49. u n v e r ä n d e r t  

50. entgegen § 172 Absatz 2 Satz 1 die 
Richtigkeit der Daten nicht, nicht rich-
tig, nicht vollständig oder nicht recht-
zeitig überprüft, 

50. u n v e r ä n d e r t  

51. entgegen § 172 Absatz 5 Satz 2 un-
richtige Daten verwendet oder verar-
beitet, 

51. u n v e r ä n d e r t  

52. entgegen § 172 Absatz 5 Satz 3 eine 
Änderung nicht, nicht richtig, nicht voll-
ständig oder nicht rechtzeitig übermit-
telt, 

52. u n v e r ä n d e r t  

53. entgegen § 172 Absatz 6 Daten nicht 
oder nicht rechtzeitig löscht, 

53. u n v e r ä n d e r t  

54. entgegen § 173 Absatz 2 Satz 1 Num-
mer 1 nicht gewährleistet, dass die 
Bundesnetzagentur jederzeit und auto-
matisiert Daten aus den Kundenda-
teien abrufen kann, 

54. u n v e r ä n d e r t  

55. entgegen § 173 Absatz 2 Satz 2 nicht 
sicherstellt, dass ihm die abgerufenen 
Daten nicht zur Kenntnis gelangen 
können, 

55. u n v e r ä n d e r t  

56. entgegen § 174 Absatz 6 Satz 2 Still-
schweigen nicht wahrt, 

56. entgegen § 174 Absatz 6 Satz 1 Daten 
nicht, nicht richtig, nicht vollständig 
oder nicht rechtzeitig übermittelt, 

 57. entgegen § 174 Absatz 6 Satz 2 oder 
§ 175 Absatz 2 Satz 2 Stillschweigen 
nicht wahrt, 
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57. entgegen § 176 Absatz 8 Daten nicht 
oder nicht rechtzeitig löscht oder die 
Löschung nicht sicherstellt, 

58. entgegen § 175 Absatz 2 Satz 1 Num-
mer 1, 2 oder 3 oder § 176 Absatz 2 
Nummer 1, 2 oder 3 nicht sicherstellt, 
dass Daten geschützt und in der 
dort genannten Weise gespeichert 
werden, 

58. entgegen § 177 Absatz 2 oder § 179 
Absatz 2 dort genannte Daten für an-
dere als die dort genannten Zwecke 
verwendet, 

59. entgegen § 177 Absatz 2 oder § 179 A 
entgegen § 175 Absatz 2 Satz 1 Num-
mer 4 oder § 176 Absatz 2 Nummer 
4 nicht sicherstellt, dass Daten ge-
löscht werden, 

59. entgegen § 178 Satz 1 nicht sicher-
stellt, dass Daten geschützt werden, 

60. entgegen § 176 Absatz 1 Satz 1 Daten 
nicht oder nicht für die vorgeschrie-
bene Dauer speichert, 

60. entgegen § 179 Absatz 1 Satz 1 nicht 
sicherstellt, dass jeder Zugriff protokol-
liert wird, 

61. u n v e r ä n d e r t  

61. entgegen § 182 Absatz 1 Satz 1, § 183 
Absatz 1 Satz 2 oder § 190 Absatz 1 
Satz 2 eine Auskunft nicht, nicht rich-
tig, nicht vollständig oder nicht recht-
zeitig erteilt, 

62. u n v e r ä n d e r t  

62. entgegen § 185 Absatz 1 einen Tele-
kommunikationsdienst, den Netzbe-
trieb oder eine Dienstleistung nicht auf-
rechterhält, 

63. u n v e r ä n d e r t  

63. entgegen § 186 Absatz 1 einen An-
schluss oder einen Übertragungsweg 
nicht oder nicht rechtzeitig bereitstellt 
oder nicht oder nicht rechtzeitig ent-
stört oder eine Datenübertragungsrate 
nicht oder nicht rechtzeitig erweitert, 

64. u n v e r ä n d e r t  

64. entgegen § 187 Absatz 2 Satz 1 eine 
Vorkehrung nicht oder nicht rechtzeitig 
trifft, 

65. u n v e r ä n d e r t  

65. entgegen § 187 Absatz 2 Satz 2 eine 
Vorkehrung nicht oder nicht rechtzeitig 
aufhebt, 

66. u n v e r ä n d e r t  

66. entgegen § 187 Absatz 2 Satz 3 eine 
Information nicht, nicht richtig oder 
nicht rechtzeitig gibt, 

67. u n v e r ä n d e r t  

67. entgegen § 190 Absatz 1 Satz 5 eine 
Überprüfung nicht duldet oder 

68. u n v e r ä n d e r t  
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68. entgegen § 203 Absatz 1 Satz 1 eine 
Information nicht, nicht richtig, nicht 
vollständig oder nicht rechtzeitig zur 
Verfügung stellt. 

69. u n v e r ä n d e r t  

(3) Ordnungswidrig handelt, wer ge-
gen die Verordnung (EU) Nr. 531/2012 des 
Europäischen Parlaments und des Rates 
vom 13. Juni 2012 über das Roaming in öf-
fentlichen Mobilfunknetzen in der Union 
(ABl. L 172 vom 30.6.2012, S. 10), die zu-
letzt durch die Verordnung (EU) 2017/920 
(ABl. L 147 vom 9.6.2017, S. 1) geändert 
worden ist, verstößt, indem er vorsätzlich 
oder fahrlässig  

(3) u n v e r ä n d e r t  

1. entgegen Artikel 3 Absatz 5 Satz 2 ei-
nen Entwurf nicht oder nicht rechtzeitig 
vorlegt, 

 

2. entgegen Artikel 5 Absatz 1 Satz 2 ei-
nem dort genannten Antrag nicht oder 
nicht unverzüglich nach Zugang des 
Antrags nachkommt, 

 

3. entgegen Artikel 6a ein dort genanntes 
Entgelt berechnet, 

 

4. entgegen Artikel 6e Absatz 1 Unterab-
satz 2 Satz 1 einen Aufschlag erhebt, 

 

5. entgegen Artikel 6e Absatz 1 Unterab-
satz 3 Satz 1 oder 3 ein Entgelt nicht 
richtig abrechnet, 

 

6. entgegen Artikel 6e Absatz 1 Unterab-
satz 3 Satz 2 eine andere Mindestab-
rechnungsdauer zugrunde legt, 

 

7. entgegen Artikel 11 ein technisches 
Merkmal verändert, 

 

8. entgegen Artikel 14 Absatz 1 Unterab-
satz 1 eine dort genannte Preisinfor-
mation nicht, nicht richtig, nicht voll-
ständig, nicht in der vorgeschriebenen 
Weise oder nicht rechtzeitig bereitstellt, 

 

9. entgegen Artikel 15 Absatz 2a Satz 1 
in Verbindung mit Satz 2 eine Mittei-
lung nicht oder nicht rechtzeitig versen-
det, 
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10. entgegen Artikel 15 Absatz 3 Unterab-
satz 6 Satz 1 nicht sicherstellt, dass 
eine dort genannte Meldung übermittelt 
wird, 

 

11. entgegen Artikel 15 Absatz 3 Unterab-
satz 7 Satz 3 die Erbringung oder In-
rechnungstellung eines dort genannten 
Dienstes nicht oder nicht rechtzeitig 
einstellt, 

 

12. entgegen Artikel 15 Absatz 3 Unterab-
satz 8 eine dort genannte Änderung 
nicht oder nicht rechtzeitig vornimmt 
oder 

 

13. entgegen Artikel 16 Absatz 4 Satz 2 
eine Information nicht, nicht richtig, 
nicht vollständig oder nicht rechtzeitig 
übermittelt. 

 

(4) Ordnungswidrig handelt, wer ge-
gen die Verordnung (EU) 2015/2120 des 
Europäischen Parlaments und des Rates 
vom 25. November 2015 über Maßnahmen 
zum Zugang zum offenen Internet und zu 
Endkundenentgelten für regulierte intra-
EU-Kommunikation sowie zur Änderung 
der Richtlinie 2002/22/EG und der Verord-
nung (EU) Nr. 531/2012 (ABl. L 310 vom 
26.11.2015, S. 1), die zuletzt durch die Ver-
ordnung (EU) 2018/1971 (ABl. L 321 vom 
17.12.2018, S. 1) geändert worden ist, ver-
stößt, indem er vorsätzlich oder fahrlässig  

(4) u n v e r ä n d e r t  

1. entgegen Artikel 3 Absatz 2 als Anbie-
ter von Internetzugangsdiensten eine 
Vereinbarung trifft oder eine Ge-
schäftspraxis anwendet, 

 

2. entgegen Artikel 3 Absatz 3 Unterab-
satz 3 erster Halbsatz eine dort ge-
nannte Verkehrsmanagementmaß-
nahme anwendet, 

 

3. entgegen Artikel 4 Absatz 1 Unterab-
satz 1 Satz 1 nicht sicherstellt, dass 
ein dort genannter Vertrag die dort ge-
nannten Angaben enthält, 

 

4. einer vollziehbaren Anordnung nach 
Artikel 5 Absatz 1 Unterabsatz 1 Satz 2 
zuwiderhandelt, 
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5. entgegen Artikel 5 Absatz 2 eine dort 
genannte Information nicht, nicht rich-
tig, nicht vollständig oder nicht recht-
zeitig vorlegt oder nicht, nicht richtig, 
nicht vollständig oder nicht rechtzeitig 
übermittelt, 

 

6. entgegen Artikel 5a Absatz 2 Satz 2 ei-
nen Verbraucher nicht, nicht richtig, 
nicht vollständig oder nicht rechtzeitig 
unterrichtet oder 

 

7. entgegen Artikel 5a Absatz 5 Satz 1, 
auch in Verbindung mit Satz 3, als An-
bieter regulierter intra-EU-Kommunika-
tion eine dort genannte Obergrenze 
nicht, nicht richtig oder nicht rechtzeitig 
festlegt. 

 

(5) Ordnungswidrig handelt, wer als 
Anbieter regulierter intra-EU-Kommunika-
tion nach Artikel 2 Absatz 2 Nummer 3 der 
Verordnung (EU) 2015/2120 vorsätzlich 
oder fahrlässig  

(5) u n v e r ä n d e r t  

1. gegenüber einem Verbraucher einen 
Endkundenpreis berechnet, der den in 
Artikel 5a Absatz 1 der Verordnung 
(EU) 2015/2120 genannten Endkun-
denpreis überschreitet, 

 

2. nicht sicherstellt, dass ein in Artikel 5a 
Absatz 3 der Verordnung (EU) 
2015/2120 genannter Tarifwechsel 
durchgeführt wird, oder 

 

3. nicht sicherstellt, dass ein Verbraucher 
gemäß Artikel 5a Absatz 4 der Verord-
nung (EU) 2015/2120 aus einem oder 
in einen dort genannten Tarif kostenfrei 
wechseln kann. 
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(6) Ordnungswidrig handelt, wer ge-
gen die Verordnung (EU) 2018/302 des Eu-
ropäischen Parlaments und des Rates vom 
28. Februar 2018 über Maßnahmen gegen 
ungerechtfertigtes Geoblocking und andere 
Formen der Diskriminierung aufgrund der 
Staatsangehörigkeit, des Wohnsitzes oder 
des Ortes der Niederlassung des Kunden 
innerhalb des Binnenmarkts und zur Ände-
rung der Verordnungen (EG) Nr. 
2006/2004 und (EU) 2017/2394 sowie der 
Richtlinie 2009/22/EG (ABl. L 60I vom 
2.3.2018, S. 1) verstößt, indem er vorsätz-
lich oder fahrlässig  

(6) u n v e r ä n d e r t  

1. entgegen Artikel 3 Absatz 1 einen Zu-
gang zur Online-Benutzeroberfläche 
sperrt oder beschränkt, 

 

2. entgegen Artikel 3 Absatz 2 Unterab-
satz 1 einen Kunden zu einer dort ge-
nannten Version der Online-Benutzer-
oberfläche weiterleitet, 

 

3. entgegen Artikel 4 Absatz 1 unter-
schiedliche Allgemeine Geschäftsbe-
dingungen anwendet oder 

 

4. entgegen Artikel 5 Absatz 1 unter-
schiedliche Bedingungen für einen 
Zahlungsvorgang anwendet. 

 

(7) Die Ordnungswidrigkeit kann ge-
ahndet werden  

(7) Die Ordnungswidrigkeit kann ge-
ahndet werden  

1. in den Fällen des  1. u n v e r ä n d e r t  

a) Absatzes 2 Nummer 19,  

b) Absatzes 3 Nummer 3 und 4 und 
des Absatzes 5 Nummer 1 und 

 

c) Absatzes 4 Nummer 1, 2 und 4  

mit einer Geldbuße bis zu einer Million 
Euro, 

 

2. in den Fällen des Absatzes 2 Nummer 
3 Buchstabe a, Nummer 4 Buchstabe 
a, Nummer 17, 42, 43, 47, 54 und 57 
bis 59 mit einer Geldbuße bis zu fünf-
hunderttausend Euro, 

2. in den Fällen des Absatzes 2 Nummer 
3 Buchstabe a, Nummer 4 Buchstabe 
a, Nummer 17, 42, 43, 47, 54 und 58 
bis 60 mit einer Geldbuße bis zu fünf-
hunderttausend Euro, 
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3. in den Fällen des Absatzes 2 Nummer 
10, 37 bis 38, 46, 49, 50, 53 und 60 
und des Absatzes 6 mit einer Geld-
buße von bis zu dreihunderttausend 
Euro, 

3. in den Fällen des Absatzes 2 Nummer 
10, 37 bis 38, 46, 49, 50, 53 und des 
Absatzes 6 mit einer Geldbuße von bis 
zu dreihunderttausend Euro, 

4. in den Fällen des Absatzes 2 Nummer 
3 Buchstabe c, Nummer 6 bis 8, 14 bis 
16, 20 bis 36, 40, 61, 63 bis 66 und 68, 
des Absatzes 3 Nummer 1, 2 und 8, 
des Absatzes 4 Nummer 3 und 6 und 
des Absatzes 5 Nummer 2 und 3 mit 
einer Geldbuße bis zu einhunderttau-
send Euro, 

4. u n v e r ä n d e r t  

5. in den Fällen des Absatzes 2 Nummer 
11, 18 und 56 mit einer Geldbuße bis 
zu fünfzigtausend Euro und 

5. in den Fällen des Absatzes 2 Nummer 
11, 18 und 57 mit einer Geldbuße bis 
zu fünfzigtausend Euro und 

6. in den übrigen Fällen der Absätze 1 bis 
4 mit einer Geldbuße bis zu zehntau-
send Euro. 

6. u n v e r ä n d e r t  

(8) Bei einer juristischen Person oder 
Personenvereinigung mit einem durch-
schnittlichen Jahresumsatz von mehr als  

(8) u n v e r ä n d e r t  

1. 50 Millionen Euro kann abweichend 
von Absatz 7 Nummer 1 Buchstabe a 
in Verbindung mit § 30 Absatz 2 Satz 2 
des Gesetzes über Ordnungswidrigkei-
ten eine Ordnungswidrigkeit nach Ab-
satz 2 Nummer 19 in Verbindung mit § 
30 Absatz 1 des Gesetzes über Ord-
nungswidrigkeiten mit einer Geldbuße 
bis zu 2 Prozent, 

 

2. 100 Millionen Euro kann abweichend 
von Absatz 7 Nummer 1 Buchstabe c 
in Verbindung mit § 30 Absatz 2 Satz 2 
des Gesetzes über Ordnungswidrigkei-
ten eine Ordnungswidrigkeit nach Ab-
satz 4 Nummer 1, 2 oder 4, jeweils in 
Verbindung mit § 30 Absatz 1 des Ge-
setzes über Ordnungswidrigkeiten, mit 
einer Geldbuße bis zu 1 Prozent 
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des durchschnittlichen Jahresumsatzes ge-
ahndet werden, der von der juristischen 
Person oder Personenvereinigung weltweit 
in den letzten drei Geschäftsjahren erzielt 
wurde, die der Behördenentscheidung vo-
rausgehen. In den durchschnittlichen Jah-
resumsatz nach Satz 1 sind die durch-
schnittlichen Jahresumsätze aller Unter-
nehmen einzubeziehen, die mit der juristi-
schen Person oder Personenvereinigung 
nach § 3 Nummer 69 verbunden oder zu-
sammengeschlossen sind. Der durch-
schnittliche Jahresumsatz kann geschätzt 
werden. 

 

(9) Verwaltungsbehörde im Sinne des 
§ 36 Absatz 1 Nummer 1 des Gesetzes 
über Ordnungswidrigkeiten ist die Bundes-
netzagentur. 

(9) u n v e r ä n d e r t  

(10) Die Bundesnetzagentur ist zustän-
dige Vollstreckungsbehörde für das Verfah-
ren wegen der Festsetzung einer Geld-
buße. Die Vollstreckung der im gerichtli-
chen Ordnungswidrigkeitenverfahren ver-
hängten Geldbuße und des Geldbetrages, 
dessen Einziehung nach § 29a des Geset-
zes über Ordnungswidrigkeiten angeordnet 
wurde, erfolgt durch die Bundesnetzagen-
tur als Vollstreckungsbehörde aufgrund ei-
ner von dem Urkundsbeamten der Ge-
schäftsstelle des Gerichts zu erteilenden, 
mit der Bescheinigung der Vollstreckbarkeit 
versehenen beglaubigten Abschrift der Ur-
teilsformel entsprechend den Vorschriften 
über die Vollstreckung von Bußgeldbe-
scheiden. Die Geldbußen und die Geldbe-
träge, deren Einziehung nach § 29a des 
Gesetzes über Ordnungswidrigkeiten ange-
ordnet wurde, fließen der Bundeskasse zu, 
die auch die der Staatskasse auferlegten 
Kosten trägt. 

(10) u n v e r ä n d e r t  
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§ 230 § 230 

Übergangsvorschriften Übergangsvorschriften 

(1) Bestehende Frequenz- und Num-
mernzuteilungen sowie Wegerechte, die im 
Rahmen des § 8 des Telekommunikations-
gesetzes vom 25. Juli 1996 (BGBl. I S. 
1120) erteilt wurden, bleiben wirksam. Das 
Gleiche gilt auch für vorher erworbene 
Rechte, die eine Frequenznutzung gewäh-
ren. 

(1) u n v e r ä n d e r t  

(2) Rechte und Verpflichtungen, die 
aufgrund des Telekommunikationsgesetzes 
vom 25. Juli 1996 oder vom 22. Juni 2004 
(BGBl. I S. 1190) erlassen worden sind, 
gelten als Rechte und Verpflichtungen 
nach diesem Gesetz im Sinne der §§ 202 
und 212. 

(2) u n v e r ä n d e r t  

(3) Festlegungen, die über Marktdefi-
nitionen und -analysen nach §§ 10 und 11 
des Telekommunikationsgesetzes vom 22. 
Juni 2004 (BGBl. I S. 1190) getroffen wor-
den sind, gelten als Festlegungen nach §§ 
10 und 11 dieses Gesetzes. 

(3) u n v e r ä n d e r t  

(4) § 71 Absatz 2 ist bis zum 30. Juni 
2024 nicht anzuwenden, wenn der Tele-
kommunikationsdienst im Rahmen des 
Miet- und Pachtverhältnisses erbracht wird 
und die Gegenleistung ausschließlich als 
Betriebskosten abgerechnet wird. 

(4) u n v e r ä n d e r t  

(5) Jede Partei kann einen vor dem 1. 
Dezember 2021 geschlossenen Bezugs-
vertrag über die Belieferung von Gebäuden 
oder in den Gebäuden befindlichen 
Wohneinheiten mit Telekommunikations-
diensten wegen der Beschränkung der Um-
lagefähigkeit nach § 2 Satz 1 Nummer 15 
Buchstabe a und b der Betriebskostenver-
ordnung frühestens mit Wirkung ab dem 1. 
Juli 2024 ohne Einhaltung einer Kündi-
gungsfrist kündigen, soweit die Parteien für 
diesen Fall nichts anderes vereinbart ha-
ben. Die Kündigung berechtigt den ande-
ren Teil nicht zum Schadensersatz. 

(5) u n v e r ä n d e r t  
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(6) Bis zum Inkrafttreten einer Preis-
festlegung für Premium-Dienste, Aus-
kunftsdienste oder Massenverkehrsdienste 
nach § 123 Absatz 7 gilt § 109 mit der 
Maßgabe, dass der für die Inanspruch-
nahme dieser Dienste zu zahlende Preis 
für Anrufe aus den Festnetzen mit dem 
Hinweis auf die Möglichkeit abweichender 
Preise für Anrufe aus den Mobilfunknetzen 
anzugeben ist, soweit für Anrufe aus den 
Mobilfunknetzen Preise gelten, die von den 
Preisen für Anrufe aus den Festnetzen ab-
weichen. 

(6) u n v e r ä n d e r t  

(7) Bis zum Inkrafttreten einer Preis-
festlegung für Massenverkehrsdienste 
nach § 123 Absatz 7 gilt § 110 Absatz 3 mit 
der Maßgabe, dass der Diensteanbieter 
dem Endnutzer den für die Inanspruch-
nahme des Dienstes zu zahlenden Preis 
für Anrufe aus den Festnetzen mit dem 
Hinweis auf die Möglichkeit abweichender 
Preise für Anrufe aus den Mobilfunknetzen 
unmittelbar im Anschluss an die Inan-
spruchnahme des Dienstes anzusagen hat; 
dies gilt auch, wenn der Preis 1 Euro pro 
Minute oder Inanspruchnahme übersteigt. 

(7) u n v e r ä n d e r t  

(8) Die Vorgaben des § 120 Absatz 3 
und 4 sind spätestens ab dem 1. Dezem-
ber 2022 zu erfüllen. 

(8) u n v e r ä n d e r t  

(9) Die Bundesnetzagentur kann ab-
weichend von § 172 Absatz 2 Satz 4 und 5 
festlegen, dass für eine von ihr zu bestim-
mende Übergangszeit von nicht mehr als 
zwölf Monaten nach Inkrafttreten dieses 
Gesetzes auf das Erfordernis eines vorheri-
gen Konformitätsnachweises verzichtet 
werden kann. 

(9) u n v e r ä n d e r t  
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(10) Die von der Bundesnetzagentur 
vor Inkrafttreten dieses Gesetzes gemäß § 
6 Absatz 1 Satz 2 des Post- und Telekom-
munikationssicherstellungsgesetzes vom 
24. März 2011 (BGBl. I S. 506, 941), das 
zuletzt durch Artikel 12 Absatz 3 des Ge-
setzes vom 21. Dezember 2020 (BGBl. I S. 
3229) geändert worden ist, getroffenen 
Festlegungen bleiben wirksam, bis sie 
durch neue Festlegungen nach § 186 Ab-
satz 2 Satz 2 ersetzt werden. Bescheini-
gungen, die nach § 6 Absatz 2 Satz 2 des 
Post- und Telekommunikationssicherstel-
lungsgesetzes ausgestellt wurden, gelten 
bis zum Ablauf der zehnjährigen oder ver-
merkten kürzeren Geltungsdauer fort. 

(10) u n v e r ä n d e r t  

(11) Die bei der Bundesnetzagentur 
zum Zeitpunkt des Inkrafttretens dieses 
Gesetzes gemäß § 77a Absatz 2 in Verbin-
dung mit Absatz 1 Satz 1 des Telekommu-
nikationsgesetzes vom 25. Juli 1996 oder 
vom 22. Juni 2004 (BGBl. I S. 1190) vorlie-
genden Informationen dürfen von der zent-
ralen Informationsstelle des Bundes nach 
Maßgabe der Einsichtnahmebedingungen 
gemäß § 77a Absatz 3 Satz 4, § 77b Ab-
satz 6 Satz 3 und § 77h Absatz 6 Satz 3 
des Telekommunikationsgesetzes vom 22. 
Juni 2004 auch nach Inkrafttreten dieses 
Gesetzes weiterverwendet werden, bis 
eine Neuverpflichtung gemäß § 79 Absatz 
2 herbeigeführt wurde. 

(11) u n v e r ä n d e r t  

(12) Die Vorgaben nach § 165 Absatz 
3 und § 171 sind spätestens ab dem 1. De-
zember 2022 zu erfüllen. 

(12) u n v e r ä n d e r t  

(13) Die Zulässigkeit des Rechtsmittels 
gegen eine gerichtliche Entscheidung rich-
tet sich nach den bisher geltenden Vor-
schriften, wenn die gerichtliche Entschei-
dung vor dem Inkrafttreten dieses Geset-
zes verkündet oder von Amts wegen an-
stelle einer Verkündung zugestellt worden 
ist. 

(13) u n v e r ä n d e r t  

(14) Auf vor dem Inkrafttreten dieses 
Gesetzes gestellte Anträge nach § 99 Ab-
satz 2 der Verwaltungsgerichtsordnung 
sind die bisherigen Vorschriften anwend-
bar. 

(14) u n v e r ä n d e r t  
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(15) Die §§ 6, 7 Absatz 2 und § 8 in der 
ab dem 1. Dezember 2021 geltenden Fas-
sung sind erstmals auf Jahresfinanzbe-
richte sowie Tätigkeitsabschlüsse für das 
nach dem 31. Dezember 2020 beginnende 
Geschäftsjahr anzuwenden. 

(15) u n v e r ä n d e r t  

 (16) Die Vorgaben des § 176 sind 
spätestens ab dem … [einsetzen: sechs 
Monate nach dem Datum des Inkrafttre-
tens nach Artikel 13 dieses Gesetzes] zu 
erfüllen. 
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Verordnung über die techni-
sche und organisatorische Um-

setzung von Maßnahmen zur 
Überwachung der Telekommu-

nikation 

Verordnung über die techni-
sche und organisatorische Um-

setzung von Maßnahmen zur 
Überwachung der Telekommu-

nikation 

(Telekommunikations-Überwa-
chungsverordnung - TKÜV) 

vom: 03.11.2005 - Zuletzt geän-
dert durch Art. 33 G v. 6.5.2024 

I Nr. 149 

(Telekommunikations-Überwa-
chungsverordnung - TKÜV) 

vom: 03.11.2005 - Zuletzt geän-
dert durch Art. 33 G v. 6.5.2024 

I Nr. 149 

§ 2 § 2 

Begriffsbestimmungen Begriffsbestimmungen 

Im Sinne dieser Verordnung ist  Im Sinne dieser Verordnung ist  

1. Anordnung  1. Anordnung  

a) im Sinne der Teile 2 und 3 die An-
ordnung zur Überwachung der Te-
lekommunikation nach § 100e der 
Strafprozessordnung, § 10 des Ar-
tikel 10-Gesetzes, § 74 des Zoll-
fahndungsdienstgesetzes, § 51 
des Bundeskriminalamtgesetzes, 
§ 25 Absatz 1 Satz 1 des BND-
Gesetzes oder nach Landesrecht 
und 

a) u n v e r ä n d e r t  
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b) im Sinne des Teils 4 die Anord-
nung zur Erteilung von Auskünften 
über Verkehrsdaten nach § 100g 
in Verbindung mit § 101a Absatz 1 
der Strafprozessordnung, § 8a Ab-
satz 1 Satz 1 Nummer 4 des Bun-
desverfassungsschutzgesetzes, 
auch in Verbindung mit § 4a des 
MAD-Gesetzes oder § 3 des BND-
Gesetzes, § 52 des Bundeskrimi-
nalamtgesetzes, § 77 des Zoll-
fahndungsdienstgesetzes oder 
nach Landesrecht; 

b) im Sinne des Teils 4 die Anord-
nung zur Erteilung von Auskünften 
über Verkehrsdaten nach § 100g 
Absatz 1 bis 4 in Verbindung mit 
§ 101a Absatz 1 Satz 1 Nummer 
1 der Strafprozessordnung, § 20 
Absatz 1 Satz 1 Nummer 5 in 
Verbindung mit § 22 Absatz 1 
Satz 1 Nummer 6 und Absatz 2 
des MAD-Gesetzes, § 8a Absatz 
1 Satz 1 Nummer 4 des Bundes-
verfassungsschutzgesetzes, auch 
in Verbindung mit § 3 des BND-
Gesetzes, § 52 des Bundeskrimi-
nalamtgesetzes, § 77 des Zoll-
fahndungsdienstgesetzes oder 
nach Landesrecht; 

2. Aufzeichnungsanschluss 2. u n v e r ä n d e r t  

der Telekommunikationsanschluss ei-
ner berechtigten Stelle, an den deren 
Aufzeichnungs- und Auswertungsein-
richtungen angeschlossen werden 
(Netzabschlusspunkt im Sinne von § 
170 Absatz 9 des Telekommunikati-
onsgesetzes); 

 

2a. Aufzeichnungs- und Auswertungsein-
richtung 

2a. u n v e r ä n d e r t  

die technische Einrichtung einer be-
rechtigten Stelle, die an Aufzeich-
nungsanschlüsse angeschlossen wird 
und der Aufzeichnung, technischen 
Aufbereitung und Auswertung der 
Überwachungskopie dient; 

 

3. berechtigte Stelle  3. berechtigte Stelle  

a) im Sinne der Teile 2 und 3 die 
nach § 100a Absatz 4 Satz 1 der 
Strafprozessordnung, § 1 Absatz 1 
Nummer 1 des Artikel 10-Geset-
zes, § 72 Absatz 1 des Zollfahn-
dungsdienstgesetzes, § 51 Absatz 
6 Satz 1 des Bundeskriminalamt-
gesetzes, den §§ 19, 24 oder 26 
des BND-Gesetzes oder nach 
Landesrecht auf Grund der jeweili-
gen Anordnung zur Überwachung 
und Aufzeichnung der Telekom-
munikation berechtigte Stelle und 

a) u n v e r ä n d e r t  
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b) im Sinne des Teils 4 die Stelle,  b) im Sinne des Teils 4 die Stelle, die 
nach § 100g in Verbindung mit § 
101a Absatz 1 und 5 sowie § 
100a Absatz 4 Satz 1 der Straf-
prozessordnung, § 20 Absatz 1 
Satz 1 Nummer 5 des MAD-Ge-
setzes, § 8a Absatz 1 Satz 1 
Nummer 4 des Bundesverfas-
sungsschutzgesetzes, auch in 
Verbindung mit § 3 des BND-Ge-
setzes, § 52 des Bundeskrimi-
nalamtgesetzes, § 25 Absatz 1 
des Bundespolizeigesetzes, § 
77 des Zollfahndungsdienstge-
setzes oder nach Landesrecht 
auf Grund der jeweiligen Anord-
nung berechtigt ist, Auskunfts-
verlangen über Verkehrsdaten 
gemäß § 3 Nummer 70 des Tele-
kommunikationsgesetzes zu 
stellen; 

aa) die nach § 101a Absatz 1 in 
Verbindung mit § 100a Absatz 
4 Satz 1 der Strafprozessord-
nung, § 8a Absatz 1 Satz 1 
Nummer 4 des Bundesverfas-
sungsschutzgesetzes, auch in 
Verbindung mit § 4a des 
MAD-Gesetzes oder § 3 des 
BND-Gesetzes, § 52 des Bun-
deskriminalamtgesetzes, § 77 
des Zollfahndungsdienstge-
setzes oder nach Landesrecht 
auf Grund der jeweiligen An-
ordnung berechtigt ist, Aus-
kunftsverlangen über nach 
den §§ 9 und 12 des Tele-
kommunikation-Digitale-
Dienste-Datenschutz-Geset-
zes erhobene Verkehrsdaten 
zu stellen, oder 

entfällt 

bb) der nach § 177 Absatz 1 
Nummer 1 oder 2 des Tele-
kommunikationsgesetzes 
Auskünfte über nach § 176 
des Telekommunikationsge-
setzes gespeicherte Verkehrs-
daten erteilt werden dürfen; 

entfällt 

4. Betreiber einer Telekommunikations-
anlage 

4. u n v e r ä n d e r t  
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das Unternehmen, das die tatsächliche 
Kontrolle über die Funktionen einer Te-
lekommunikationsanlage ausübt; 

 

5. (weggefallen) 5. u n v e r ä n d e r t  

6. Endgerät 6. u n v e r ä n d e r t  

die technische Einrichtung, mittels de-
rer ein Nutzer einen Telekommunikati-
onsanschluss zur Abwicklung seiner 
Telekommunikation nutzt; 

 

7. Pufferung 7. u n v e r ä n d e r t  

die kurzzeitige Zwischenspeicherung 
von Informationen zur Vermeidung von 
Informationsverlusten während sys-
tembedingter Wartezeiten; 

 

8. Referenznummer 8. u n v e r ä n d e r t  

die von der berechtigten Stelle vorge-
gebene eindeutige, auch nichtnumeri-
sche Bezeichnung der Überwachungs-
maßnahme oder des Auskunftsverlan-
gens, die auch die Bezeichnung der 
berechtigten Stelle enthält; 

 

9. Speichereinrichtung 9. u n v e r ä n d e r t  

eine netzseitige Einrichtung zur Spei-
cherung von Telekommunikation, die 
einem Nutzer zugeordnet ist; 

 

10. Telekommunikationsanschluss 10. u n v e r ä n d e r t  

der durch eine Rufnummer oder an-
dere Adressierungsangabe eindeutig 
bezeichnete Zugang zu einer Telekom-
munikationsanlage, der es einem Nut-
zer ermöglicht, Telekommunikations-
dienste zu nutzen; 

 

11. Übergabepunkt 11. u n v e r ä n d e r t  

der Punkt der technischen Einrichtun-
gen des Verpflichteten, an dem er die 
Überwachungskopie bereitstellt; der 
Übergabepunkt kann als systeminter-
ner Übergabepunkt gestaltet sein, der 
am Ort der Telekommunikationsanlage 
nicht physikalisch dargestellt ist; 
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12. Übertragungsweg, der dem unmittelba-
ren nutzerbezogenen Zugang zum In-
ternet dient 

12. u n v e r ä n d e r t  

die Verbindung zwischen dem Endge-
rät eines Internet-Nutzers und dem 
Netzknoten, der den Koppelpunkt zum 
Internet enthält, soweit nicht die Ver-
mittlungsfunktion eines Netzknotens 
genutzt wird, der dem Zugang zum 
Sprachkommunikationsdienst dient; 

 

13. Überwachungseinrichtung 13. u n v e r ä n d e r t  

die für die technische Umsetzung von 
Anordnungen erforderlichen techni-
schen Einrichtungen des Betreibers ei-
ner Telekommunikationsanlage ein-
schließlich der zugehörigen Pro-
gramme und Daten; 

 

14. Überwachungskopie 14. u n v e r ä n d e r t  

das vom Verpflichteten auf Grund einer 
Anordnung auszuleitende und an die 
Aufzeichnungs- und Auswertungsein-
richtung zu übermittelnde Doppel der 
zu überwachenden Telekommunika-
tion; 

 

15. Überwachungsmaßnahme 15. u n v e r ä n d e r t  

eine Maßnahme zur Überwachung der 
Telekommunikation nach § 100a Ab-
satz 1 Satz 1 der Strafprozessordnung, 
den §§ 3, 5 oder 8 des Artikel 10-Ge-
setzes, § 72 Absatz 1, 2 und 4 des 
Zollfahndungsdienstgesetzes, § 51 Ab-
satz 1 des Bundeskriminalamtgeset-
zes, den §§ 19, 24 oder 26 des BND-
Gesetzes oder nach Landesrecht; 

 

16. Verpflichteter 16. u n v e r ä n d e r t  

wer nach dieser Verordnung techni-
sche oder organisatorische Vorkehrun-
gen zur Umsetzung von Anordnungen 
zu treffen hat; 

 

17. zu überwachende Kennung  17. u n v e r ä n d e r t  
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a) das technische Merkmal, durch 
das die zu überwachende Tele-
kommunikation in der Telekommu-
nikationsanlage des Verpflichteten 
gekennzeichnet ist, 

 

b) im Falle von Übertragungswegen, 
die dem unmittelbaren nutzerbezo-
genen Zugang zum Internet die-
nen, oder im Falle des § 5 oder 
des § 8 des Artikel 10-Gesetzes 
die Bezeichnung des Übertra-
gungswegs, oder 

 

c) im Falle der §§ 19, 24 oder 26 des 
BND-Gesetzes die Bezeichnung 
des Telekommunikationsnetzes 
einschließlich der für die Umset-
zung der Anordnung erforderli-
chen, in der Technischen Richtli-
nie nach § 170 Absatz 6 des Tele-
kommunikationsgesetzes festge-
legten technischen Parameter; 

 

18. Zuordnungsnummer 18. u n v e r ä n d e r t  

das vom Verpflichteten zu vergebende 
eindeutige, auch nichtnumerische Zu-
ordnungsmerkmal, auf Grund dessen 
Teile der Überwachungskopie und die 
zugehörigen Daten einander zweifels-
frei zugeordnet werden können. 

 

§ 30 § 30 

Kreis der Verpflichteten Kreis der Verpflichteten 

Die Vorschriften dieses Teils gelten für  Die Vorschriften dieses Teils gelten für  

1. die Betreiber von Telekommunikations-
anlagen, mit denen öffentlich zugängli-
che Telekommunikationsdienste er-
bracht werden, sowie 

1. u n v e r ä n d e r t  

2. die Anbieter von öffentlich zugängli-
chen Telekommunikationsdiensten 

2. u n v e r ä n d e r t  
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in dem Umfang, in dem diese ihre Dienste 
für Endnutzer erbringen. § 170 Absatz 2 
des Telekommunikationsgesetzes gilt ent-
sprechend für die nach Satz 1 Verpflichte-
ten, die nur Teile von Telekommunikations-
anlagen nach Satz 1 Nummer 1 betreiben 
oder die öffentlich zugängliche Telekom-
munikationsdienste erbringen, ohne hierfür 
Telekommunikationsanlagen zu betreiben. 

in dem Umfang, in dem diese ihre Dienste 
für Endnutzer erbringen. 

§ 32 § 32 

Auskünfte über zurückliegende Ver-
kehrsdaten, zukünftige Verkehrsdaten, 

Verkehrsdaten in Echtzeit 

Auskünfte über zurückliegende Ver-
kehrsdaten, zukünftige Verkehrsdaten, 

Verkehrsdaten in Echtzeit 

(1) Die nach § 30 Verpflichteten ha-
ben Auskünfte auf Grundlage der nach den 
Vorschriften des Telekommunikationsge-
setzes gespeicherten und zum Zeitpunkt 
der Auskunftserteilung vorhandenen Daten 
zu erteilen. Dabei haben sie stets alle dem 
Auskunftsverlangen zuzuordnenden Da-
tensätze bereitzustellen, die ihnen zum 
Zeitpunkt der Auskunftserteilung vorliegen. 
Datensätze, die erst nach einer technisch 
bedingten Wartezeit zur Verfügung stehen 
und einem bereits beauskunfteten Aus-
kunftsverlangen zuzuordnen sind, sind un-
verzüglich nachträglich zu übermitteln. Die 
berechtigte Stelle kann bereits bei der erst-
maligen Übermittlung des Auskunftsverlan-
gens Anforderungen zur nachträglichen 
Übermittlung von Datensätzen nach Satz 3 
festlegen. Macht sie von dieser Möglichkeit 
Gebrauch, sind diese Anforderungen maß-
geblich für die nachträgliche Übermittlung 
nach Satz 3. Die berechtigte Stelle kann im 
Einzelfall auch auf die nachträgliche Über-
mittlung verzichten. 

(1) Die nach § 30 Verpflichteten ha-
ben Auskünfte auf Grundlage der nach den 
Vorschriften des Telekommunikationsge-
setzes und des Telekommunikation-Digi-
tale-Dienste-Datenschutz-Gesetzes ge-
speicherten und zum Zeitpunkt der Aus-
kunftserteilung vorhandenen Daten zu er-
teilen. Dabei haben sie stets alle dem Aus-
kunftsverlangen zuzuordnenden Datens-
ätze bereitzustellen, die ihnen zum Zeit-
punkt der Auskunftserteilung vorliegen. Da-
tensätze, die erst nach einer technisch be-
dingten Wartezeit zur Verfügung stehen 
und einem bereits beauskunfteten Aus-
kunftsverlangen zuzuordnen sind, sind un-
verzüglich nachträglich zu übermitteln. Die 
berechtigte Stelle kann bereits bei der erst-
maligen Übermittlung des Auskunftsverlan-
gens Anforderungen zur nachträglichen 
Übermittlung von Datensätzen nach Satz 3 
festlegen. Macht sie von dieser Möglichkeit 
Gebrauch, sind diese Anforderungen maß-
geblich für die nachträgliche Übermittlung 
nach Satz 3. Die berechtigte Stelle kann im 
Einzelfall auch auf die nachträgliche Über-
mittlung verzichten. 
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(2) In Fällen von Anordnungen zur Er-
teilung von Auskünften über Verkehrsda-
ten, die erst nach dem Zeitpunkt der Aus-
stellung der Anordnung anfallen (zukünftige 
Verkehrsdaten), haben die nach § 30 Ver-
pflichteten der jeweiligen berechtigten 
Stelle zu jeder sich auf diese Anordnung 
stützenden Anforderung Auskünfte über die 
der Anordnung zuzuordnenden Datensätze 
zu erteilen, die ihnen zum Zeitpunkt der 
Auskunftserteilung vorliegen; dabei können 
sich in jeder aktuellen Auskunftserteilung 
auch Datensätze befinden, die zu vorher-
gehenden Anforderungen bereits mitgeteilt 
wurden. Die Häufigkeit und der Zeitabstand 
der jeweiligen Anforderungen liegt im aus-
schließlichen Ermessen der berechtigten 
Stelle. Im Rahmen von Anordnungen zur 
Erteilung von Auskünften über zukünftige 
Verkehrsdaten können auch Auskünfte 
über Verkehrsdaten verlangt werden, die 
nach den Vorschriften des Telekommunika-
tionsgesetzes nicht gespeichert, aber im 
Rahmen des Telekommunikationsvorgan-
ges erhoben werden; besondere Vorkeh-
rungen zur Erteilung von derartigen Aus-
künften müssen jedoch nicht getroffen wer-
den. 

(2) u n v e r ä n d e r t  

(3) Für die Umsetzung von Auskunfts-
verlangen über Verkehrsdaten in Echtzeit 
brauchen nur diejenigen Verpflichteten 
nach § 30 Vorkehrungen zu treffen, die 
auch nach § 3 verpflichtet sind, technische 
Vorkehrungen für die Umsetzung von 
Überwachungsmaßnahmen vorzuhalten. 
Für die Umsetzung derartiger Auskunfts-
verlangen gilt abweichend von § 31 Absatz 
2 Satz 5 auch § 12 Absatz 1 Satz 1 und 3 
entsprechend. Die nach Satz 1 Verpflichte-
ten können zur Umsetzung derartiger Aus-
kunftsverlangen ihre technischen Einrich-
tungen zur Umsetzung von Überwachungs-
maßnahmen oder Einrichtungen, die in Be-
zug auf die bereitzustellenden Daten nach 
§ 7 gleichwertig sind, mit der Maßgabe nut-
zen, dass  

(3) u n v e r ä n d e r t  

1. die an die auskunftsberechtigte Stelle 
übermittelten Daten keine Nachrichten-
inhalte enthalten, 
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2. Standortdaten auch für lediglich emp-
fangsbereite Endgeräte erhoben und 
an die auskunftsberechtigte Stelle 
übermittelt werden und 

 

3. die Übermittlung von Standortdaten 
nach Nummer 2 derart eingeschränkt 
werden kann, dass sie für die Strafver-
folgungsbehörden nur nach Maßgabe 
des § 100g Absatz 1 der Strafprozess-
ordnung oder für eine andere aus-
kunftsberechtigte Stelle nur nach Maß-
gabe der für diese Stelle geltenden ge-
setzlichen Vorschriften erfolgt. 

 

(4) § 6 Absatz 4 gilt entsprechend; in 
Fällen von zeitweiligen Übermittlungshin-
dernissen, Störungen und Unterbrechun-
gen gelten die §§ 10 und 13 entsprechend. 

(4) u n v e r ä n d e r t  

§ 35 § 35 

Protokollierung Protokollierung 

Der Verpflichtete hat sicherzustellen, 
dass die Zugriffe auf seine für die Erteilung 
von Auskünften vorgehaltenen technischen 
Einrichtungen automatisch lückenlos proto-
kolliert werden. Dies gilt unabhängig da-
von, ob die Zugriffe darauf abzielen, Ver-
kehrsdaten zugänglich zu machen, die 
nach den Vorschriften des Telekommunika-
tionsgesetzes gespeichert wurden, oder 
Verkehrsdatenübermittlungen in Echtzeit 
einzurichten. Zu protokollieren sind:  

Der Verpflichtete hat sicherzustellen, 
dass die Zugriffe auf seine für die Erteilung 
von Auskünften vorgehaltenen technischen 
Einrichtungen automatisch lückenlos proto-
kolliert werden. Dies gilt unabhängig da-
von, ob die Zugriffe darauf abzielen, Ver-
kehrsdaten zugänglich zu machen, die 
nach den Vorschriften des Telekommunika-
tionsgesetzes und des Telekommunika-
tion-Digitale-Dienste-Datenschutz-Ge-
setzes gespeichert wurden, oder Verkehrs-
datenübermittlungen in Echtzeit einzurich-
ten. Zu protokollieren sind:  

1. die Referenznummer des Auskunfts-
verlangens, der probeweisen Anwen-
dung nach § 34 Absatz 2 oder einer 
sonstigen Nutzung der technischen 
Einrichtungen, 

1. u n v e r ä n d e r t  

2. die tatsächlich eingegebene Kennung, 
auf Grund derer die Verkehrsdaten-
sätze ermittelt werden, 

2. u n v e r ä n d e r t  
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3. die weiteren für die Suche verwende-
ten Daten einschließlich der Zeitpunkte 
(Datum und Uhrzeit auf der Grundlage 
der amtlichen Zeit), zwischen denen 
die Verkehrsdatensätze in Bezug auf 
die Kennung nach Nummer 2 erfasst 
werden, 

3. u n v e r ä n d e r t  

4. die Angabe der Rechtsvorschrift (§§ 9 
oder 12 des Telekommunikation-Digi-
tale-Dienste-Datenschutz-Gesetzes 
oder § 176 des Telekommunikations-
gesetzes), auf deren Grundlage die 
beauskunfteten Verkehrsdaten gespei-
chert wurden, 

4. die Angabe der Rechtsgrundlage, 
aufgrund der die beauskunfteten Ver-
kehrsdaten gespeichert wurden, 

5. die Adressierungsangabe des An-
schlusses, an den die ermittelten Ver-
kehrsdatensätze übermittelt werden, 

5. u n v e r ä n d e r t  

6. ein Merkmal zur Erkennbarkeit der 
Personen, die die Daten nach den 
Nummern 1 bis 5 auf Seiten des Ver-
pflichteten eingeben, 

6. u n v e r ä n d e r t  

7. Datum und Uhrzeit der Eingabe. 7. u n v e r ä n d e r t  

Die ermittelten Verkehrsdaten dürfen nicht 
protokolliert werden. Satz 1 gilt nicht für be-
trieblich erforderliche Zugriffe auf Daten, 
die nach den §§ 9 oder 12 des Telekom-
munikation-Digitale-Dienste-Datenschutz-
Gesetzes gespeichert werden. Die Anga-
ben nach Satz 3 Nummer 6 dürfen aus-
schließlich bei auf tatsächlichen Anhalts-
punkten beruhenden Untersuchungen zur 
Aufklärung von Missbrauchs- oder Fehler-
fällen verwendet werden. Im Übrigen gelten 
für die Protokollierung sowie für die Prü-
fung und Löschung der dafür erzeugten 
Protokolldaten § 16 Absatz 2 und § 17 ent-
sprechend mit der Maßgabe, dass abwei-
chend von § 17 Absatz 1 Satz 3 fünf vom 
Hundert der gestellten Auskunftsverlangen 
einer Prüfung zu unterziehen sind. 

Die ermittelten Verkehrsdaten dürfen nicht 
protokolliert werden. Satz 1 gilt nicht für be-
trieblich erforderliche Zugriffe auf Daten, 
die nach den §§ 9 oder 12 des Telekom-
munikation-Digitale-Dienste-Datenschutz-
Gesetzes gespeichert werden. Die Anga-
ben nach Satz 3 Nummer 6 dürfen aus-
schließlich bei auf tatsächlichen Anhalts-
punkten beruhenden Untersuchungen zur 
Aufklärung von Missbrauchs- oder Fehler-
fällen verwendet werden. Im Übrigen gelten 
für die Protokollierung sowie für die Prü-
fung und Löschung der dafür erzeugten 
Protokolldaten § 16 Absatz 2 und § 17 ent-
sprechend mit der Maßgabe, dass abwei-
chend von § 17 Absatz 1 Satz 3 fünf vom 
Hundert der gestellten Auskunftsverlangen 
einer Prüfung zu unterziehen sind. 
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Gesetz über den Datenschutz 
und den Schutz der Pri-

vatsphäre in der Telekommuni-
kation und bei digitalen Diens-

ten 

Gesetz über den Datenschutz 
und den Schutz der Pri-

vatsphäre in der Telekommuni-
kation und bei digitalen Diens-

ten 

(Telekommunikation-Digitale-
Dienste-Datenschutz-Gesetz - 

TDDDG) 
vom: 23.06.2021 - Zuletzt geän-
dert durch Art. 3 des Gesetzes 

vom … [einsetzen: Ausferti-
gungsdatum und Fundstelle, 

Bundestagsdrucksache 
21/3192] 

(Telekommunikation-Digitale-
Dienste-Datenschutz-Gesetz - 

TDDDG) 
vom: 23.06.2021 - Zuletzt geän-
dert durch Art. 3 des Gesetzes 

vom … [einsetzen: Ausferti-
gungsdatum und Fundstelle, 

Bundestagsdrucksache 
21/3192] 

§ 13a § 13a 

Erfüllung von Pflichten gemäß den Arti-
keln 10 und 11 der Verordnung (EU) 

2023/1543 

Erfüllung von Pflichten gemäß den Arti-
keln 10 und 11 der Verordnung (EU) 

2023/1543 

Anbieter von Telekommunikationsdiensten 
und die von ihnen gemäß § 3 Absatz 1 bis 
3 des Elektronische-Beweismittel-Umset-
zungs-und-Durchführungsgesetzes einge-
richteten Adressaten dürfen personenbezo-
gene Daten verarbeiten, soweit dies zur Er-
füllung einer Europäischen Herausgabean-
ordnung oder einer Europäischen Siche-
rungsanordnungen gemäß der Verordnung 
(EU) 2023/1543 in der Fassung vom 12. 
Juli 2023 erforderlich ist. Das Fernmelde-
geheimnis (Artikel 10 Absatz 1 des Grund-
gesetzes) wird insoweit eingeschränkt. 

(1) Anbieter von Telekommunikations-
diensten und die von ihnen gemäß § 3 Ab-
satz 1 bis 3 des Elektronische-Beweis-
mittel-Umsetzungs- und Durchführungs-
gesetzes eingerichteten Adressaten dürfen 
personenbezogene Daten verarbeiten, so-
weit dies zur Erfüllung einer Europäischen 
Herausgabeanordnung oder einer Europäi-
schen Sicherungsanordnungen gemäß der 
Verordnung (EU) 2023/1543 in der Fas-
sung vom 12. Juli 2023 erforderlich ist.  
Das Fernmeldegeheimnis (Artikel 10 Ab-
satz 1 des Grundgesetzes) wird insoweit 
eingeschränkt. 



 - 2 -   

 

Geltendes Recht Referentenentwurf 

 (2) Verpflichtete haben allein nach 
Absatz 1 gesicherte Daten unverzüglich 
nach Übermittlung an die anordnende 
Stelle, spätestens sobald die Datensi-
cherung gemäß der Verordnung (EU) 
2023/1543 in der Fassung vom 12. Juli 
2023 nicht mehr erforderlich ist, nach 
dem Stand der Technik irreversibel zu 
löschen. 

§ 24a § 24a 

Erfüllung von Pflichten gemäß den Arti-
keln 10 und 11 der Verordnung (EU) 

2023/1543 

Erfüllung von Pflichten gemäß den Arti-
keln 10 und 11 der Verordnung (EU) 

2023/1543 

Anbieter von digitalen Diensten und die von 
ihnen gemäß § 3 Absatz 1 bis 3 des Elekt-
ronische-Beweismittel-Umsetzungs-und-
Durchführungsgesetzes eingerichteten Ad-
ressaten dürfen personenbezogene Daten 
verarbeiten, soweit dies zur Erfüllung einer 
Europäischen Herausgabeanordnung oder 
einer Europäischen Sicherungsanordnun-
gen gemäß der Verordnung (EU) 
2023/1543 in der Fassung vom 12. Juli 
2023 erforderlich ist. 

(1) Anbieter von digitalen Diensten 
und die von ihnen gemäß § 3 Absatz 1 bis 
3 des Elektronische-Beweismittel-Um-
setzungs- und Durchführungsgesetzes 
eingerichteten Adressaten dürfen perso-
nenbezogene Daten verarbeiten, soweit 
dies zur Erfüllung einer Europäischen Her-
ausgabeanordnung oder einer Europäi-
schen Sicherungsanordnungen gemäß der 
Verordnung (EU) 2023/1543 in der Fas-
sung vom 12. Juli 2023 erforderlich ist 

 (2) Verpflichtete haben allein nach 
Absatz 1 gesicherte Daten unverzüglich 
nach Übermittlung an die anordnende 
Stelle, spätestens sobald die Datensi-
cherung gemäß der Verordnung (EU) 
2023/1543 in der Fassung vom 12. Juli 
2023 nicht mehr erforderlich ist, nach 
dem Stand der Technik irreversibel zu 
löschen. 
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Gesetz zur Regelung des öf-
fentlichen Vereinsrechts 

Gesetz zur Regelung des öf-
fentlichen Vereinsrechts 

(Vereinsgesetz - VereinsG) 
vom: 05.08.1964 - Zuletzt geän-

dert durch Art. 5 G v. 
30.11.2020 I 2600 

(Vereinsgesetz - VereinsG) 
vom: 05.08.1964 - Zuletzt geän-

dert durch Art. 5 G v. 
30.11.2020 I 2600 

§ 25 § 4 

Ermittlungen Ermittlungen 

(1) Die Verbotsbehörde kann für ihre 
Ermittlungen die Hilfe der für die Wahrung 
der öffentlichen Sicherheit oder Ordnung 
zuständigen Behörden und Dienststellen in 
Anspruch nehmen. Ermittlungsersuchen 
des Bundesministeriums des Innern, für 
Bau und Heimat sind an die zuständige 
oberste Landesbehörde zu richten. 

(1) u n v e r ä n d e r t  

(2) Hält die Verbotsbehörde oder eine 
gemäß Absatz 1 Satz 1 ersuchte Stelle 
eine richterliche Vernehmung von Zeugen, 
eine Beschlagnahme von Beweismitteln 
oder eine Durchsuchung für erforderlich, so 
stellt sie ihre Anträge bei dem Verwaltungs-
gericht, in dessen Bezirk die Handlung vor-
zunehmen ist. Die richterlichen Anordnun-
gen oder Maßnahmen trifft der Vorsitzende 
oder ein von ihm bestimmtes Mitglied des 
Gerichts. 

(2) u n v e r ä n d e r t  

(3) Für die richterliche Vernehmung 
von Zeugen gilt § 98 der Verwaltungsge-
richtsordnung entsprechend. 

(3) u n v e r ä n d e r t  
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(4) Für die Beschlagnahme von Ge-
genständen, die als Beweismittel von Be-
deutung sein können, gelten die §§ 94 bis 
97, 98 Abs. 4 sowie die §§ 99 bis 101 der 
Strafprozeßordnung entsprechend. Beste-
hen hinreichende Anhaltspunkte dafür, daß 
eine Durchsuchung zur Auffindung solcher 
Beweismittel führen werde, so kann die 
Durchsuchung der Räume des Vereins so-
wie der Räume, der Sachen und der Per-
son eines Mitglieds oder Hintermannes des 
Vereins angeordnet werden. Bei anderen 
Personen ist die Durchsuchung nur zur Be-
schlagnahme bestimmter Beweismittel und 
nur dann zulässig, wenn Tatsachen darauf 
schließen lassen, daß sich die gesuchte 
Sache in ihrem Gewahrsam befindet. Die 
§§ 104, 105 Abs. 2 bis 4, §§ 106 bis 110 
der Strafprozeßordnung gelten entspre-
chend. 

(4) Für die Beschlagnahme von Ge-
genständen, die als Beweismittel von Be-
deutung sein können, gelten die §§ 94 bis 
97, 98 Absatz 4 sowie die §§ 99, 100, 101 
der Strafprozessordnung entsprechend. 
Bestehen hinreichende Anhaltspunkte da-
für, daß eine Durchsuchung zur Auffindung 
solcher Beweismittel führen werde, so kann 
die Durchsuchung der Räume des Vereins 
sowie der Räume, der Sachen und der Per-
son eines Mitglieds oder Hintermannes des 
Vereins angeordnet werden. Bei anderen 
Personen ist die Durchsuchung nur zur Be-
schlagnahme bestimmter Beweismittel und 
nur dann zulässig, wenn Tatsachen darauf 
schließen lassen, daß sich die gesuchte 
Sache in ihrem Gewahrsam befindet. Die 
§§ 104, 105 Absatz 2 und 3, die §§ 106 
bis 110, 111c, 111n bis 111p der Straf-
prozessordnung gelten entsprechend. 

(5) Bei Gefahr im Verzug kann auch 
die Verbotsbehörde oder eine gemäß Ab-
satz 1 Satz 1 ersuchte Stelle eine Be-
schlagnahme, mit Ausnahme der Be-
schlagnahme nach § 99 der Strafprozeß-
ordnung, oder eine Durchsuchung anord-
nen. Die Vorschriften des Absatzes 4 sowie 
§ 98 Abs. 2 Satz 1 und 2 der Strafprozeß-
ordnung gelten entsprechend. 

(5) u n v e r ä n d e r t  
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Gesetz über das Bundeskrimi-
nalamt und die Zusammenar-
beit des Bundes und der Län-

der in kriminalpolizeilichen An-
gelegenheiten 

Gesetz über das Bundeskrimi-
nalamt und die Zusammenar-
beit des Bundes und der Län-

der in kriminalpolizeilichen An-
gelegenheiten 

(Bundeskriminalamtgesetz - 
BKAG) 

vom: 01.06.2017 - Zuletzt geän-
dert durch Art. 1 G v. 17.7.2025 

I Nr. 172 

(Bundeskriminalamtgesetz - 
BKAG) 

vom: 01.06.2017 - Zuletzt geän-
dert durch Art. 1 G v. 17.7.2025 

I Nr. 172 

Inhaltsübersicht Inhaltsübersicht 

A b s c h n i t t  2  

A l l g e m e i n e B e f u g n i s s e  z u r  D a -

t e n v e r a r b e i t u n g  

A b s c h n i t t  2  

u n v e r ä n d e r t  

Unterabschnitt 1 

Datenerhebung  

Unterabschnitt 1 

u n v e r ä n d e r t  

§ 9 Allgemeine Datenerhebung durch und Datenüber-
mittlung an das Bundeskriminalamt 

§ 9 u n v e r ä n d e r t  

§ 10 Bestandsdatenauskunft § 10 u n v e r ä n d e r t  

§ 10a Erhebung von Nutzerdaten zur Identifizierung § 10a u n v e r ä n d e r t  

 § 10b Sicherung von Verkehrsdaten 

§ 11 Aufzeichnung eingehender Telefonanrufe § 11 u n v e r ä n d e r t  
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§ 10a § 10a 

Erhebung von Nutzerdaten zur Identifi-
zierung 

Erhebung von Nutzerdaten zur Identifi-
zierung 

(1) Das Bundeskriminalamt darf im 
Rahmen seiner Aufgaben als Zentralstelle 
nach § 2 Absatz 2 Nummer 1 und Absatz 6 
von demjenigen, der geschäftsmäßig ei-
gene oder fremde digitale Dienste nach § 1 
Absatz 4 Nummer 1 des Digitale-Dienste-
Gesetzes zur Nutzung bereithält oder den 
Zugang zur Nutzung vermittelt, Auskunft 
über Nutzungsdaten nach § 2 Absatz 2 
Nummer 3 Buchstabe a des Telekommuni-
kation-Digitale-Dienste-Datenschutz-Geset-
zes verlangen, sofern im Einzelfall  

(1) u n v e r ä n d e r t  

1. dem Bundeskriminalamt der Inhalt der 
Nutzung des digitalen Dienstes bereits 
bekannt ist, 

 

2. eine erhebliche Gefahr für die öffentli-
che Sicherheit vorliegt oder zu-
reichende tatsächliche Anhaltspunkte 
für eine Straftat vorliegen, 

 

3. die hierauf bezogenen Daten im Sinne 
des § 2 Absatz 2 Nummer 3 Buchstabe 
a des Telekommunikation-Digitale-
Dienste-Datenschutz-Gesetzes zur 
Identifizierung des Nutzers erforderlich 
sind und 

 

4. die Daten erforderlich sind, die zustän-
dige Strafverfolgungsbehörde oder zu-
ständige Polizeibehörde zu ermitteln, 
um zur Ermöglichung der Strafverfol-
gung oder zur Ermöglichung der Ge-
fahrenabwehr die Identität des Nutzers 
und den Inhalt der Nutzung der digita-
len Dienste nach § 1 Absatz 4 Nummer 
1 des Digitale-Dienste-Gesetzes an 
diese weiterzuleiten. 

 

(2) § 62 gilt entsprechend. (2) u n v e r ä n d e r t  

(3) Der auf Grund eines Auskunftsver-
langens Verpflichtete hat die zur Aus-
kunftserteilung erforderlichen Daten unver-
züglich und vollständig zu übermitteln. 

(3) u n v e r ä n d e r t  
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(4) Das Bundeskriminalamt hat den 
Verpflichteten für ihm erteilte Auskünfte 
eine Entschädigung zu gewähren. Der Um-
fang der Entschädigung bemisst sich nach 
§ 23 und Anlage 3 des Justizvergütungs- 
und -entschädigungsgesetzes; die Vor-
schriften über die Verjährung in § 2 Absatz 
1 und 4 des Justizvergütungs- und -ent-
schädigungsgesetzes finden entsprechend 
Anwendung. 

(4) u n v e r ä n d e r t  

 § 10b 

 Sicherung von Verkehrsdaten 

 (1) Zur Erfüllung der Aufgabe als 
Zentralstelle nach § 2 Absatz 1 kann das 
Bundeskriminalamt zum Zwecke einer 
etwaigen Erhebung gegenüber demjeni-
gen, der öffentlich zugängliche Tele-
kommunikationsdienste anbietet oder 
daran mitwirkt, anordnen, Verkehrsda-
ten gemäß § 3 Nummer 70 des Telekom-
munikationsgesetzes von betroffenen 
Personen unverzüglich zu sichern (Si-
cherungsanordnung), wenn die zustän-
dige Strafverfolgungsbehörde oder die 
zuständige Polizeibehörde noch nicht 
erkennbar ist und 

 1. zureichende tatsächliche Anhalts-
punkte dafür vorliegen, dass eine 
Straftat begangen worden ist, wel-
che eine Erhebung der Verkehrsda-
ten nach § 100g Absatz 1 bis 4 der 
Strafprozessordnung rechtfertigen 
würde, oder 

 2. tatsächliche Anhaltspunkte dafür 
vorliegen, dass eine Person inner-
halb eines übersehbaren Zeitraums 
auf eine zumindest ihrer Art nach 
konkretisierte Weise eine Straftat im 
Sinne von § 100g Absatz 1 Satz 1 
Nummer 1 der Strafprozessordnung 
begehen wird, und 

 a) nach Feststellung der Zustän-
digkeit einer Landespolizeibe-
hörde eine Erhebung durch sie 
nach den jeweils für sie gelten-
den Vorschriften ermöglicht 
werden kann oder 
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 b) nach Feststellung der Zustän-
digkeit des Bundeskriminalamts 
gemäß § 5 Absatz 1 eine Erhe-
bung nach § 52 Absatz 1 ermög-
licht werden kann oder 

 3. tatsächliche Anhaltspunkte dafür 
vorliegen, dass eine Person mit ei-
ner Person nach Nummer 2 in nicht 
nur flüchtigem oder in zufälligem 
Kontakt und in einer Weise in Ver-
bindung steht, welche die Annahme 
rechtfertigt, dass nach Gewinnung 
weiterer Erkenntnisse 

 a) nach Feststellung der Zustän-
digkeit einer Landespolizeibe-
hörde eine Erhebung durch sie 
nach den jeweils für sie gelten-
den Vorschriften ermöglicht 
werden kann oder  

 b) nach Feststellung der Zustän-
digkeit des Bundeskriminalamts 
gemäß § 5 Absatz 1 eine Erhe-
bung nach § 52 Absatz 1 ermög-
licht werden kann. 

 Die Daten müssen für die jeweiligen 
Zwecke der Erhebung von Bedeutung 
sein können. 

 (2) Die Anordnung darf nur durch 
die zuständige Abteilungsleitung des 
Bundeskriminalamts oder deren Vertre-
tung angeordnet werden. Die zuständige 
Abteilungsleitung kann die Anordnungs-
befugnis auf Bedienstete des Bundes-
kriminalamts mit Befähigung zum Rich-
teramt übertragen. 

 (3) Die Anordnung ergeht 
schriftlich. In ihr sind anzugeben: 

 1. die Person, gegen die sich die Maß-
nahme richtet, soweit möglich, mit 
Namen und Anschrift, 
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 2. die Rufnummer oder eine andere 
Kennung des betroffenen Anschlus-
ses oder Endgerätes, sofern sich 
nicht aus bestimmten Tatsachen 
ergibt, dass diese zugleich einem 
anderen Endgerät zugeordnet ist, 

 3. Art, Umfang und Dauer der Maß-
nahme unter Benennung des End-
zeitpunktes, 

 4. Art der durch die Maßnahme zu er-
hebenden Daten und ihre voraus-
sichtliche Bedeutung für den Zweck 
der Erhebung sowie 

 5. die wesentlichen Gründe für die An-
ordnung der Maßnahme. 

 Abweichend von Satz 2 Nummer 2 ge-
nügt bei der Sicherung von Daten einer 
Funkzelle eine räumlich und zeitlich hin-
reichende Bezeichnung der Telekommu-
nikation, sofern anderenfalls die Errei-
chung des Zwecks der Maßnahme aus-
sichtslos oder wesentlich erschwert 
wäre. 

 (4) Die Anordnung ist auf höchs-
tens drei Monate zu befristen. Das Bun-
deskriminalamt informiert nach Feststel-
lung der Zuständigkeit eines Landes die 
zuständige Landespolizeibehörde über 
die Anordnung. 

 (5) Der auf Grund einer Siche-
rungsanordnung nach Absatz 1 Ver-
pflichtete hat die von der Anordnung er-
fassten Daten unverzüglich und vollstän-
dig zu sichern. Ob und in welchem Um-
fang für die unverzügliche Sicherung 
nach Absatz 1 Vorkehrungen zu treffen 
sind, bestimmt sich nach dem Telekom-
munikationsgesetz und der Telekommu-
nikations-Überwachungsverordnung. 
Der Umfang der Entschädigung bemisst 
sich nach § 23 und Anlage 3 des Justiz-
vergütungs- und -entschädigungsgeset-
zes. 
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§ 52 § 52 

Erhebung von Telekommunikationsver-
kehrsdaten und Nutzungsdaten 

Erhebung von Telekommunikationsver-
kehrsdaten und Nutzungsdaten 

(1) Das Bundeskriminalamt kann 
ohne Wissen der betroffenen Person Ver-
kehrsdaten (§§ 9 und 12 des Telekommu-
nikation-Digitale-Dienste-Datenschutz-Ge-
setzes) erheben zu  

(1) Das Bundeskriminalamt kann 
ohne Wissen der betroffenen Person Ver-
kehrsdaten gemäß § 3 Nummer 70 des 
Telekommunikationsgesetzes bei dem-
jenigen erheben, der öffentlich zugängli-
che Telekommunikationsdienste anbie-
tet oder daran mitwirkt, erheben zu  

1. den entsprechend § 17 oder § 18 des 
Bundespolizeigesetzes Verantwortli-
chen zur Abwehr einer dringenden Ge-
fahr für den Bestand oder die Sicher-
heit des Bundes oder eines Landes 
oder für Leib, Leben oder Freiheit einer 
Person oder Sachen von bedeutendem 
Wert, deren Erhaltung im öffentlichen 
Interesse geboten ist, 

1. u n v e r ä n d e r t  

2. der Person, bei der bestimmte Tatsa-
chen die Annahme rechtfertigen, dass 
sie innerhalb eines übersehbaren Zeit-
raums auf eine zumindest ihrer Art 
nach konkretisierte Weise eine Straftat 
nach § 5 Absatz 1 Satz 2 begehen 
wird, 

2. u n v e r ä n d e r t  

3. der Person, deren individuelles Verhal-
ten die konkrete Wahrscheinlichkeit 
begründet, dass sie innerhalb eines 
übersehbaren Zeitraums eine Straftat 
nach § 5 Absatz 1 Satz 2 begehen 
wird, 

3. u n v e r ä n d e r t  

4. der Person, bei der bestimmte Tatsa-
chen die Annahme rechtfertigen, dass 
sie für eine Person nach Nummer 1 
bestimmte oder von dieser herrüh-
rende Mitteilungen entgegennimmt 
oder weitergibt, oder 

4. u n v e r ä n d e r t  

5. der Person, bei der bestimmte Tatsa-
chen die Annahme rechtfertigen, dass 
eine Person nach Nummer 1 deren Te-
lekommunikationsanschluss oder End-
gerät benutzen wird, 

5. u n v e r ä n d e r t  



 - 7 -   

 

Geltendes Recht Referentenentwurf 

wenn die Abwehr der Gefahr oder Verhü-
tung der Straftaten auf andere Weise aus-
sichtslos oder wesentlich erschwert wäre. 

wenn die Abwehr der Gefahr oder Verhü-
tung der Straftaten auf andere Weise aus-
sichtslos oder wesentlich erschwert wäre. 

(2) Unter den Voraussetzungen des 
Absatzes 1 kann das Bundeskriminalamt 
von denjenigen, die geschäftsmäßig eigene 
oder fremde digitale Dienste nach § 1 Ab-
satz 4 Nummer 1 des Digitale-Dienste-Ge-
setzes zur Nutzung bereithalten oder den 
Zugang zur Nutzung vermitteln, Auskunft 
über Nutzungsdaten (§ 2 Absatz 2 Nummer 
3 des Telekommunikation-Digitale-Dienste-
Datenschutz-Gesetzes) verlangen. Die 
Auskunft kann auch über zukünftige Nut-
zungsdaten angeordnet werden. Der 
Diensteanbieter hat die Daten dem Bun-
deskriminalamt unverzüglich auf dem vom 
Bundeskriminalamt bestimmten Weg zu 
übermitteln. 

(2) u n v e r ä n d e r t  

 (3) Zum Zwecke einer etwa-
igen Erhebung nach Absatz 1 darf ange-
ordnet werden, dass Verpflichtete nach 
Absatz 1 Verkehrsdaten von betroffenen 
Personen unverzüglich zu sichern ha-
ben, wenn 

 1. tatsächliche Anhaltspunkte dafür 
vorliegen, dass es sich um eine Per-
son im Sinne des Absatzes 1 han-
delt und eine Erhebung nach Absatz 
1 gerechtfertigt sein könnte, oder 

 2. tatsächliche Anhaltspunkte dafür 
vorliegen, dass es sich um eine Per-
son handelt, die mit einer Person 
nach Absatz 1 Nummer 2 oder 3, in 
nicht nur flüchtigem oder in zufälli-
gem Kontakt und in einer Weise in 
Verbindung steht, welche die An-
nahme rechtfertigt, dass nach Ge-
winnung weiterer Erkenntnisse eine 
Erhebung nach Absatz 1 gerechtfer-
tigt sein könnte. 

 Die Daten müssen für die in Absatz 1 je-
weils genannten Zwecke von Bedeutung 
sein können. 
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(3) § 51 Absatz 3 bis 6 gilt entspre-
chend mit der Maßgabe, dass an die Stelle 
der Präsidentin oder des Präsidenten des 
Bundeskriminalamtes oder ihrer oder sei-
ner Vertretung die zuständige Abteilungs-
leitung oder deren Vertretung tritt. Abwei-
chend von § 51 Absatz 4 Nummer 2 und 
Absatz 5 Satz 1 Nummer 2 genügt eine 
räumlich und zeitlich hinreichende Bezeich-
nung der Telekommunikation, sofern ande-
renfalls die Erreichung des Zwecks der 
Maßnahme aussichtslos oder wesentlich 
erschwert wäre. 

(4) Für Maßnahmen nach den Ab-
sätzen 1 und 2 gilt § 51 Absatz 3 bis 6 
entsprechend mit der Maßgabe, dass an 
die Stelle der Präsidentin oder des Präsi-
denten des Bundeskriminalamtes oder ih-
rer oder seiner Vertretung die zuständige 
Abteilungsleitung oder deren Vertretung 
tritt. Abweichend von § 51 Absatz 4 Num-
mer 2 und Absatz 5 Satz 1 Nummer 2 ge-
nügt eine räumlich und zeitlich hinrei-
chende Bezeichnung der Telekommunika-
tion, sofern anderenfalls die Erreichung des 
Zwecks der Maßnahme aussichtslos oder 
wesentlich erschwert wäre. 

 (5) Die Maßnahme nach Absatz 3 
darf nur durch die zuständige Abtei-
lungsleitung des Bundeskriminalamts 
oder deren Vertretung angeordnet wer-
den. Die zuständige Abteilungsleitung 
kann die Anordnungsbefugnis auf Be-
dienstete des Bundeskriminalamts mit 
Befähigung zum Richteramt übertragen. 

 (6) Die Anordnung nach Ab-
satz 3 ergeht schriftlich. In ihr sind anzu-
geben: 

 1. die Person, gegen die sich die Maß-
nahme richtet, soweit möglich, mit 
Namen und Anschrift, 

 2. die Rufnummer oder eine andere 
Kennung des betroffenen Anschlus-
ses oder Endgerätes, sofern sich 
nicht aus bestimmten Tatsachen 
ergibt, dass diese zugleich einem 
anderen Endgerät zugeordnet ist, 

 3. Art, Umfang und Dauer der Maß-
nahme unter Benennung des End-
zeitpunktes, 

 4. Art der durch die Maßnahme zu er-
hebenden Daten und ihre voraus-
sichtliche Bedeutung für den Zweck 
der Erhebung sowie 

 5. die wesentlichen Gründe für die An-
ordnung der Maßnahme. 
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 Abweichend von Satz 2 Nummer 2 ge-
nügt bei der Sicherung von Daten einer 
Funkzelle eine räumlich und zeitlich hin-
reichende Bezeichnung der Telekommu-
nikation, sofern anderenfalls die Errei-
chung des Zwecks der Maßnahme aus-
sichtslos oder wesentlich erschwert 
wäre. 

 (7) Die Anordnung ist auf 
höchstens drei Monate zu befristen und 
darf nur auf Antrag der zuständigen Ab-
teilungsleitung des Bundeskriminalamts 
oder deren Vertretung durch das Gericht 
um höchstens drei Monate verlängert 
werden. 

 (8) Der auf Grund einer Sicherungs-
anordnung nach Absatz 3 Verpflichtete 
hat die von der Anordnung erfassten 
Daten unverzüglich und vollständig zu 
sichern. Ob und in welchem Umfang für 
die Maßnahme nach Absatz 3 Vorkeh-
rungen zu treffen sind, bestimmt sich 
nach dem Telekommunikationsgesetz 
und der Telekommunikations-Überwa-
chungsverordnung. Für die Entschädi-
gung der Diensteanbieter ist § 23 des 
Justizvergütungs- und -entschädigungs-
gesetzes entsprechend anzuwenden. 
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Gesetz über das Aufspüren von 
Gewinnen aus schweren Straf-

taten 

Gesetz über das Aufspüren von 
Gewinnen aus schweren Straf-

taten 

(Geldwäschegesetz - GwG) 
vom: 23.06.2017 - Zuletzt geän-

dert durch Art. 8 G v. 
27.12.2024 I Nr. 438 

(Geldwäschegesetz - GwG) 
vom: 23.06.2017 - Zuletzt geän-

dert durch Art. 8 G v. 
27.12.2024 I Nr. 438 

§ 29 § 29 

Verarbeitung personenbezogener Daten 
durch die Zentralstelle für Finanztrans-

aktionsuntersuchungen 

Verarbeitung personenbezogener Daten 
durch die Zentralstelle für Finanztrans-

aktionsuntersuchungen 

(1) Die Zentralstelle für Finanztrans-
aktionsuntersuchungen darf personenbezo-
gene Daten verarbeiten, die aufgrund die-
ses Gesetzes übermittelt, erhoben oder ab-
gefragt werden, soweit dies zur Erfüllung 
ihrer Aufgaben erforderlich ist. 

(1) u n v e r ä n d e r t  

(2) Die Zentralstelle für Finanztrans-
aktionsuntersuchungen darf personenbezo-
gene Daten, die sie zur Erfüllung ihrer Auf-
gaben gespeichert hat, mit anderen Daten 
abgleichen, wenn dies nach diesem Gesetz 
oder nach einem anderen Gesetz zulässig 
ist. 

(2) u n v e r ä n d e r t  

(2a) Die Zentralstelle für Finanz-
transaktionsuntersuchungen darf bei der 
Verarbeitung personenbezogener Daten 
nach Absatz 1 und beim Abgleich dieser 
personenbezogenen Daten mit anderen 
Daten nach Absatz 2 automatisierte An-
wendungen zur Datenanalyse einsetzen  

(2a) Die Zentralstelle für Finanz-
transaktionsuntersuchungen darf bei der 
Verarbeitung personenbezogener Daten 
nach Absatz 1 und beim Abgleich dieser 
personenbezogenen Daten mit anderen 
Daten nach Absatz 2 automatisierte An-
wendungen zur Datenanalyse einsetzen  

1. zur Risikobewertung nach § 30 Absatz 
2 Satz 3, 

1. u n v e r ä n d e r t  

2. bei der operativen Analyse nach § 28 
Absatz 1 Satz 3 Nummer 2 und 

2. u n v e r ä n d e r t  

3. bei der strategischen Analyse nach § 
28 Absatz 1 Satz 3 Nummer 8 

3. u n v e r ä n d e r t  
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von Meldungen und sonstigen Informatio-
nen nach diesem Gesetz. Folgende perso-
nenbezogene Daten dürfen in automatisier-
ten Anwendungen zur Datenanalyse nach 
Satz 1 nicht verarbeitet werden:  

von Meldungen und sonstigen Informatio-
nen nach diesem Gesetz. Folgende perso-
nenbezogene Daten dürfen in automatisier-
ten Anwendungen zur Datenanalyse nach 
Satz 1 nicht verarbeitet werden:  

1. Daten, die ursprünglich durch den Bun-
desnachrichtendienst, das Bundesamt 
für Verfassungsschutz, die Verfas-
sungsschutzbehörden der Länder oder 
den Militärischen Abschirmdienst erho-
ben wurden; 

1. u n v e r ä n d e r t  

2. Daten, die durch eine Maßnahme nach 
den §§ 100a, 100b, 100c, 100f, 100g, 
100h, 100i, 100k Absatz 1 Satz 2, den 
§§ 110a, 163f der Strafprozessordnung 
oder aus vergleichbar schwerwiegen-
den Eingriffen in die informationelle 
Selbstbestimmung gewonnen wurden; 

2. Daten, die durch eine Maßnahme nach 
den §§ 100a, 100b, 100c, 100f, 100g, 
100h, 100i, 100k, den §§ 110a, 163f 
der Strafprozessordnung oder aus ver-
gleichbar schwerwiegenden Eingriffen 
in die informationelle Selbstbestim-
mung gewonnen wurden; 

3. biometrische Daten. 3. u n v e r ä n d e r t  

Folgende Datenarten dürfen mittels einer 
automatisierten Anwendung zur Datenana-
lyse verarbeitet werden: der Familienname, 
die Vornamen, frühere Namen, andere Na-
men, Aliaspersonalien, abweichende Na-
mensschreibweisen, Name der juristischen 
Person, das Geschlecht, das Geburtsda-
tum, der Geburtsort, der Geburtsstaat, der 
Familienstand, die aktuellen und bisherigen 
Staatsangehörigkeiten, die gegenwärtigen 
und bisherigen Anschriften, die Nummer ei-
nes Legitimationsdokumentes einschließ-
lich der ausstellenden öffentlichen Stelle, 
eigene oder jeweils genutzte Telekommuni-
kationsanschlüsse sowie Adressen für 
elektronische Post, elektronische Adressen 
für neue Zahlungsmethoden (Wallet-Adres-
sen), sonstige Angaben zur beruflichen Er-
reichbarkeit und Daten über die Geschäfts-
beziehung gemäß § 1 Absatz 4 einer Per-
son mit einem Verpflichteten nach § 2, ins-
besondere Daten eines bei einem Ver-
pflichteten geführten Kontos. Personenbe-
zogene Daten aus allgemein zugänglichen 
Quellen dürfen nicht automatisiert in die 
Verarbeitung personenbezogener Daten in 
automatisierten Anwendungen zur Daten-
analyse einbezogen werden. 

Folgende Datenarten dürfen mittels einer 
automatisierten Anwendung zur Datenana-
lyse verarbeitet werden: der Familienname, 
die Vornamen, frühere Namen, andere Na-
men, Aliaspersonalien, abweichende Na-
mensschreibweisen, Name der juristischen 
Person, das Geschlecht, das Geburtsda-
tum, der Geburtsort, der Geburtsstaat, der 
Familienstand, die aktuellen und bisherigen 
Staatsangehörigkeiten, die gegenwärtigen 
und bisherigen Anschriften, die Nummer ei-
nes Legitimationsdokumentes einschließ-
lich der ausstellenden öffentlichen Stelle, 
eigene oder jeweils genutzte Telekommuni-
kationsanschlüsse sowie Adressen für 
elektronische Post, elektronische Adressen 
für neue Zahlungsmethoden (Wallet-Adres-
sen), sonstige Angaben zur beruflichen Er-
reichbarkeit und Daten über die Geschäfts-
beziehung gemäß § 1 Absatz 4 einer Per-
son mit einem Verpflichteten nach § 2, ins-
besondere Daten eines bei einem Ver-
pflichteten geführten Kontos. Personenbe-
zogene Daten aus allgemein zugänglichen 
Quellen dürfen nicht automatisiert in die 
Verarbeitung personenbezogener Daten in 
automatisierten Anwendungen zur Daten-
analyse einbezogen werden. 
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(2b) Durch den Einsatz automati-
sierter Anwendungen zur Datenanalyse 
nach Absatz 2a können Meldungen und 
sonstige Informationen im Datenbestand 
der Zentralstelle für Finanztransaktionsun-
tersuchungen dahingehend bewertet und 
identifiziert werden, ob relevante Anhalts-
punkte bestehen, dass ein Vermögensge-
genstand mit Geldwäsche, mit Terroris-
musfinanzierung oder mit einer sonstigen 
Straftat im Zusammenhang steht. Hierzu 
können Beziehungen zwischen Personen, 
Personengruppierungen, Institutionen, Or-
ganisationen, Objekten und Sachen herge-
stellt, unbedeutende Informationen und Er-
kenntnisse ausgeschlossen und die einge-
henden Erkenntnisse bekannten Sachver-
halten zugeordnet werden. Hierzu werden 
die von den Verpflichteten bei der Abgabe 
einer Meldung anzugebenden Informatio-
nen und sonstige Informationen im Daten-
bestand der Zentralstelle für Finanztrans-
aktionsuntersuchungen mit den Parame-
tern für die Risikobewertung nach § 30 Ab-
satz 2 Satz 2 bis 8 oder Parametern für die 
operative und strategische Analyse auto-
matisiert auf Beziehungen und mögliche 
Übereinstimmungen abgeglichen. Selbst-
lernende und automatisierte Systeme, die 
eigenständig Gefährlichkeitsaussagen über 
Personen treffen können, sind unzulässig. 

(2b) u n v e r ä n d e r t  

(2c) Die Zentralstelle für Finanz-
transaktionsuntersuchungen darf zur Erfül-
lung ihrer Aufgaben nach diesem Gesetz 
Informationen nach § 28 Absatz 1 Satz 3 
Nummer 2 erheben, verarbeiten und mit 
anderen Daten abgleichen. 

(2c) u n v e r ä n d e r t  

(3) Die Zentralstelle für Finanztrans-
aktionsuntersuchungen darf personenbezo-
gene Daten, die bei ihr vorhanden sind, zu 
Fortbildungszwecken oder zu statistischen 
Zwecken verarbeiten, soweit eine Verarbei-
tung anonymisierter Daten zu diesen Zwe-
cken nicht möglich ist. 

(3) u n v e r ä n d e r t  
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(4) Die Zentralstelle für Finanztrans-
aktionsuntersuchungen darf personenbezo-
gene Daten, die bei ihr vorhanden sind, 
verarbeiten, um den Einsatz automatisier-
ter Anwendungen zur Datenanalyse vorzu-
bereiten, die sie zur Erfüllung ihrer Aufga-
ben nach diesem Gesetz einsetzt. 

(4) u n v e r ä n d e r t  

(5) Die Zentralstelle für Finanztrans-
aktionsuntersuchungen stellt durch organi-
satorische und technische Maßnahmen si-
cher, dass Daten nur gemäß ihrer rechtli-
chen Verwendbarkeit verarbeitet werden. 
Hierbei sind auch Begrenzungen der Zu-
griffsmöglichkeiten auf die automatisierten 
Anwendungen zur Datenanalyse vorzuse-
hen. 

(5) u n v e r ä n d e r t  

(6) Die Zentralstelle für Finanztrans-
aktionsuntersuchungen stellt durch Schu-
lungen sicher, dass das eingesetzte Perso-
nal mit den geltenden europäischen und 
nationalen Datenschutzbestimmungen ver-
traut ist. 

(6) u n v e r ä n d e r t  

(7) Die oder der Bundesbeauftragte 
für den Datenschutz und die Informations-
freiheit führt mindestens alle zwei Jahre 
Kontrollen der Datenverarbeitung im Zu-
sammenhang mit der Verarbeitung von 
personenbezogenen Daten nach Absatz 1 
durch. Diese Kontrollen erfolgen unbescha-
det ihrer oder seiner in § 14 des Bundesda-
tenschutzgesetzes genannten Aufgaben. 

(7) u n v e r ä n d e r t  

(8) Sofern die oder der Bundesbeauf-
tragte für den Datenschutz und die Infor-
mationsfreiheit Verstöße nach § 16 Absatz 
2 des Bundesdatenschutzgesetzes bean-
standet hat, kann sie oder er geeignete 
Maßnahmen anordnen, wenn dies zur Be-
seitigung eines erheblichen Verstoßes ge-
gen datenschutzrechtliche Vorschriften er-
forderlich ist. 

(8) u n v e r ä n d e r t  

 


