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Erhebung von Verkehrsdaten

(1) Begriunden bestimmte Tatsachen
den Verdacht, dass jemand als Tater oder
Teilnehmer

1) Verkehrsdaten gemaR §3
Nummer 70 des Telekommunikationsge-
setzes des Beschuldigten durfen bei
demjenigen erhoben werden, der offent-
lich zugéngliche Telekommunikations-
dienste anbietet oder daran mitwirkt,
wenn
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1. eine Straftat von auch im Einzelfall er-
heblicher Bedeutung, insbesondere
eine in 8§ 100a Absatz 2 bezeichnete
Straftat, begangen hat, in Fallen, in de-
nen der Versuch strafbar ist, zu bege-
hen versucht hat oder durch eine Straf-
tat vorbereitet hat oder

1. bestimmte Tatsachen den Verdacht
begrinden, dass jemand als Tater
oder Teilnehmer eine Straftat von
auch im Einzelfall erheblicher Bedeu-
tung, insbesondere eine in § 100a Ab-
satz 2 bezeichnete Straftat, begangen
hat, in Fallen, in denen der Versuch
strafbar ist, zu begehen versucht hat
oder durch eine Straftat vorbereitet hat,

2. eine Straftat mittels Telekommunika-
tion begangen hat,

2. die Erhebung der Verkehrsdaten fir
die Erforschung des Sachverhalts
oder zur Ermittlung des Aufent-
haltsorts des Beschuldigten erfor-
derlich ist und

3. die Erhebung der Verkehrsdaten in
einem angemessenen Verhaltnis zur
Bedeutung der Sache steht

so durfen Verkehrsdaten (88 9 und 12 des
Telekommunikation-Digitale-Dienste-Da-
tenschutz-Gesetzes und § 2a Absatz 1 des
Gesetzes uber die Errichtung einer Bun-
desanstalt flr den Digitalfunk der Behdrden
und Organisationen mit Sicherheitsaufga-
ben) erhoben werden, soweit dies fur die
Erforschung des Sachverhalts erforderlich
ist und die Erhebung der Daten in einem
angemessenen Verhaltnis zur Bedeutung
der Sache steht. Im Fall des Satzes 1
Nummer 2 ist die MaRBnahme nur zuléssig,
wenn die Erforschung des Sachverhalts auf
andere Weise aussichtslos ware. Die Erhe-
bung gespeicherter (retrograder) Standort-
daten ist nach diesem Absatz nur unter den
Voraussetzungen des Absatzes 2 zulassig.
Im Ubrigen ist die Erhebung von Standort-
daten nur fur kiinftig anfallende Verkehrs-
daten oder in Echtzeit und nur im Fall des
Satzes 1 Nummer 1 zul&ssig, soweit sie fur
die Erforschung des Sachverhalts oder die
Ermittlung des Aufenthaltsortes des Be-
schuldigten erforderlich ist.

Satz 1 gilt entsprechend fir die Erhe-
bung von Verkehrsdaten von Personen,
bei denen auf Grund bestimmter Tatsa-
chen anzunehmen ist, dass sie fir den
Beschuldigten bestimmte oder von ihm
herriihrende Mitteilungen entgegenneh-
men oder weitergeben oder dass der
Beschuldigte ihren Anschluss oder ihr
informationstechnisches System be-
nutzt. Die Satze 1 und 2 gelten fir die Er-
hebung von Verkehrsdaten nach § 2a
Absatz 1 des BDBOS-Gesetzes bei der
Bundesanstalt fur den Digitalfunk der Be-
horden und Organisationen mit Sicherheits-
aufgaben entsprechend.
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(2) Begriunden bestimmte Tatsachen
den Verdacht, dass jemand als Tater oder
Teilnehmer eine der in Satz 2 bezeichneten
besonders schweren Straftaten begangen
hat oder in Fallen, in denen der Versuch
strafbar ist, eine solche Straftat zu begehen
versucht hat, und wiegt die Tat auch im
Einzelfall besonders schwer, dirfen die
nach § 176 des Telekommunikationsgeset-
zes gespeicherten Verkehrsdaten erhoben
werden, soweit die Erforschung des Sach-
verhalts oder die Ermittlung des Aufenthalt-
sortes des Beschuldigten auf andere Weise
wesentlich erschwert oder aussichtslos
ware und die Erhebung der Daten in einem
angemessenen Verhaltnis zur Bedeutung
der Sache steht. Besonders schwere Straf-
taten im Sinne des Satzes 1 sind:

(2) Besteht kein Verdacht hinsicht-
lich einer Straftat von auch im Einzelfall
erheblicher Bedeutung, ist die Erhebung
von Verkehrsdaten unter den Ubrigen Vo-
raussetzungen von Absatz 1 mit folgen-
den MaRRgaben zuléassig:

1. aus dem Strafgesetzbuch:

1. ein Verdacht nach Absatz 1 Satz 1
Nummer 1 besteht hinsichtlich einer
mittels Telekommunikation began-
gener Straftat und

a) Straftaten des Hochverrats und
der Gefahrdung des demokrati-
schen Rechtsstaates sowie des
Landesverrats und der Gefahr-
dung der aufl3eren Sicherheit nach
den 88 81, 82, 89a, nach den 88
94, 95 Absatz 3 und § 96 Absatz
1, jeweils auch in Verbindung mit §
97b, sowie nach den §§ 97a, 98
Absatz 1 Satz 2, § 99 Absatz 2
und den 88 100, 100a Absatz 4,

entfallt

b) besonders schwerer Fall des
Landfriedensbruchs nach § 125a
sowie Betreiben krimineller Han-
delsplattformen im Internet in den

Fallen des § 127 Absatz 3 und 4,

entfallt

c) Bildung krimineller Vereinigungen
nach § 129 Absatz 1 in Verbin-
dung mit Absatz 5 Satz 3 sowie
Bildung terroristischer Vereinigun-
gen nach § 129a Absatz 1, 2,4, 5
Satz 1 erste Alternative, jeweils
auch in Verbindung mit 8 129b Ab-
satz 1,

entfallt
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d)

Straftaten gegen die sexuelle
Selbstbestimmung in den Fallen
der 88 176, 176¢, 176d und, unter
denin § 177 Absatz 6 Satz 2
Nummer 2 genannten Vorausset-
zungen, des § 177,

entfallt

Verbreitung, Erwerb und Besitz
kinder- und jugendpornographi-
scher Inhalte in den Fallen des §
184b Absatz 1 Satz 1, Absatz 2
und 3 sowie des § 184c Absatz 2,

entfallt

f)

Mord und Totschlag nach den 88
211 und 212,

entfallt

9)

Straftaten gegen die persénliche
Freiheit in den Fallen der §8§ 234,
234a Absatz 1, 2, 88 239a, 239b
und Zwangsprostitution und
Zwangsarbeit nach 8 232a Absatz
3, 4 oder 5 zweiter Halbsatz, §
232b Absatz 3 oder 4 in Verbin-
dung mit § 232a Absatz 4 oder 5
zweiter Halbsatz und Ausbeutung
unter Ausnutzung einer Freiheits-
beraubung nach § 233a Absatz 3
oder 4 zweiter Halbsatz,

entfallt

h)

Einbruchdiebstahl in eine dauer-
haft genutzte Privatwohnung nach
§ 244 Absatz 4, schwerer Banden-
diebstahl nach § 244a Absatz 1,
schwerer Raub nach § 250 Absatz
1 oder Absatz 2, Raub mit Todes-
folge nach § 251, rauberische Er-
pressung nach § 255 und beson-
ders schwerer Fall einer Erpres-
sung nach § 253 unter denin §
253 Absatz 4 Satz 2 genannten
Voraussetzungen, gewerbsmaRige
Bandenhehlerei nach § 260a Ab-
satz 1, besonders schwerer Fall
der Geldwésche nach § 261 unter
denin § 261 Absatz 5 Satz 2 ge-
nannten Voraussetzungen, wenn
die Vortat eine der in den Num-
mern 1 bis 8 genannten besonders
schweren Straftaten ist,

entfallt
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i) gemeingefahrliche Straftaten in
den Fallen der 88 306 bis 306c,
307 Absatz 1 bis 3, des § 308 Ab-
satz 1 bis 3, des § 309 Absatz 1
bis 4, des § 310 Absatz 1, der 88
313, 314, 315 Absatz 3, des §
315b Absatz 3 sowie der 88 316a
und 316c,

entfallt

aus dem Aufenthaltsgesetz:

2. abweichend von Absatz 1 Satz 1
Nummer 2 ware die Erforschung des
Sachverhalts auf andere Weise aus-
sichtslos oder wesentlich erschwert.

a) Einschleusen von Auslandern
nach § 96 Absatz 2,

entfallt

b) Einschleusen mit Todesfolge oder
gewerbs- und bandenmaliiges
Einschleusen nach § 97,

entfallt

aus dem AulRenwirtschaftsgesetz:

entfallt

Straftaten nach § 17 Absatz 1 bis 3
und § 18 Absatz 7 und 8,

aus dem Betaubungsmittelgesetz:

entfallt

a) besonders schwerer Fall einer
Straftat nach § 29 Absatz 1 Satz 1
Nummer 1, 5, 6, 10, 11 oder 13,
Absatz 3 unter der in § 29 Absatz
3 Satz 2 Nummer 1 genannten Vo-
raussetzung,

b) eine Straftat nach den 8§ 29a, 30
Absatz 1 Nummer 1, 2, 4, 8 30a,

aus dem Grundstoffiberwachungsge-
setz:

entfallt

eine Straftat nach § 19 Absatz 1 unter
den in 8§ 19 Absatz 3 Satz 2 genannten
Voraussetzungen,

aus dem Gesetz uber die Kontrolle von
Kriegswaffen:

entfallt

a) eine Straftat nach § 19 Absatz 2
oder § 20 Absatz 1, jeweils auch in
Verbindung mit § 21,
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b) besonders schwerer Fall einer
Straftat nach § 22a Absatz 1 in
Verbindung mit Absatz 2,

7. aus dem Volkerstrafgesetzbuch:

entfallt

a) Volkermord nach § 6,

b) Verbrechen gegen die Menschlich-
keit nach § 7,

c)

Kriegsverbrechen nach den §§ 8
bis 12,

d) Verbrechen der Aggression nach §
13,

8. aus dem Waffengesetz:

entfallt

a) besonders schwerer Fall einer
Straftat nach § 51 Absatz 1 in Ver-
bindung mit Absatz 2,

b) besonders schwerer Fall einer
Straftat nach § 52 Absatz 1 Num-
mer 1 in Verbindung mit Absatz 5.

(3) Die Erhebung aller in einer Funk-
zelle angefallenen Verkehrsdaten (Funkzel-
lenabfrage) ist nur zulassig,

(3) Standortdaten gemaf § 3 Num-
mer 56 des Telekommunikationsgeset-
zes dlrfen unter den Voraussetzungen
von Absatz 1 mit der Mal3gabe erhoben
werden, dass die Erhebung abweichend
von Absatz 1 Satz 1 Nummer 2 nur zulas-
sig ist, wenn die Erforschung des Sach-
verhalts oder die Ermittlung des Aufent-
haltsortes des Beschuldigten auf andere
Weise aussichtslos oder wesentlich er-
schwert ware.

1. wenn die Voraussetzungen des Absat- | entfallt
zes 1 Satz 1 Nummer 1 erfillt sind,

2. soweit die Erhebung der Daten in ei- entfallt
nem angemessenen Verhaltnis zur Be-
deutung der Sache steht und

3. soweit die Erforschung des Sachver- | entfallt

halts oder die Ermittlung des Aufent-
haltsortes des Beschuldigten auf an-
dere Weise aussichtslos oder wesent-
lich erschwert ware.
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Auf nach 8§ 176 des Telekommunikations-
gesetzes gespeicherte Verkehrsdaten darf
fur eine Funkzellenabfrage nur unter den
Voraussetzungen des Absatzes 2 zurlck-
gegriffen werden.

(4) Die Erhebung von Verkehrsdaten
nach Absatz 2, auch in Verbindung mit Ab-
satz 3 Satz 2, die sich gegen eine derin §
53 Absatz 1 Satz 1 Nummer 1 bis 5 ge-
nannten Personen richtet und die voraus-
sichtlich Erkenntnisse erbringen wirde,
Uber die diese das Zeugnis verweigern
durfte, ist unzulassig. Dennoch erlangte Er-
kenntnisse durfen nicht verwendet werden.
Aufzeichnungen hiertiber sind unverziiglich
zu léschen. Die Tatsache ihrer Erlangung
und der Loschung der Aufzeichnungen ist
aktenkundig zu machen. Die Satze 2 bis 4
gelten entsprechend, wenn durch eine Er-
mittlungsmalRnahme, die sich nicht gegen
eine in 8 53 Absatz 1 Satz 1 Nummer 1 bis
5 genannte Person richtet, von dieser Per-
son Erkenntnisse erlangt werden, Uber die
sie das Zeugnis verweigern durfte. § 160a
Absatz 3 und 4 gilt entsprechend.

(4) Die Erhebung aller in einer Funk-
zelle angefallenen Verkehrsdaten (Funk-
zellenabfrage) ist unter den Vorausset-
zungen von Absatz 3 zuléassig.

(5) Erfolgt die Erhebung von Ver-
kehrsdaten nicht beim Erbringer von Tele-
kommunikationsdiensten, bestimmt sie sich
nach Abschluss des Kommunikationsvor-
gangs nach den allgemeinen Vorschriften.

(5) Abweichend von den besonde-
ren Voraussetzungen nach den Absat-
zen 1 und 2 darf die Strafverfolgungsbe-
hoérde bei einem nummernunabhangigen
interpersonellen Kommunikations-
dienst, wenn ihr der Inhalt der Nutzung
des Dienstes bereits bekannt ist, zum
Zweck der Identifikation des Beschul-
digten erheben

1. die zu ihm gespeicherte offentliche
Internetprotokoll-Adresse,

2. das Datum und die sekundengenaue
Uhrzeit der Speicherung der offentli-
chen Internet-Protokoll-Adresse un-
ter Angabe der jeweils zugrunde lie-
genden Zeitzone sowie

3. dieder Internetprotokoll-Adresse zu-
gehdrigen Portnummern und weitere
Verkehrsdaten, soweit diese fir eine
Identifizierung des Beschuldigten
anhand einer zu einem bestimmten
Zeitpunkt zugewiesenen Internetpro-
tokoll-Adresse erforderlich sind.
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Absatz 1 Satz 2 gilt entsprechend.

(6) Erfolgt die Erhebung von Ver-
kehrsdaten nicht beim Verpflichteten
nach Absatz 1 Satz 1 oder 3, bestimmt
sich ihre Zulassigkeit nach Abschluss
des Kommunikationsvorgangs nach den
allgemeinen Vorschriften.

(7) Zum Zwecke einer etwaigen Er-
hebung nach den Abséatzen 1 bis 4 darf
angeordnet werden, dass Verpflichtete
Verkehrsdaten von betroffenen Perso-
nen unverziglich zu sichern haben (Si-
cherungsanordnung),

1. wenn zureichende tatséachliche An-
haltspunkte dafir vorliegen, dass
eine Straftat begangen worden ist,
welche die Erhebung nach den Ab-
satzen 1 bis 4 rechtfertigen wiirde,
und

2. soweit die Daten fur diein den Absat-
zen 1 bis 4 jeweils genannten Zwe-
cke von Bedeutung sein kénnen.

Die Erhebung der nach Satz 1 gesicher-
ten Daten erfolgt nach den Abséatzen
1 bis 4.

§ 100j

§ 100j

Bestandsdatenauskunft

Bestandsdatenauskunft

(1) Soweit dies fiur die Erforschung
des Sachverhalts oder die Ermittlung des
Aufenthaltsortes eines Beschuldigten erfor-
derlich ist, darf Auskunft verlangt werden

D Soweit dies fir die Erfor-
schung des Sachverhalts oder die Ermitt-
lung des Aufenthaltsortes eines Beschuldig-
ten erforderlich ist, darf Auskunft verlangt
werden

1. Uber Bestandsdaten gemafR 8 3 Num-
mer 6 des Telekommunikationsgeset-
zes und Uber die nach § 172 des Tele-
kommunikationsgesetzes erhobenen
Daten (8 174 Absatz 1 Satz 1 des Te-
lekommunikationsgesetzes) von dem-
jenigen, der geschaftsmafig Telekom-
munikationsdienste erbringt oder daran
mitwirkt, und

1. Uber Bestandsdaten gemafl § 3 Num-
mer 6 des Telekommunikationsgeset-
zes und uber die nach § 172 Absatz 1
des Telekommunikationsgesetzes er-
hobenen Daten bei demjenigen, der 6f-
fentlich zugangliche Telekommunika-
tionsdienste erbringt oder daran mit-
wirkt, und
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2. Uber Bestandsdaten gemaf § 2 Absatz
2 Nummer 2 des Telekommunikation-
Digitale-Dienste-Datenschutz-Geset-
zes (8 22 Absatz 1 Satz 1 des Tele-
kommunikation-Digitale-Dienste-Da-
tenschutz-Gesetzes) von demjenigen,
der geschaftsmaRig eigene oder
fremde digitale Dienste zur Nutzung
bereithalt oder den Zugang zur Nut-
zung vermittelt.

2. Uber Bestandsdaten gemafR § 2 Ab-
satz 2 Nummer 2 des Telekommunika-
tion-Digitale-Dienste-Datenschutz-Ge-
setzes bei demjenigen, der digitale
Dienste anbietet.

Bezieht sich das Auskunftsverlangen nach
Satz 1 Nummer 1 auf Daten, mittels derer
der Zugriff auf Endgerate oder auf Spei-
chereinrichtungen, die in diesen Endgera-
ten oder hiervon rdumlich getrennt einge-
setzt werden, geschitzt wird (§ 174 Absatz
1 Satz 2 des Telekommunikationsgeset-
zes), darf die Auskunft nur verlangt wer-
den, wenn die gesetzlichen Voraussetzun-
gen fur die Nutzung der Daten vorliegen.
Bezieht sich das Auskunftsverlangen nach
Satz 1 Nummer 2 auf als Bestandsdaten
erhobene Passworter oder andere Daten,
mittels derer der Zugriff auf Endgerate oder
auf Speichereinrichtungen, die in diesen
Endgeraten oder hiervon rdumlich getrennt
eingesetzt werden, geschitzt wird (8§ 23
des Telekommunikation-Digitale-Dienste-
Datenschutz-Gesetzes), darf die Auskunft
nur verlangt werden, wenn die gesetzlichen
Voraussetzungen fur ihre Nutzung zur Ver-
folgung einer besonders schweren Straftat
nach § 100b Absatz 2 Nummer 1 Buch-
stabe a, ¢, e, f, g, h oder m, Nummer 3
Buchstabe b erste Alternative oder Num-
mer 5, 5a, 5b, 6, 9 oder 10 vorliegen.

(2) Die Auskunft nach Absatz 1 darf
auch anhand einer zu einem bestimmten
Zeitpunkt zugewiesenen Internetprotokoll-
Adresse verlangt werden (8 174 Absatz 1
Satz 3, § 177 Absatz 1 Nummer 3 des Te-
lekommunikationsgesetzes und § 22 Ab-
satz 1 Satz 3 und 4 des Telekommunika-
tion-Digitale-Dienste-Datenschutz-Geset-
zes). Das Vorliegen der Voraussetzungen
fur ein Auskunftsverlangen nach Satz 1 ist
aktenkundig zu machen.

(2) Die Auskunft nach Absatz 1
darf auch anhand einer zu einem bestimm-
ten Zeitpunkt zugewiesenen Internetproto-
koll-Adresse verlangt werden.
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(3) Auskunftsverlangen nach Absatz 1
Satz 2 und 3 dirfen nur auf Antrag der
Staatsanwaltschaft durch das Gericht an-
geordnet werden. Im Fall von Auskunfts-
verlangen nach Absatz 1 Satz 2 kann die
Anordnung bei Gefahr im Verzug auch
durch die Staatsanwaltschaft oder ihre Er-
mittlungspersonen (8§ 152 des Gerichtsver-
fassungsgesetzes) getroffen werden. In
diesem Fall ist die gerichtliche Entschei-
dung unverzuglich nachzuholen. Die Satze
1 bis 3 finden bei Auskunftsverlangen nach
Absatz 1 Satz 2 keine Anwendung, wenn
die betroffene Person vom Auskunftsver-
langen bereits Kenntnis hat oder haben
muss oder wenn die Nutzung der Daten
bereits durch eine gerichtliche Entschei-
dung gestattet wird. Das Vorliegen der Vo-
raussetzungen nach Satz 4 ist aktenkundig
zu machen.

(3) Bezieht sich das Auskunftsver-
langen nach Absatz 1 Nummer 1 auf Da-
ten, mittels derer der Zugriff auf Endge-
rate oder auf Speichereinrichtungen, die
in diesen Endgeraten oder hiervon
raumlich getrennt eingesetzt werden,
geschitzt wird (8 174 Absatz 1 Satz 2
des Telekommunikationsgesetzes), darf
die Auskunft nur verlangt werden, wenn
die gesetzlichen Voraussetzungen fur
die Nutzung der Daten vorliegen. Bezieht
sich das Auskunftsverlangen nach
Absatz 1 Nummer 2 auf als Bestandsda-
ten erhobene Passworter oder andere
Daten, mittels derer der Zugriff auf End-
gerate oder auf Speichereinrichtungen,
die in diesen Endgeréten oder hiervon
raumlich getrennt eingesetzt werden,
geschutzt wird (8 23 des Telekommuni-
kation-Digitale-Dienste-Datenschutz-Ge-
setzes), darf die Auskunft nur verlangt
werden, wenn die gesetzlichen Voraus-
setzungen fur ihre Nutzung zur Verfol-
gung einer besonders schweren Straftat
nach § 100b Absatz 2 Nummer 1 Buch-
stabe a, c, e, f, g, h oder m, Nummer 3
Buchstabe b erste Alternative oder Num-
mer 5, 5a, 5b, 6, 9 oder 10 vorliegen.

(4) Die betroffene Person ist in den
Fallen des Absatzes 1 Satz 2 und 3 und
des Absatzes 2 Uber die Beauskunftung zu
benachrichtigen. Die Benachrichtigung er-
folgt, soweit und sobald hierdurch der
Zweck der Auskunft nicht vereitelt wird. Sie
unterbleibt, wenn ihr Uberwiegende schutz-
wurdige Belange Dritter oder der betroffe-
nen Person selbst entgegenstehen. Wird
die Benachrichtigung nach Satz 2 zurtick-
gestellt oder nach Satz 3 von ihr abgese-
hen, sind die Grinde aktenkundig zu ma-
chen.

entfallt

(5) Auf Grund eines Auskunftsverlan-
gens nach Absatz 1 oder 2 hat derjenige,
der geschaftsmaRig Telekommunikations-
dienste oder Telemediendienste erbringt
oder daran mitwirkt, die zur Auskunftsertei-
lung erforderlichen Daten unverzuglich zu
Ubermitteln. 8§ 95 Absatz 2 gilt entspre-
chend.

entfallt




-11 -

Geltendes Recht

Referentenentwurf

§ 100k

§ 100k

Erhebung von Nutzungsdaten bei digita-
len Diensten

Erhebung von Nutzungsdaten bei digita-
len Diensten

(1) Begrinden bestimmte Tatsachen
den Verdacht, dass jemand als Tater oder
Teilnehmer eine Straftat von auch im Ein-
zelfall erheblicher Bedeutung, insbeson-
dere eine in 8 100a Absatz 2 bezeichnete
Straftat, begangen hat, in Fallen, in denen
der Versuch strafbar ist, zu begehen ver-
sucht hat oder durch eine Straftat vorberei-
tet hat, durfen von demjenigen, der ge-
schaftsmaRig eigene oder fremde digitale
Dienste zur Nutzung bereithalt oder den
Zugang zur Nutzung vermittelt, Nutzungs-
daten (8 2 Absatz 2 Nummer 3 des Tele-
kommunikation-Digitale-Dienste-Daten-
schutz-Gesetzes) erhoben werden, soweit
dies fur die Erforschung des Sachverhalts
erforderlich ist und die Erhebung der Daten
in einem angemessenen Verhaltnis zur Be-
deutung der Sache steht. Die Erhebung ge-
speicherter (retrograder) Standortdaten ist
nur unter den Voraussetzungen von 8§ 100g
Absatz 2 zulassig. Im Ubrigen ist die Erhe-
bung von Standortdaten nur fur kiinftig an-
fallende Nutzungsdaten oder in Echtzeit
zulassig, soweit sie fur die Erforschung des
Sachverhalts oder die Ermittlung des Auf-
enthaltsortes des Beschuldigten erforder-
lich ist.

(1) Nutzungsdaten gemaR § 2 Ab-
satz 2 Nummer 3 des Telekommunika-
tion-Digitale-Dienste-Datenschutz-Ge-
setzes des Beschuldigten dirfen bei
demijenigen, der digitale Dienste anbietet,
unter den Voraussetzungen des § 100g
Absatz 1 Satz 1 erhoben werden. § 100g
Absatz 1 Satz 2 gilt entsprechend.

(2) Soweit die Straftat nicht von Ab-
satz 1 erfasst wird, dirfen Nutzungsdaten
auch dann erhoben werden, wenn be-
stimmte Tatsachen den Verdacht begrin-
den, dass jemand als Tater oder Teilneh-
mer mittels Telemedien eine der folgenden
Straftaten begangen hat und die Erfor-
schung des Sachverhalts auf andere Weise
aussichtslos ware:

)] § 100g Absatz 2 gilt mit der
Mafgabe entsprechend, dass eine Erhe-
bung zuléassig ist, wenn der Verdacht hin-
sichtlich einer mittels digitalen Dienstes
begangenen Straftat besteht.

1. aus dem Strafgesetzbuch

entfallt

a) Verwenden von Kennzeichen ver-
fassungswidriger Organisationen
nach 8 86a,
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b)

Anleitung zur Begehung einer
schweren staatsgefahrdenden Ge-
walttat nach § 91,

Offentliche Aufforderung zu Straf-
taten nach § 111,

Straftaten gegen die 6ffentliche
Ordnung nach den 88 126, 131
und 140,

Beschimpfung von Bekenntnissen,
Religionsgesellschaften und Welt-
anschauungsvereinigungen nach
8§ 166,

f)

Verbreitung, Erwerb und Besitz
kinderpornographischer Inhalte
nach § 184b,

9)

Beleidigung, uible Nachrede und
Verleumdung nach den 8§ 185 bis
187 und Verunglimpfung des An-
denkens Verstorbener nach § 189,

h)

Verletzungen des personlichen Le-
bens- und Geheimbereichs nach
den 88 201a, 202a und 202c,

Nachstellung nach § 238,

)

Bedrohung nach § 241,

k)

Vorbereitung eines Computerbe-
truges nach § 263a Absatz 3,

Datenveranderung und Computer-
sabotage nach den 88 303a und
303b Absatz 1,

2. aus dem Gesetz Uber Urheberrecht entfallt
und verwandte Schutzrechte Straftaten
nach den §8 106 bis 108b,

3. aus dem Bundesdatenschutzgesetz entfallt

nach § 42.

Satz 1 gilt nicht fir die Erhebung von
Standortdaten.
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(3) Abweichend von Absatz 1 und 2
darf die Staatsanwaltschaft ausschlief3lich
zur ldentifikation des Nutzers Auskunft
Uber die nach § 2 Absatz 2 Nummer 3
Buchstabe a des Telekommunikation-Digi-
tale-Dienste-Datenschutz-Gesetzes erho-
benen Daten verlangen, wenn ihr der Inhalt
der Nutzung des digitalen Dienstes nach §
1 Absatz 4 Nummer 1 des Digitale-Dienste-
Gesetzes bereits bekannt ist.

(3) Standortdaten diirfen bei dem
Verpflichteten nach Absatz 1 unter den
Voraussetzungen von 8 100g Absatz 3
erhoben werden.

(4) Die Erhebung von Nutzungsdaten
nach Absatz 1 und 2 ist nur zuléssig, wenn
aufgrund von Tatsachen die Annahme ge-
rechtfertigt ist, dass die betroffene Person
den digitalen Dienst nach § 1 Absatz 4
Nummer 1 des Digitale-Dienste-Gesetzes
nutzt, den derjenige, gegen den sich die
Anordnung richtet, geschaftsmafig zur
Nutzung bereithalt oder zu dem er den Zu-
gang zur Nutzung vermittelt.

(4) Nutzungsdaten zum Zweck der
Identifikation durfen bei dem Verpflich-
teten nach Absatz 1 unter den Vorausset-
zungen des 8§ 100g Absatz 5 erhoben
werden.

(5) Erfolgt die Erhebung von Nut-
zungsdaten oder Inhalten der Nutzung ei-
nes digitalen Dienstes nach § 1 Absatz 4
Nummer 1 des Digitale-Dienste-Gesetzes
nicht bei einem Diensteanbieter, der ge-
schaftsmagig digitale Dienste zur Nutzung
bereithalt, bestimmt sie sich nach Ab-
schluss des Kommunikationsvorgangs
nach den allgemeinen Vorschriften.

(5) Die Erhebung von Nutzungsdaten
nach den Absétze 1 bis 3 ist nur zul&s-
sig, wenn aufgrund von Tatsachen die
Annahme gerechtfertigt ist, dass die be-
troffene Person den digitalen Dienst des
Verpflichteten nutzt.

(6) Erfolgt die Erhebung von Nut-
zungsdaten eines digitalen Dienstes
nicht bei dem Verpflichteten nach Ab-
satz 1, bestimmt sich ihre Zulassigkeit
nach Abschluss des Kommunikations-
vorgangs nach den allgemeinen Vor-
schriften.

§ 101a

§ 101a

Gerichtliche Entscheidung; Datenkenn-

zeichnung und -auswertung; Benach-

richtigungspflichten bei Verkehrs- und
Nutzungsdaten

Verfahrensregelungen bei Erhebung
von Verkehrs-, Nutzungs- und Bestands-
daten

(1) Bei Erhebungen von Verkehrsda-
ten nach § 100g gelten § 100a Absatz 3
und 4 und § 100e entsprechend mit der
Mal3gabe, dass

(@H) § 100e Absatz 1, 3 Satz 1 und
2 Nummer 1 bis 5 und Absatz5 Satz 1
und 2 gilt entsprechend hinsichtlich der
folgenden Verfahren:
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1. in der Entscheidungsformel nach §
100e Absatz 3 Satz 2 auch die zu
Ubermittelnden Daten und der Zeit-
raum, fir den sie Ubermittelt werden
sollen, eindeutig anzugeben sind,

bei Erhebung von Verkehrsdaten
nach 8§ 100g Absatz 1 bis 4 mit der
Maligabe, dass

a) in der Entscheidungsformel
nach 8 100e Absatz 3 Satz 2
auch die zu tbermittelnden Da-
ten und der Zeitraum, fir den
sie Ubermittelt werden sollen,
eindeutig anzugeben sind und

b) bei Funkzellenabfragen nach §
100g Absatz 4 in der Entschei-
dungsformel abweichend von 8
100e Absatz 3 Satz 2 Nummer 5
eine raumlich und zeitlich eng
begrenzte und hinreichend be-
stimmte Bezeichnung der Tele-
kommunikation genigt,

2. der nach § 100a Absatz 4 Satz 1 zur
Auskunft Verpflichtete auch mitzuteilen
hat, welche der von ihm Gbermittelten
Daten nach § 176 des Telekommuni-
kationsgesetzes gespeichert wurden.

bei Erhebung von Nutzungsdaten
nach § 100k Absatz bis 3 mit der
Maf3gabe, dass in der Entschei-
dungsformel nach § 100e Absatz 3
Satz 2 an die Stelle der Rufnummer
(8 100e Absatz 3 Satz 2 Nummer 5)
soweit moéglich eine eindeutige Ken-
nung des Nutzerkontos des Be-
troffenen, ansonsten eine moglichst
genaue Bezeichnung des digitalen
Dienstes tritt, auf den sich das Aus-
kunftsverlangen bezieht,

In den Fallen des § 100g Absatz 2, auch in
Verbindung mit § 100g Absatz 3 Satz 2, fin-
det abweichend von Satz 1 § 100e Absatz
1 Satz 2 keine Anwendung. Bei Funkzel-
lenabfragen nach 8 100g Absatz 3 genigt
abweichend von 8§ 100e Absatz 3 Satz 2
Nummer 5 eine rdumlich und zeitlich eng
begrenzte und hinreichend bestimmte Be-
zeichnung der Telekommunikation.

bei einer Sicherungsanordnung
nach 8§ 100g Absatz 7 mit der Mal3-
gabe, dass
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a) abweichend von § 100e Absatz
1 Satz 1 bis 3 die MaRhahme
durch die Staatsanwaltschaft fur
héchstens drei Monate angeord-
net werden kann, bei Gefahr im
Verzug auch durch ihre Ermitt-
lungspersonen (8§ 152 des Ge-
richtsverfassungsgesetzes),
und die MalBnahme nur auf An-
trag der Staatsanwaltschaft
durch das Gericht um hdchs-
tens drei Monate verlangert wer-
den kann,

b) in der Entscheidungsformel
nach § 100e Absatz 3 Satz 2
auch die zu sichernden Daten
und der Zeitraum, fur den sie
gesichert werden sollen, ein-
deutig anzugeben sind und

c) beider Sicherung von Daten ei-
ner Funkzelle nach § 100g Ab-
satz 3 in der Entscheidungsfor-
mel abweichend von § 100e Ab-
satz 3 Satz 2 Nummer 5 eine
rdumlich und zeitlich eng be-
grenzte und hinreichend be-
stimmte Bezeichnung der Tele-
kommunikation genigt.

§ 100e Absatz 1 und 3 Satz 1 und 2
Nummer 1 bis 4 gilt entsprechend hin-
sichtlich der Verfahren bei Erhebung
von Bestandsdaten nach § 100j Absatz 3
mit der Mal3gabe, dass in der Entschei-
dungsformel nach § 100e Absatz 3 Satz
2 Nummer 3 Dauer und Endzeitpunkt
der MallBnahme nicht anzugeben sind.
Satz 1 findet bei Auskunftsverlangen
nach § 100j Absatz 3 Satz 1 keine An-
wendung, wenn die betroffene Person
vom Auskunftsverlangen bereits Kennt-
nis hat oder haben muss oder wenn die
Nutzung der Daten bereits durch eine
gerichtliche Entscheidung gestattet
wird.
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(1a) Bei der Erhebung und Beauskunf-
tung von Nutzungsdaten eines digitalen
Dienstes nach 8§ 1 Absatz 4 Nummer 1 des
Digitale-Dienste-Gesetzes nach § 100k gilt
§ 100a Absatz 3 und 4, bei der Erhebung
von Nutzungsdaten nach § 100k Absatz 1
und 2 zudem 8 100e Absatz 1 und 3 bis 5
entsprechend mit der MaRRgabe, dass in
der Entscheidungsformel nach § 100e Ab-
satz 3 Satz 2 an die Stelle der Rufnummer
(8 100e Absatz 3 Satz 2 Nummer 5), so-
weit mdglich eine eindeutige Kennung des
Nutzerkontos des Betroffenen, ansonsten
eine mdglichst genaue Bezeichnung des
digitalen Dienstes nach § 1 Absatz 4 Num-
mer 1 des Digitale-Dienste-Gesetzes tritt,
auf den sich das Auskunftsverlangen be-
Zieht.

entfallt

(2) Wird eine MalRnahme nach § 100g
oder § 100k Absatz 1 oder Absatz 2 ange-
ordnet oder verlangert, sind in der Begrin-
dung einzelfallbezogen insbesondere die
wesentlichen Erwagungen zur Erforderlich-
keit und Angemessenheit der MalRnahme,
auch hinsichtlich des Umfangs der zu erhe-
benden Daten und des Zeitraums, fur den
sie erhoben werden sollen, darzulegen.

(2) Wird eine MaRnahme nach § 100g
oder § Wird eine MaRnahme nach § 100g
Absatz 1 bis 4 oder 7, § 100j Absatz 3
oder § 100k Absatz 1 bis 3 angeordnet
oder verlangert, sind in der Begriindung
einzelfallbezogen insbesondere die we-
sentlichen Erwagungen zur Erforderlichkeit
und Angemessenheit der Mal3nahme, auch
hinsichtlich des Umfangs der zu erheben-
den Daten und des Zeitraums, fur den sie
erhoben werden sollen, darzulegen.

(3) Personenbezogene Daten, die
durch MaRnahmen nach § 100g oder §
100k Absatz 1 oder Absatz 2 erhoben wur-
den, sind entsprechend zu kennzeichnen
und unverziglich auszuwerten. Bei der
Kennzeichnung ist erkennbar zu machen,
ob es sich um Daten handelt, die nach 8
176 des Telekommunikationsgesetzes ge-
speichert waren. Nach einer Ubermittlung
an eine andere Stelle ist die Kennzeich-
nung durch diese aufrechtzuerhalten. Fur
die Loschung personenbezogener Daten
gilt 8 101 Absatz 8 entsprechend.

(3) Personenbezogene Daten, die
durch MalRnahmen nach § 100g Ab-
satz 1 bis 5 oder 7, 8 100j Absatz 3 oder
8 100k Absatz 1 bis 4 erhoben wurden,
sind entsprechend zu kennzeichnen und
unverziglich auszuwerten. Nach einer
Ubermittlung an eine andere Stelle ist die
Kennzeichnung durch diese aufrechtzuer-
halten. Fur die Loschung personenbezoge-
ner Daten gilt 8§ 101 Absatz 8 entspre-
chend.
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(4) Verwertbare personenbezogene
Daten, die durch MalRnahmen nach § 100g
Absatz 2, auch in Verbindung mit § 100g
Absatz 1 Satz 3 oder Absatz 3 Satz 2, er-
hoben wurden, dirfen ohne Einwilligung
der Beteiligten der betroffenen Telekommu-
nikation nur fur folgende andere Zwecke
und nur nach folgenden MaRRgaben ver-
wendet werden:

(4) Die Beteiligten der betroffe-
nen Telekommunikation und die betroffe-
nen Nutzer des digitalen Dienstes sind

von einer Erhebung nach
§ 100g Absatz 1 bis 4,
§ 100j Absatz 2 und 3 und nach

8 100k Absatz 1 bis 3 zu benachrichti-
gen. § 101 Absatz 4 Satz 2 bis 5 und Ab-
satz 5 bis 7 gilt entsprechend.

1. in anderen Strafverfahren zur Aufkla-
rung einer Straftat, auf Grund derer
eine MalRnahme nach § 100g Absatz
2, auch in Verbindung mit § 100g Ab-
satz 1 Satz 3 oder Absatz 3 Satz 2, an-
geordnet werden kénnte, oder zur Er-
mittlung des Aufenthalts der einer sol-
chen Straftat beschuldigten Person,

entfallt

2. Ubermittlung zu Zwecken der Abwehr
von konkreten Gefahren fiir Leib, Le-
ben oder Freiheit einer Person oder fir
den Bestand des Bundes oder eines
Landes (8§ 177 Absatz 1 Nummer 2 des
Telekommunikationsgesetzes).

entfallt

Die Stelle, die die Daten weiterleitet, macht
die Weiterleitung und deren Zweck akten-
kundig. Sind die Daten nach Satz 1 Num-
mer 2 nicht mehr zur Abwehr der Gefahr
oder nicht mehr fur eine vorgerichtliche
oder gerichtliche Uberpriifung der zur Ge-
fahrenabwehr getroffenen Malinahmen er-
forderlich, so sind Aufzeichnungen Uber
diese Daten von der fur die Gefahrenab-
wehr zustandigen Stelle unverziiglich zu 16-
schen. Die Léschung ist aktenkundig zu
machen. Soweit die Loschung lediglich fir
eine etwaige vorgerichtliche oder gerichtli-
che Uberprifung zuriickgestellt ist, diirfen
die Daten nur fur diesen Zweck verwendet
werden; flr eine Verwendung zu anderen
Zwecken sind sie zu sperren.
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(5) Sind verwertbare personenbezo-
gene Daten, die nach § 176 des Telekom-
munikationsgesetzes gespeichert waren,
durch eine entsprechende polizeirechtliche
Mafnahme erlangt worden, dirfen sie in
einem Strafverfahren ohne Einwilligung der
Beteiligten der betroffenen Telekommuni-
kation nur zur Aufklarung einer Straftat, auf
Grund derer eine Malinahme nach § 100g
Absatz 2, auch in Verbindung mit Absatz 3
Satz 2, angeordnet werden kdnnte, oder
zur Ermittlung des Aufenthalts der einer
solchen Straftat beschuldigten Person ver-
wendet werden.

(5) Hinsichtlich  der  Mitwir-
kungspflicht von nach den 88§ 100g, 100j
und 100k Verpflichteten gilt § 100a Ab-
satz 4 entsprechend.

(6) Die Beteiligten der betroffenen Te-
lekommunikation und die betroffenen Nut-
zer des digitalen Dienstes nach § 1 Absatz
4 Nummer 1 des Digitale-Dienste-Gesetzes
sind von der Erhebung der Verkehrsdaten
nach § 100g oder der Nutzungsdaten nach
§ 100k Absatz 1 und 2 zu benachrichtigen.
§ 101 Absatz 4 Satz 2 bis 5 und Absatz 5
bis 7 gilt entsprechend mit der Maf3gabe,
dass

entfallt

1. das Unterbleiben der Benachrichtigung
nach 8 101 Absatz 4 Satz 3 der Anord-
nung des zustandigen Gerichts bedarf;

2. abweichend von § 101 Absatz 6 Satz 1
die Zurilickstellung der Benachrichti-
gung nach § 101 Absatz 5 Satz 1 stets
der Anordnung des zustéandigen Ge-
richts bedarf und eine erstmalige Zu-
rtickstellung auf héchstens zwdlf Mo-
nate zu befristen ist.

(7) Die betroffene Person ist in den
Fallen des § 100k Absatz 3 Uber die
Beauskunftung zu benachrichtigen. Die Be-
nachrichtigung erfolgt, soweit und sobald
hierdurch der Zweck der Beauskunftung
nicht vereitelt wird. Sie unterbleibt, wenn ihr
Uberwiegende schutzwiirdige Belange Drit-
ter oder der betroffenen Person selbst ent-
gegenstehen. Wird die Benachrichtigung
nach Satz 2 zurtickgestellt oder nach Satz
3 von ihr abgesehen, sind die Grinde ak-
tenkundig zu machen.

entfallt
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§101b

§ 101b

Statistische Erfassung; Berichtspflich-
ten

Statistische Erfassung; Berichtspflich-
ten

(1) Die Lander und der Generalbun-
desanwalt berichten dem Bundesamt fur
Justiz kalenderjahrlich jeweils bis zum 30.
Juni des dem Berichtsjahr folgenden Jah-
res uber in ihrem Zustandigkeitsbereich an-
geordnete MalRBnhahmen nach den 8§ 100a,
100b, 100c, 100g und 100k Absatz 1 und
2. Das Bundesamt fur Justiz erstellt eine
Ubersicht zu den im Berichtsjahr bundes-
weit angeordneten MalRnahmen und verof-
fentlicht diese im Internet. Uber die im je-
weils vorangegangenen Kalenderjahr nach
8 100c angeordneten Malinahmen berich-
tet die Bundesregierung dem Deutschen
Bundestag vor der Veréffentlichung im In-
ternet.

(1) Die Lander und der Generalbun-
desanwalt berichten dem Bundesamt fir
Justiz kalenderjahrlich jeweils bis zum 30.
Juni des dem Berichtsjahr folgenden Jah-
res uber in ihrem Zustandigkeitsbereich an-
geordnete MalRnahmen nach den 88 100a,
100b, 100c, 100g und 100k. Das Bundes-
amt fur Justiz erstellt eine Ubersicht zu den
im Berichtsjahr bundesweit angeordneten
MafRnahmen und veréffentlicht diese im In-
ternet. Uber die im jeweils vorangegange-
nen Kalenderjahr nach § 100c angeordne-
ten Malnahmen berichtet die Bundesregie-
rung dem Deutschen Bundestag vor der
Veroffentlichung im Internet.

(2) In den Ubersichten tiber Ma3nah-
men nach 8§ 100a sind anzugeben:

(2) unverandert

1. die Anzahl der Verfahren, in denen
MaRnahmen nach § 100a Absatz 1 an-
geordnet worden sind;

2. die Anzahl der Uberwachungsanord-
nungen nach § 100a Absatz 1, unter-
schieden nach Erst- und Verlange-
rungsanordnungen;

3. die jeweils zugrunde liegende Anlass-
straftat nach der Unterteilung in § 100a
Absatz 2;

4. die Anzahl der Verfahren, in denen ein
Eingriff in ein von dem Betroffenen ge-
nutztes informationstechnisches Sys-
tem nach § 100a Absatz 1 Satz 2 und
3

a) im richterlichen Beschluss ange-

ordnet wurde und

b) tatsachlich durchgefuhrt wurde.

(3) In den Ubersichten tiber Ma3nah-
men nach 8§ 100b sind anzugeben:

(3 unverandert
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die Anzahl der Verfahren, in denen
MaRnahmen nach § 100b Absatz 1 an-
geordnet worden sind,;

die Anzahl der Uberwachungsanord-
nungen nach § 100b Absatz 1, unter-
schieden nach Erst- und Verlange-
rungsanordnungen;

die jeweils zugrunde liegende Anlass-
straftat nach Mafl3gabe der Unterteilung
in 8 100b Absatz 2;

die Anzahl der Verfahren, in denen ein
Eingriff in ein vom Betroffenen genutz-
tes informationstechnisches System
tatsachlich durchgefuhrt wurde.

(4) In den Berichten tber Mal3nahmen

nach § 100c sind anzugeben:

(4) unverandert

1.

die Anzahl der Verfahren, in denen
Malnahmen nach § 100c Absatz 1 an-
geordnet worden sind,;

die jeweils zugrunde liegende Anlass-
straftat nach Mal3gabe der Unterteilung
in 8 100b Absatz 2;

ob das Verfahren einen Bezug zur Ver-
folgung organisierter Kriminalitat auf-
weist;

die Anzahl der Uberwachten Objekte je
Verfahren nach Privatwohnungen und
sonstigen Wohnungen sowie nach
Wohnungen des Beschuldigten und
Wohnungen dritter Personen;

die Anzahl der Uberwachten Personen
je Verfahren nach Beschuldigten und
nichtbeschuldigten Personen;

die Dauer der einzelnen Uberwachung
nach Dauer der Anordnung, Dauer der
Verlangerung und Abhoérdauer;

wie haufig eine MalRnahme nach §
100d Absatz 4, § 100e Absatz 5 unter-
brochen oder abgebrochen worden ist;
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ob eine Benachrichtigung der betroffe-
nen Personen (8§ 101 Absatz 4 bis 6)
erfolgt ist oder aus welchen Griinden
von einer Benachrichtigung abgesehen
worden ist;

ob die Uberwachung Ergebnisse er-
bracht hat, die flir das Verfahren rele-
vant sind oder voraussichtlich relevant
sein werden;

10.

ob die Uberwachung Ergebnisse er-
bracht hat, die flr andere Strafverfah-
ren relevant sind oder voraussichtlich
relevant sein werden;

11.

wenn die Uberwachung keine relevan-
ten Ergebnisse erbracht hat: die
Grunde hierfur, differenziert nach tech-
nischen Grinden und sonstigen Grin-
den;

12.

die Kosten der Ma3nahme, differen-
ziert nach Kosten fir Ubersetzungs-
dienste und sonstigen Kosten.

(5) In den Ubersichten tiber MaRnah-

men nach § 100g sind anzugeben:

(5) In den Ubersichten (iber MaRnah-

men nach § 100g sind anzugeben:

1. unterschieden nach MaBnahmen nach |1. unterschieden nach MaRnahmen nach
§ 100g Absatz 1, 2 und 3 § 100g Absatz 1, 2, 3,4 und 7
a) die Anzahl der Verfahren, in denen a) unveréandert
diese MalBhahmen durchgefiuhrt
wurden;
b) die Anzahl der Erstanordnungen, b) unveréandert
mit denen diese MalRhahmen an-
geordnet wurden;
c) die Anzahl der Verlangerungsan- c) unverandert
ordnungen, mit denen diese Mal3-
nahmen angeordnet wurden;
2. untergliedert nach der Anzahl der zu- | 2. untergliedert nach der Anzahl der zu-

rickliegenden Wochen, fur die die Er-
hebung von Verkehrsdaten angeordnet
wurde, jeweils bemessen ab dem Zeit-
punkt der Anordnung

rickliegenden Wochen, fur die die Er-
hebung von Verkehrsdaten angeordnet
wurde, jeweils bemessen ab dem Zeit-
punkt der Anordnung

a) die Anzahl der Anordnungen nach
§ 100g Absatz 1;

a) unverandert
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b) die Anzahl der Anordnungen nach
§ 100g Absatz 2;

b) unveréandert

c) die Anzahl der Anordnungen nach
§ 100g Absatz 3;

c) unverandert

d) die Anzahl der Anordnungen
nach § 100g Absatz 4;

e) die Anzahl der Anordnungen
nach § 100g Absatz 7,

d) die Anzahl der Anordnungen, die
teilweise ergebnislos geblieben
sind, weil die abgefragten Daten
teilweise nicht verflighar waren;

f) unverandert

e) die Anzahl der Anordnungen, die
ergebnislos geblieben sind, weil
keine Daten verfligbar waren.

g) unverandert

(6) In den Ubersichten iber MaRnah-
men nach 8§ 100k sind jeweils unterschie-
den nach MaRnahmen nach den Absatzen
1 und 2 anzugeben:

(6) In den Ubersichten iber MaRnah-
men nach 8§ 100k sind jeweils unterschie-
den nach MalRnahmen nach den Abséatzen
1, 2 und 3 anzugeben:

1. die Anzahl der Verfahren, in denen
Mafinahmen angeordnet worden sind;

1. unverandert

2. die Anzahl der Anordnungen, unter-
schieden nach Erst- und Verlange-
rungsanordnungen;

2. unverandert

3. untergliedert nach der Anzahl der zu-
riickliegenden Wochen, fir die die Er-
hebung von Nutzungsdaten angeord-
net wurde, jeweils bemessen ab dem
Zeitpunkt der Anordnung

3. unverandert

a) die Anzahl der Anordnungen, die
teilweise ergebnislos geblieben
sind, weil die abgefragten Daten
teilweise nicht verfligbar waren;

b) die Anzahl der Anordnungen, die
ergebnislos geblieben sind, weil
keine Daten verfligbar waren.
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§ 160a

§ 160a

Malnahmen bei zeugnisverweigerungs-
berechtigten Berufsgeheimnistragern

Maflnahmen bei zeugnisverweigerungs-
berechtigten Berufsgeheimnistragern

(1) Eine Ermittlungsmafl3nahme, die
sich gegen eine in § 53 Absatz 1 Satz 1
Nummer 1, 2 oder Nummer 4 genannte
Person, einen Rechtsanwalt oder einen
Kammerrechtsbeistand richtet und voraus-
sichtlich Erkenntnisse erbringen wiirde,
Uber die diese das Zeugnis verweigern
durfte, ist unzulassig. Dennoch erlangte Er-
kenntnisse durfen nicht verwendet werden.
Aufzeichnungen hiertiber sind unverziiglich
zu léschen. Die Tatsache ihrer Erlangung
und der Loschung der Aufzeichnungen ist
aktenkundig zu machen.Die Sétze 2 bis 4
gelten entsprechend, wenn durch eine Er-
mittlungsmalRnahme, die sich nicht gegen
eine in Satz 1 in Bezug genommene Per-
son richtet, von dieser Person Erkenntnisse
erlangt werden, Uber die sie das Zeugnis
verweigern dirfte.

(1) unveréandert

(2) Soweit durch eine Ermittlungs-
mafinahme eine in 8 53 Abs. 1 Satz 1 Nr. 3
bis 3b oder Nr. 5 genannte Person betrof-
fen wéare und dadurch voraussichtlich Er-
kenntnisse erlangt wirden, tber die diese
Person das Zeugnis verweigern durfte, ist
dies im Rahmen der Prifung der Verhalt-
nismafigkeit besonders zu beriicksichti-
gen; betrifft das Verfahren keine Straftat
von erheblicher Bedeutung, ist in der Regel
nicht von einem Uberwiegen des Strafver-
folgungsinteresses auszugehen. Soweit
geboten, ist die MalRnahme zu unterlassen
oder, soweit dies nach der Art der Mal3-
nahme mdglich ist, zu beschranken. Fir
die Verwertung von Erkenntnissen zu Be-
weiszwecken gilt Satz 1 entsprechend. Die
Séatze 1 bis 3 gelten nicht fir Rechtsan-
walte und Kammerrechtsbeistande.

(2) unverandert

(3) Die Absatze 1 und 2 sind entspre-
chend anzuwenden, soweit die in § 53a
Genannten das Zeugnis verweigern dirf-
ten.

(3 unverandert
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(4) Die Abséatze 1 bis 3 sind nicht an-
zuwenden, wenn bestimmte Tatsachen den
Verdacht begriinden, dass die zeugnisver-
weigerungsberechtigte Person an der Tat
oder an einer Datenhehlerei, Beglinsti-
gung, Strafvereitelung oder Hehlerei betei-
ligt ist. Ist die Tat nur auf Antrag oder nur
mit Ermachtigung verfolgbar, ist Satz 1 in
den Féllen des § 53 Abs. 1 Satz 1 Nr. 5 an-
zuwenden, sobald und soweit der Strafan-
trag gestellt oder die Erméachtigung erteilt
ist.

(4) unverandert

(5) Die 8897, 100d Absatz 5 und §
100g Absatz 4 bleiben unberihrt.

(5) Die 88 97 und 100d Absatz 5 blei-
ben unbertihrt.*
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Einfihrungsgesetz zur Straf-
prozefRordnung

Einfhrungsgesetz zur Straf-
prozelRordnung

(StPOEG)
vom: 01.02.1877 - Zuletzt geéan-
dert durch Art. 4 G v. 12.7.2024
| Nr. 234
Mittelbare Anderung durch Art.
38 Gv.8.12.2025 | Nr. 319 ist
berticksichtigt

(StPOEG)
vom: 01.02.1877 - Zuletzt geén-
dert durch Art. 4 Gv. 12.7.2024
| Nr. 234
Mittelbare Anderung durch Art.
38 Gv.8.12.2025 | Nr. 319 ist
berticksichtigt

§12

§12

Ubergangsregelung zum Gesetz zur Ein-
fihrung einer Speicherpflicht und einer
Hochstspeicherfrist fir Verkehrsdaten

Ubergangsregelung zum Gesetz zur Ein-
fihrung einer IP-Adressspeicherung
und Weiter-entwicklung der Befugnisse
zur Datenerhebung im Strafverfahren

(1) Nach § 96 Absatz 1 Satz 1 Num-
mer 1 des Telekommunikationsgesetzes
gespeicherte Standortdaten dirfen erho-
ben werden bis zum 29. Juli 2017 auf der
Grundlage des 8§ 100g Absatz 1 der Straf-
prozessordnung in der bis zum Inkrafttreten
des Gesetzes zur Einfiihrung einer Spei-
cherpflicht und einer Hochstspeicherfrist fir
Verkehrsdaten vom 10. Dezember 2015
(BGBI. I S. 2218) geltenden Fassung.

Ubersichten nach § 101b Absatz 5 und 6
der Strafprozessordnung in der vom ...
[einsetzen: Datum des Inkrafttretens
nach Artikel 13 dieses Gesetzes] gelten-
den Fassung sind erstmalig fur das auf
den ... [einsetzen: Datum des Inkrafttre-
tens nach Artikel 13 dieses Gesetzes]
folgende Berichtsjahr zu erstellen. Fur
die vorangehenden Berichtsjahre ist §
101b Absatz 5 und 6 der Strafprozessord-
nung in der bis einschlieBlich ... [einset-
zen: Datum des Tages vor dem Inkrafttre-
ten nach Artikel 13 dieses Gesetzes] gel-
tenden Fassung anzuwenden.

(2) Die Ubersicht nach § 101b der
Strafprozessordnung in der Fassung des
Artikels 1 des Gesetzes vom 10. Dezember
2015 (BGBI. I S. 2218) ist erstmalig fur das
Berichtsjahr 2018 zu erstellen. Fir die vo-
rangehenden Berichtsjahre ist § 100g Ab-
satz 4 der Strafprozessordnung in der bis
zum Inkrafttreten des Gesetzes zur Einfuh-
rung einer Speicherpflicht und einer
Hoéchstspeicherfrist fur Verkehrsdaten gel-
tenden Fassung anzuwenden.

entfallt
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Gesetz Uber Europaische Her-

ausgabe- und Sicherungsan-

ordnungen zu elektronischen
Beweismitteln

Gesetz tiber Europaische Her-

ausgabe- und Sicherungsan-

ordnungen zu elektronischen
Beweismitteln

(Elektronische-Beweismittel-
Umsetzungs-und-Durchfih-
rungsgesetz — EBewMG)
in der Fassung des Regie-
rungsentwurfs, BT-Drs. 21/3192

(Elektronische-Beweismittel-
Umsetzungs-und-Durchfih-
rungsgesetz — EBewMG)
in der Fassung des Regie-
rungsentwurfs, BT-Drs. 21/3192

§10

§10

Verfahren bei Europdaischen Herausga-
beanordnungen betreffend Verkehrs-
und Inhaltsdaten

unverandert

(1) Die Zustandigkeit der Gerichte fir
den Erlass von Europaischen Herausgabe-
anordnungen zur Erlangung von Verkehrs-
daten mit Ausnahme von ausschlie3lich
zum Zweck der ldentifizierung des Nutzers
angeforderter Daten oder zur Erlangung
von Inhaltsdaten nach Artikel 4 Absatz 2
Buchstabe a der Verordnung (EU)
2023/1543 in der Fassung vom 12. Juli
2023 und fur die Ubermittlung der dazuge-
hdrigen Bescheinigung richtet sich nach
dem Achten Abschnitt des Ersten Buchs
der Strafprozessordnung.

(2) Vor Erhebung der offentlichen
Klage erfolgt der Erlass der Europaischen
Herausgabeanordnung auf Antrag der er-
mittlungsfihrenden Staatsanwaltschaft, in
den Fallen, in denen die Finanzbehdrden
oder die Behérden der Zollverwaltung die
Ermittlungen nach nationalem Recht selb-
standig fuhren, auf deren Antrag. Die Re-
gelung des § 162 Absatz 1 Satz 1 und Ab-
satz 3 sowie des § 169 der Strafprozess-
ordnung, des Dritten Abschnitts des Achten
Teils der Abgabeordnung sowie des Vier-
ten Abschnitts des Gesetzes zur Bekamp-
fung der Schwarzarbeit und illegalen Be-
schaftigung gelten entsprechend.
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(3) Bei Erlass der Europdischen Her-
ausgabeanordnung Ubermittelt das Gericht
die Bescheinigung an den Adressaten. Hat
eine der in Absatz 2 Satz 1 genannten Be-
horden den Erlass der Europaischen Her-
ausgabeanordnung beantragt und liegen
nach gerichtlicher Prufung die Vorausset-
zungen dafir nicht vor, lehnt das Gericht
den Antrag ab. Fir Rechtsbehelfe gegen
die ablehnende Entscheidung gelten die 88
304 und 306 der Strafprozessordnung ent-
sprechend. Der Erlass der Européischen
Herausgabeanordnung und die Ubermitt-
lung der dazugehorigen Bescheinigung
oder die Ablehnung des Antrags sind ak-
tenkundig zu machen.

8§ 10a

Verfahren bei Européaischen Siche-
rungsanordnungen

(1) Die Zustéandigkeit der Gerichte
und Staatsanwaltschaften fur den Erlass
von Europaischen Sicherungsanordnun-
gen zum Zweck der Strafverfolgung
nach Artikel 4 Absatz 3 Buchstabe a der
Verordnung (EU) 2023/1543 in der Fas-
sung von 12. Juli 2023 und fiir die Uber-
mittlung der dazugehdrigen Bescheini-
gung richtet sich nach dem Achten Ab-
schnitt des Ersten Buchs der Strafpro-
zessordnung.

(2) Zustéandig fur den Erlass Eu-
ropaischer Sicherungsanordnungen
zum Zwecke der Strafvollstreckung nach
Artikel 4 Absatz 3 Buchstabe a der Ver-
ordnung (EU) 2023/1543 in der Fassung
vom 12. Juli 2023 und fiur die Ubermitt-
lung der dazugehdrigen Bescheinigung
sind die Staatsanwaltschaften.
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Gesetz Uber die Vergltung von
Sachverstandigen, Dolmetsche-
rinnen, Dolmetschern, Uberset-
zerinnen und Ubersetzern so-
wie die Entschadigung von eh-
renamtlichen Richterinnen, eh-
renamtlichen Richtern, Zeugin-
nen, Zeugen und Dritten

Gesetz Uber die Verglutung von
Sachverstandigen, Dolmetsche-
rinnen, Dolmetschern, Uberset-
zerinnen und Ubersetzern so-
wie die Entschadigung von eh-
renamtlichen Richterinnen, eh-
renamtlichen Richtern, Zeugin-
nen, Zeugen und Dritten

(Justizvergutungs- und -ent-
schadigungsgesetz - JVEG)
vom: 05.05.2004 - Zuletzt geéan-
dert durch Art. 10 G v. 7.4.2025
| Nr. 109
Anderung durch Art. 13 G v.
8.12.2025 I Nr. 318 mWv
1.1.2026 noch nicht berticksich-
tigt

(Justizvergttungs- und -ent-
schadigungsgesetz - JVEG)
vom: 05.05.2004 - Zuletzt geéan-
dert durch Art. 10 G v. 7.4.2025
| Nr. 109
Anderung durch Art. 13 G v.
8.12.2025 | Nr. 318 mWv
1.1.2026 noch nicht berticksich-
tigt

§23

§23

Entschadigung Dritter

Entschadigung Dritter

(1) Soweit von denjenigen, die Tele-
kommunikationsdienste erbringen oder da-
ran mitwirken (Telekommunikationsunter-
nehmen), Anordnungen zur Uberwachung
der Telekommunikation umgesetzt oder
AuskUlinfte erteilt werden, fur die in der An-
lage 3 zu diesem Gesetz besondere Ent-
schadigungen bestimmt sind, bemisst sich
die Entschadigung ausschlief3lich nach die-
ser Anlage.

(1) Soweit von denjenigen, die Tele-
kommunikationsdienste erbringen oder da-
ran mitwirken (Telekommunikationsunter-
nehmen), Anordnungen zur Uberwachung
der Telekommunikation oder Sicherungs-
anordnungen umgesetzt oder Auskiinfte
erteilt werden, fir die in der Anlage 3 zu
diesem Gesetz besondere Entschadigun-
gen bestimmt sind, bemisst sich die Ent-
schadigung ausschlief3lich nach dieser An-
lage.
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(2) Dritte, die aufgrund einer gerichtli-
chen Anordnung nach § 142 Abs. 1 Satz 1
oder 8§ 144 Abs. 1 der Zivilprozessordnung
oder nach § 17 Absatz 1 oder 2 des Kapi-
talanleger-Musterverfahrensgesetzes Ur-
kunden, sonstige Unterlagen oder andere
Gegenstande vorlegen oder deren Inau-
genscheinnahme dulden, sowie Dritte, die
aufgrund eines Beweiszwecken dienenden
Ersuchens der Strafverfolgungs- oder Ver-
folgungsbehdrde

(2) unverandert

1. Gegenstande herausgeben (8§ 95 Abs.
1, § 98a der Strafprozessordnung)
oder die Pflicht zur Herausgabe ent-
sprechend einer Anheimgabe der
Strafverfolgungs- oder Verfolgungsbe-
hoérde abwenden oder

2. inanderen als den in Absatz 1 genann-
ten Fallen Auskunft erteilen,

werden wie Zeugen entschadigt. Bedient
sich der Dritte eines Arbeitnehmers oder ei-
ner anderen Person, werden ihm die Auf-
wendungen daftr (§ 7) im Rahmen des §
22 ersetzt; 8§ 19 Abs. 2 und 3 gilt entspre-
chend. Die Satze 1 und 2 gelten auch in
den Fallen der Ermittlung von Amts wegen
nach § 26 des Gesetzes uber das Verfah-
ren in Familiensachen und in den Angele-
genheiten der freiwilligen Gerichtsbarkeit,
sofern der Dritte nicht kraft einer gesetzli-
chen Regelung zur Herausgabe oder Aus-
kunftserteilung verpflichtet ist.

(3) Die notwendige Benutzung einer
eigenen Datenverarbeitungsanlage fur
Zwecke der Rasterfahndung wird entschéa-
digt, wenn die Investitionssumme fir die im
Einzelfall benutzte Hard- und Software zu-
sammen mehr als 10 000 Euro betragt. Die
Entschadigung betragt

(3) unverandert

1. bei einer Investitionssumme von mehr
als 10 000 bis 25 000 Euro fur jede
Stunde der Benutzung 5 Euro; die ge-
samte Benutzungsdauer ist auf volle
Stunden aufzurunden;

2. Dbei sonstigen Datenverarbeitungsanla-
gen
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a) neben der Entschadigung nach
Absatz 2 fir jede Stunde der Be-
nutzung der Anlage bei der Ent-
wicklung eines fir den Einzelfall
erforderlichen, besonderen An-
wendungsprogramms 10 Euro und

b) fir die tbrige Dauer der Benut-
zung einschlieBlich des hierbei er-
forderlichen Personalaufwands ein
Zehnmillionstel der Investitions-
summe je Sekunde fir die Zeit, in
der die Zentraleinheit belegt ist
(CPU-Sekunde), hochstens 0,30
Euro je CPU-Sekunde.

Die Investitionssumme und die verbrauchte
CPU-Zeit sind glaubhaft zu machen.

(4) Der eigenen elektronischen Daten- (4) unverandert
verarbeitungsanlage steht eine fremde
gleich, wenn die durch die Auskunftsertei-
lung entstandenen direkt zurechenbaren
Kosten (8§ 7) nicht sicher feststellbar sind.

Anlage 3 Anlage 3
(zu 8 23 Absatz 1) (zu 8 23 Absatz 1)
(Fundstelle: BGBI. 2025 I Nr. 109, S.22—- |unverandert

24)
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Nr. ‘ Tatigkeit Hoéhe

Allgemeine Vorbemerkung:

(1) Die Entschadigung nach dieser Anlage schlief3t alle mit der Erledigung des Ersuchens der
Strafverfolgungsbehérde verbundenen Tatigkeiten des Telekommunikationsunternehmens sowie
etwa anfallende sonstige Aufwendungen (8§ 7 JVEG) ein.

(2) Fur Leistungen, die die Strafverfolgungsbehdrden Uber eine zentrale Kontaktstelle des General-
bundesanwalts, des Bundeskriminalamtes, der Bundespolizei oder des Zollkriminalamtes oder tber
entsprechende fir ein Land oder fur mehrere Lander zustédndige Kontaktstellen anfordern und ab-
rechnen, erméagigen sich die Entschadigungsbetrdge nach den Nummern 100, 101, 200 bis 202, 300
bis 308 und 400 bis 402 um 20 Prozent.

(3) Eine Entschadigung nach dieser Anlage wird auch dann gewdahrt, wenn das verpflichtete Tele-
kommunikationsunternehmen zugleich Verletzter der verfahrensgegenstandlichen Straftat ist.

Abschnitt 1 Uberwachung der Telekommunikation

Vorbemerkung 1:

(1) Die Vorschriften dieses Abschnitts gelten fir die Heranziehung im Zusammenhang mit Funkti-
onspriufungen der Aufzeichnungs- und Auswertungseinrichtungen der berechtigten Stellen entspre-
chend.

(2) Leitungskosten werden nur entschadigt, wenn die betreffende Leitung innerhalb des Uberwa-
chungszeitraums mindestens einmal zur Ubermittlung tberwachter Telekommunikation an die
Strafverfolgungsbehorde genutzt worden ist. Die Entschadigung erfolgt fiir den gesamten Uberwa-
chungszeitraum.

(3) Fiir die Uberwachung eines Zugangs zu einem elektronischen Postfach oder eines
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Anschlusses ohne Internetzugang richtet sich die Entschadigung fiir die Leitungskosten nach den

Nummern 102 bis 104. Fiir die Uberwachung eines Internetzugangsanschlusses richtet sich die Ent-

schadigung nach den Nummern 105 bis 107. Unter die Nummern 105 bis 107 fallen sowohl festnetz-

bezogene Internetzugangsanschliisse als auch die zur Erbringung des Internetzugangsdienstes ge-

nutzten Mobilfunkanschliisse sowie hierfiir genutzte drahtlose Anschlisse in lokalen Netzwerken.
(4) Auslandskopfiberwachungen werden gesondert entschadigt.

100 Umsetzung einer Anordnung zur Uberwachung der Telekommunika-
tion, unabhé&ngig von der Zahl der dem Anschluss zugeordneten
Kennungen: 95,00 €
je Anschluss

Mit der Entschadigung ist auch der Aufwand fir die Abschaltung
der MaBnahme entgolten.

101 Verlangerung einer MaRnahme zur Uberwachung der Telekommuni-
kation oder Umschaltung einer solchen MaBhahme auf Veranlas-

sung der Strafverfolgungsbehdrde auf einen anderen Anschluss 45,00 €
dieser Stelle

Leitungskosten fiir die Ubermittlung der zu iberwachenden Tele-
kommunikation:
fir jeden Uberwachten Anschluss,

102 —wenn die UberwachungsmaRnahme nicht langer als eine Woche 25,00 €
dauert
103 —wenn die UberwachungsmaRnahme langer als eine Woche, jedoch
nicht langer als zwei Wochen dauert 43,00 €
104 —wenn die UberwachungsmaRnahme langer als zwei Wochen dau-
ert: 77,00 €

je angefangenem Monat

Der iGiberwachte Anschluss dient der Erbringung eines Internetzu-
gangsdienstes:

105 — Die Entschadigung nach Nummer 102 betragt 78,00 €
106 — Die Entschadigung nach Nummer 103 betragt 133,00 €
107 — Die Entschadigung nach Nummer 104 betragt 241,00 €

Abschnitt 2 Auskiinfte Gber Bestandsdaten und Daten fiir Ersuchen der Sicherheitsbehdrden

Vorbemerkung 2:

Beinhalten die beauskunfteten Daten mehrere Rufnummern, Kennungen oder sonstige Bestands-
daten, die demselben Vertrag des Betroffenen mit dem angefragten Telekommunikationsunterneh-
men zugeordnet sind, handelt es sich nur um einen einzigen Kundendatensatz.

200 Auskunft Gber Bestandsdaten nach § 3 Nr. 6 TKG, sofern

1. die Auskunft nicht Uber das automatisierte Auskunftsverfahren
nach § 173 TKG erteilt werden kann und die Unmadglichkeit der Aus-
kunftserteilung auf diesem Wege nicht vom Unternehmen zu vertre-
ten ist und

2. fur die Erteilung der Auskunft nicht auf Verkehrsdaten zurtickge-
griffen werden muss:
je angefragtem Kundendatensatz 25,00 €

201 Auskunft iber Bestandsdaten, zu deren Erteilung auf Verkehrsdaten
zuruckgegriffen werden muss:

fur bis zu 10 in demselben Verfahren gleichzeitig angefragte Ken-
nungen, die der Auskunftserteilung zugrunde liegen 45,00 €

Bei mehr als 10 angefragten Kennungen wird die Pauschale fir je-
weils bis zu 10 weitere Kennungen erneut gewahrt. Kennung ist
auch eine IP-Adresse.

202 Auskunft Gber Daten fir Ersuchen der Sicherheitsbehtérden nach §
172 TKG, sofern die Auskunft nicht Gber das automatisierte Aus-
kunftsverfahren nach § 173 TKG erteilt werden kann und die Unmdg-
lichkeit der Auskunftserteilung auf diesem Wege nicht vom Unter-
nehmen zu vertreten ist: 15,00 €
je angefragtem Kundendatensatz

Abschnitt 3 Auskiinfte Uber Verkehrsdaten




-5-

300 Auskunft Uber gespeicherte Verkehrsdaten:
fur jede Kennung, die der Auskunftserteilung zugrunde liegt 25,00 €
Die Mitteilung der die Kennung betreffenden Standortdaten ist mit
abgegolten.
301 Die Auskunft wird im Fall der Nummer 300 aufgrund eines einheitli-
chen Ersuchens auch oder ausschlieBlich fir kiinftig anfallende Ver-
kehrsdaten zu bestimmten Zeitpunkten erteilt:
fir die zweite und jede weitere in dem Ersuchen verlangte Teilaus- 10,00 €
kunft
302 Auskunft Uber gespeicherte Verkehrsdaten fir eine von der Strafver-
folgungsbehdrde benannte Funkzelle (Funkzellenabfrage) 40,00 €
303 Auskunft Uber gespeicherte Verkehrsdaten fir mehr als eine von der
Strafverfolgungsbehérde benannte Funkzelle:
Die Pauschale 302 erhéht sich fiir jede weitere Funkzelle um 5,00 €
304 Auskunft Gber gespeicherte Verkehrsdaten in Fallen, in denen ledig-
lich Ort und Zeitraum bekannt sind:
Die Abfrage erfolgt fir einen durch eine Adresse bezeichneten 75,00 €
Standort
305 Die Auskunft erfolgt fur eine Flache:
Die Pauschale 304 betragt 190,00 €
306 Die Auskunft erfolgt fiir eine bestimmte Wegstrecke:
Die Pauschale 304 betragt fur jeweils angefangene 10 Kilometer 65,00 €
Lange
307 Umsetzung einer Anordnung zur Ubermittlung kiinftig anfallender
Verkehrsdaten in Echtzeit:
je Anschluss 95,00 €
Mit der Entschadigung ist auch der Aufwand fur die Abschaltung
der Ubermittlung und die Mitteilung der den Anschluss betreffenden
Standortdaten entgolten.
308 Verlangerung der MalRnahme im Fall der Nummer 307 45,00 €
Leitungskosten fiir die Ubermittlung der Verkehrsdaten in den Fal-
len der Nummern 307 und 308:
309 —wenn die angeordnete Ubermittlung nicht langer als eine Woche 9,00 €
dauert
310 —wenn die angeordnete Ubermittlung langer als eine Woche, aber
nicht langer als zwei Wochen dauert 18,00 €
311 —wenn die angeordnete Ubermittlung langer als zwei Wochen dau-
ert: 36,00 €
je angefangenem Monat
Abschnitt 4 Sonstige Auskinfte
400 Auskunft Uber den letzten dem Netz bekannten Standort eines mobi-
len Endgeréts oder Uber die postalische Adresse eines festnetzba-
sierten Anschlusses, auch anhand der IP-Adresse (Standortabfrage) 85,00 €
401 Auskunft Gber die Struktur von Funkzellen:
je Funkzelle 185,00 €
402 Auskunft Uber Daten, mittels derer der Zugriff auf Endgerate oder
Speichereinrichtungen geschutzt wird, die in diesen Endgeraten
oder hiervon raumlich getrennt eingesetzt werden (8§ 174 Abs. 1 Satz
2 TKG): 15,00 €
je Datum
Referentenentwurf
Nr. Tatigkeit Hoéhe

Allgemeine Vorbemerkung:
(1) Die Entschadigung nach dieser Anlage schlief3t alle mit der Erledigung des Ersuchens der Strafverfol-

gungsbehorde verbundenen Tatigkeiten des Telekommunikationsunternehmens sowie etwa anfallende

sonstige Aufwendungen (§ 7 JVEG) ein.
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(2) Fur Leistungen, die die Strafverfolgungsbehdérden Uber eine zentrale Kontaktstelle des Generalbun-
desanwalts, des Bundeskriminalamtes, der Bundespolizei oder des Zollkriminalamtes oder liber entspre-
chende fir ein Land oder fur mehrere Lander zustandige Kontaktstellen anfordern und abrechnen, ermani-
gen sich die Entschadigungsbetrage nach den Nummern 100, 101, 200 bis 202, 300 bis 308 und nach den
Abschnitten 4 bis 6 um 20 Prozent.

(3) Eine Entschadigung nach dieser Anlage wird auch dann gewéhrt, wenn das verpflichtete Telekommu-
nikationsunternehmen zugleich Verletzter der verfahrensgegenstandlichen Straftat ist.

Abschnitt 1 Uberwachung der Telekommunikation

Vorbemerkung 1:

(1) Die Vorschriften dieses Abschnitts gelten fiir die Heranziehung im Zusammenhang mit Funktionspri-
fungen der Aufzeichnungs- und Auswertungseinrichtungen der berechtigten Stellen entsprechend.

(2) Leitungskosten werden nur entschadigt, wenn die betreffende Leitung innerhalb des Uberwachungs-
zeitraums mindestens einmal zur Ubermittlung tiberwachter Telekommunikation an die Strafverfolgungsbe-
hoérde genutzt worden ist. Die Entschadigung erfolgt fiir den gesamten Uberwachungszeitraum.

(3) Fur die Uberwachung eines Zugangs zu einem elektronischen Postfach oder eines Anschlusses ohne
Internetzugang richtet sich die Entschadigung fur die Leitungskosten nach den Nummern 102 bis 104. Fur
die Uberwachung eines Internetzugangsanschlusses richtet sich die Entschadigung nach den Nummern
105 bis 107. Unter die Nummern 105 bis 107 fallen sowohl festnetzbezogene Internetzugangsanschliisse
als auch die zur Erbringung des Internetzugangsdienstes genutzten Mobilfunkanschliisse sowie hierfir ge-
nutzte drahtlose Anschliisse in lokalen Netzwerken.

(4) Auslandskopfuberwachungen werden gesondert entschadigt.

100 Umsetzung einer Anordnung zur Uberwachung der Telekommunika-
tion, unabhangig von der Zahl der dem Anschluss zugeordneten
Kennungen: 95,00 €
je Anschluss

Mit der Entschadigung ist auch der Aufwand fur die Abschaltung
der MaRRnahme entgolten.

101 Verlangerung einer MaRnahme zur Uberwachung der Telekommu-
nikation oder Umschaltung einer solchen MaRnahme auf Veranlas-
sung der Strafverfolgungsbehorde auf einen anderen Anschluss die- 45,00 €
ser Stelle

Leitungskosten fiir die Ubermittlung der zu tiberwachenden Tele-
kommunikation:
fur jeden Uberwachten Anschluss,

102 —wenn die UberwachungsmafRnahme nicht langer als eine Woche 25,00 €
dauert
103 —wenn die Uberwachungsmalnahme lianger als eine Woche, je-
doch nicht langer als zwei Wochen dauert 43,00 €
104 —wenn die UberwachungsmaRnahme ldnger als zwei Wochen dau-
ert: 77,00 €

je angefangenem Monat

Der uberwachte Anschluss dient der Erbringung eines Internetzu-
gangsdienstes:

105 — Die Entschadigung nach Nummer 102 betrégt 78,00 €
106 — Die Entschadigung nach Nummer 103 betragt 133,00 €
107 — Die Entschadigung nach Nummer 104 betréagt 241,00 €

Abschnitt 2 Auskiinfte Gber Bestandsdaten und Daten fur Ersuchen der Sicherheitsbehdrden

Vorbemerkung 2:

Beinhalten die beauskunfteten Daten mehrere Rufnummern, Kennungen oder sonstige Bestandsdaten, die
demselben Vertrag des Betroffenen mit dem angefragten Telekommunikationsunternehmen zugeordnet
sind, handelt es sich nur um einen einzigen Kundendatensatz.

200 Auskunft Giber Bestandsdaten nach § 3 Nr. 6 TKG, sofern

1. die Auskunft nicht Gber das automatisierte Auskunftsverfahren
nach § 173 TKG erteilt werden kann und die Unméglichkeit der Aus-
kunftserteilung auf diesem Wege nicht vom Unternehmen zu vertre-
ten ist und

2. fur die Erteilung der Auskunft nicht auf Verkehrsdaten zuriickge-
griffen werden muss:
je angefragtem Kundendatensatz 25,00 €
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201 Auskunft Uber Bestandsdaten, zu deren Erteilung auf Verkehrsdaten
zurlickgegriffen werden muss:

fur bis zu 3 in demselben Verfahren gleichzeitig angefragte Kennun-
gen, die der Auskunftserteilung zugrunde liegen.................. 15,00 €

Bei mehr als 3 angefragten Kennungen wird die Pauschale fir je-
weils bis zu 3 weitere Kennungen erneut gewahrt. Kennung ist auch
eine IP-Adresse.

Bei mehr als 10 angefragten Kennungen wird die Pauschale fir je-
weils bis zu 10 weitere Kennungen erneut gewahrt. Kennung ist
auch eine IP-Adresse.

202 Auskunft Gber Daten fiir Ersuchen der Sicherheitsbehérden nach 8
172 TKG, sofern die Auskunft nicht Uber das automatisierte Aus-
kunftsverfahren nach § 173 TKG erteilt werden kann und die Un-
moglichkeit der Auskunftserteilung auf diesem Wege nicht vom Un-
ternehmen zu vertreten ist: 15,00 €
je angefragtem Kundendatensatz

Abschnitt 3 Auskiinfte Giber Verkehrsdaten ohne vorausgegangene Sicherungsanordnung
Vorbemerkung 3:

Leitungskosten werden nur entschadigt, wenn die betreffende Leitung mindestens einmal zur Ubermittlung
von Verkehrsdaten genutzt worden ist. Die Entschadigung erfolgt fir den gesamten Ubermittlungszeitraum.

300 Auskunft tiber gespeicherte Verkehrsdaten:
fur jede Kennung, die der Auskunftserteilung zugrunde liegt 25,00 €
Die Mitteilung der die Kennung betreffenden Standortdaten ist mit
abgegolten.

301 Die Auskunft wird im Fall der Nummer 300 aufgrund eines einheitli-

chen Ersuchens auch oder ausschlieRlich fur kiinftig anfallende Ver-
kehrsdaten zu bestimmten Zeitpunkten erteilt:

fur die zweite und jede weitere in dem Ersuchen verlangte Teilaus- 10,00 €
kunft
302 Auskunft Uber gespeicherte Verkehrsdaten fir eine von der Straf-
verfolgungsbehodrde benannte Funkzelle (Funkzellenabfrage) 40,00 €
303 Auskunft Uber gespeicherte Verkehrsdaten fir mehr als eine von
der Strafverfolgungsbehdrde benannte Funkzelle:
Die Pauschale 302 erhoht sich fir jede weitere Funkzelle um 5,00 €
304 Auskunft Uber gespeicherte Verkehrsdaten in Fallen, in denen ledig-
lich Ort und Zeitraum bekannt sind:
Die Abfrage erfolgt fiir einen durch eine Adresse bezeichneten 75,00 €
Standort
305 Die Auskunft erfolgt flr eine Flache:
Die Pauschale 304 betragt 190,00 €
306 Die Auskunft erfolgt fir eine bestimmte Wegstrecke:
Die Pauschale 304 betragt fir jeweils angefangene 10 Kilometer 65,00 €
Lange
307 Umsetzung einer Anordnung zur Ubermittlung kiinftig anfallender
Verkehrsdaten in Echtzeit:
je Anschluss 95,00 €

Mit der Entschadigung ist auch der Aufwand fur die Abschaltung
der Ubermittlung und die Mitteilung der den Anschluss betreffenden
Standortdaten entgolten.

308 Verlangerung der Malnahme im Fall der Nummer 307 45,00 €

Leitungskosten fiir die Ubermittlung der Verkehrsdaten in den Fallen
der Nummern 307 und 308:

309 — wenn die angeordnete Ubermittlung nicht langer als eine Woche 9,00 €
dauert
310 — wenn die angeordnete Ubermittlung langer als eine Woche, aber

nicht langer als zwei Wochen dauert 18,00 €
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311

400

401

402

500

501

502

503

504

505

506

507

600

— wenn die angeordnete Ubermittiung langer als zwei Wochen dau-
ert:
je angefangenem Monat

36,00 €

Abschnitt 4 Sonstige Auskiinfte ohne vorausgegangene Sicherungsanordnung

Auskunft Giber den letzten dem Netz bekannten Standort eines mo-
bilen Endgerats oder iber die postalische Adresse eines festnetzba-
sierten Anschlusses, auch anhand der IP-Adresse (Standortab-
frage)

Auskunft Gber die Struktur von Funkzellen:
je Funkzelle

Auskunft Uber Daten, mittels derer der Zugriff auf Endgeréte oder
Speichereinrichtungen geschiitzt wird, die in diesen Endgeraten
oder hiervon raumlich getrennt eingesetzt werden (8§ 174 Abs. 1
Satz 2 TKG):

je Datum

Abschnitt 5 Sicherung von Daten

Sicherung von Verkehrsdaten:
fur jede Kennung, die der Sicherungsanordnung zugrunde liegt

Die Sicherung der die Kennung betreffenden Standortdaten ist mit abgegol-
ten.

Sicherung von Verkehrsdaten fir eine von der Strafverfolgungsbe-
hérde benannte Funkzelle ...................ooiiiiiinis

Sicherung von Verkehrsdaten fur mehr als eine von der Strafverfol-
gungsbehorde benannte Funkzelle:
Die Pauschale 501 erhoht sich fir jede weitere Funkzelle um.......

Sicherung von Verkehrsdaten in Féllen, in denen lediglich Ort und
Zeitraum bekannt sind:

Die Sicherung erfolgt fur einen bestimmten, durch eine Adresse be-
zeichneten Standort ...

Die Sicherung erfolgt fir eine Flache:
Die Entschadigung nach Nummer 503 betragt .......

Die Sicherung erfolgt fir eine bestimmte Wegstrecke:
Die Entschadigung nach Nummer 503 betragt fir jeweils angefan-
gene 10 Kilometer Lange ......

Sicherung der Daten des letzten dem Netz bekannten Standortes
eines Mobiltelefons.......

Verlangerung der Speicherung gesicherter Daten fir jeden der in
den Nummern 500, 501 und 503 bis 506 genannten Falle ....

Abschnitt 6 Auskinfte nach vorausgegangener Sicherungsanordnung

Auskunft iber Daten, soweit eine nach Abschnitt 5 zu entschadi-
gende Sicherungsanordnung vorausgegangen ist:
je Auskunftsersuchen ....

85,00 €

185,00 €

15,00 €

25,00 €

40,00 €

5,00 €

75,00 €

190,00 €

65,00 €

85,00 €

45,00 €

20,00 €
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Gesetz tber Ordnungswidrig-
keiten

Gesetz tber Ordnungswidrig-
keiten

(OWIG)
vom: 24.05.1968 - zuletzt gean-
dert durch Art. 9 G v. 8.12.2025
I Nr. 319
Anderung durch Art. 12 G v.
8.12.2025 | Nr. 319 mWv
1.1.2036 noch nicht berticksich-
tigt

(OWIG)
vom: 24.05.1968 - zuletzt gean-
dert durch Art. 9 G v. 8.12.2025
| Nr. 319
Anderung durch Art. 12 G v.
8.12.2025 | Nr. 319 mWv
1.1.2036 noch nicht bertcksich-
tigt

§ 46

§ 46

Anwendung der Vorschriften tGber das
Strafverfahren

Anwendung der Vorschriften tber das
Strafverfahren

(1) Fur das Bul3geldverfahren gelten,
soweit dieses Gesetz nichts anderes be-
stimmt, sinngemaf die Vorschriften der all-
gemeinen Gesetze Uber das Strafverfah-
ren, namentlich der Strafprozef3ordnung,
des Gerichtsverfassungsgesetzes und des
Jugendgerichtsgesetzes.

(1) unverandert

(2) Die Verfolgungsbehorde hat, so-
weit dieses Gesetz nichts anderes be-
stimmt, im Bul3geldverfahren dieselben
Rechte und Pflichten wie die Staatsanwalt-
schaft bei der Verfolgung von Straftaten.

(2) unverandert

(3) Anstaltsunterbringung, Verhaftung
und vorlaufige Festnahme, Beschlagnahme
von Postsendungen und Telegrammen so-
wie Auskunftsersuchen Uber Umstande, die
dem Post- und Fernmeldegeheimnis unter-
liegen, sind unzuléssig. § 160 Abs. 3 Satz
2 der Strafprozef3ordnung Uber die Ge-
richtshilfe ist nicht anzuwenden. Ein Klage-
erzwingungsverfahren findet nicht statt. Die
Vorschriften Uber die Beteiligung des Ver-
letzten am Verfahren und Uber das lander-
Ubergreifende staatsanwaltschatftliche Ver-
fahrensregister sind nicht anzuwenden;
dies gilt nicht fur 8 406e der Strafprozel3-
ordnung.

(3 unverandert




Geltendes Recht

Referentenentwurf

(4) 8 8laAbs. 1 Satz 2 der Strafpro-
zelRordnung ist mit der Einschrankung an-
zuwenden, dal3 nur die Entnahme von Blut-
proben und andere geringfugige Eingriffe
zulassig sind. Die Entnahme einer Blut-
probe bedarf abweichend von § 81a Absatz
2 Satz 1 der Strafprozessordnung keiner
richterlichen Anordnung, wenn bestimmte
Tatsachen den Verdacht begriinden, dass
eine Ordnungswidrigkeit begangen worden
ist

(4) unverandert

1. nach den 8§ 24a und 24c des StralRen-
verkehrsgesetzes oder

2. nach § 7 Absatz 1 des Binnenschiff-
fahrtsaufgabengesetzes in Verbindung
mit einer Vorschrift einer auf Grund
des § 3 Absatz 1 Satz 1 Nummer 1 des
Binnenschifffahrtsaufgabengesetzes
erlassenen Rechtsverordnung, sofern
diese Vorschrift das Verhalten im Ver-
kehr im Sinne des § 3 Absatz 1 Satz 1
Nummer 1 Buchstabe a Doppelbuch-
stabe aa des Binnenschifffahrtsaufga-
bengesetzes regelt.

In einem Strafverfahren entnommene Blut-
proben und sonstige Kdrperzellen, deren
Entnahme im Bul3geldverfahren nach Satz
1 zul&ssig gewesen ware, dirfen verwen-
det werden. Die Verwendung von Blutpro-
ben und sonstigen Kérperzellen zur Durch-
fihrung einer Untersuchung im Sinne des §
81e der Strafprozel3ordnung ist unzulassig.

(4a) 8 100j Absatz 1 Satz 1 Num-
mer 2 der Strafprozessordnung, auch in
Verbindung mit § 100j Absatz 2 der Straf-
prozessordnung, ist mit der Einschrankung
anzuwenden, dass die Erhebung von Be-
standsdaten nur zur Verfolgung von Ord-
nungswidrigkeiten zuldssig ist, die gegen-
Uber nattrlichen Personen mit GeldbulZen
im Hochstmald von mehr als fiinfzehntau-
send Euro bedroht sind.

(4a) § 100j Absatz 1 Nummer 2
der Strafprozessordnung, auch in Verbin-
dung mit 8 100j Absatz 2 der Strafprozess-
ordnung, ist mit der Einschrankung anzu-
wenden, dass die Erhebung von Bestands-
daten nur zur Verfolgung von Ordnungs-
widrigkeiten zuldssig ist, die gegentber na-
turlichen Personen mit GeldbufRen im
Hochstmal von mehr als finfzehntausend
Euro bedroht sind.
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(5) Die Anordnung der Vorfuihrung
des Betroffenen und der Zeugen, die einer
Ladung nicht nachkommen, bleibt dem
Richter vorbehalten. Die Haft zur Erzwin-
gung des Zeugnisses (8 70 Abs. 2 der
Strafprozessordnung) darf sechs Wochen
nicht dberschreiten.

(5) unverandert

(6) Im Verfahren gegen Jugendliche
und Heranwachsende kann von der Heran-
ziehung der Jugendgerichtshilfe (8§ 38 des
Jugendgerichtsgesetzes) abgesehen wer-
den, wenn ihre Mitwirkung flr die sachge-
mafe Durchfiihrung des Verfahrens ent-
behrlich ist.

(6) unverandert

(7) Im gerichtlichen Verfahren ent-
scheiden beim Amtsgericht Abteilungen fiir
BulRgeldsachen, beim Landgericht Kam-
mern fir BuR3geldsachen und beim Ober-
landesgericht sowie beim Bundesgerichts-
hof Senate flr BuR3geldsachen.

(7) unverandert

(8) Die Vorschriften zur Durchflihrung
des § 191a Absatz 1 Satz 1 bis 4 des Ge-
richtsverfassungsgesetzes im Bul3geldver-
fahren sind in der Rechtsverordnung nach
§ 191a Abs. 2 des Gerichtsverfassungsge-
setzes zu bestimmen.

(8 unverandert
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Telekommunikationsgesetz

Telekommunikationsgesetz

(TKG)
vom: 23.06.2021 - Zuletzt geéan-
dert durch Art. 25 G v.
2.12.2025 | Nr. 301

(TKG)
vom: 23.06.2021 - Zuletzt geén-
dert durch Art. 25 G v.
2.12.2025 I Nr. 301
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§175

§175

Verpflichtete; Entschadigung

Verarbeitungsbefugnis von Verkehrsda-
ten aufgrund von Sicherungsanordnun-
gen

(1) Die Verpflichtungen zur Speiche-
rung von Verkehrsdaten, zur Verwendung
der Daten und zur Datensicherheit nach
den 88 176 bis 181 beziehen sich auf An-
bieter offentlich zuganglicher Telekommu-
nikationsdienste fur Endnutzer, bei denen
es sich nicht um nummernunabhangige in-
terpersonelle Telekommunikationsdienste
handelt. Ein Anbieter nach Satz 1, der nicht
alle der nach MaRgabe der 88 176 bis 181
zu speichernden Daten selbst erzeugt oder
verarbeitet, hat

(1) Anbieter 6ffentlich zuganglicher
Telekommunikationsdienste diirfen Ver-
kehrsdaten verarbeiten, soweit dies zur
Erfillung einer Sicherungsanordnung
nach

1. sicherzustellen, dass die nicht von ihm
selbst bei der Erbringung seines
Dienstes erzeugten oder verarbeiteten
Daten gemaf 8§ 176 Absatz 1 gespei-
chert werden, und

1. 8100g Absatz 7 der Strafprozessord-
nung oder

2. der Bundesnetzagentur auf deren Ver-
langen unverziglich mitzuteilen, wer
diese Daten speichert.

2. der 8§ 10b Absatz 1 oder § 52 Absatz
3 des Bundeskriminalamtgesetzes

sowie eines jeweils darauf bezogenen
Auskunftsverlangens erforderlich ist.
Verkehrs-daten, die allein aufgrund ei-
ner Sicherungsanordnung gemaf Satz 1
gesichert wurden, dirfen nur im Rah-
men des jeweiligen Zwecks verwendet
werden.

(2) Fur notwendige Aufwendungen,
die den Verpflichteten durch die Umset-
zung der Vorgaben aus den 88 176, 178
bis 181 entstehen, ist eine angemessene
Entschadigung zu zahlen, soweit dies zur
Abwendung oder zum Ausgleich unbilliger
Harten geboten erscheint. Fir die Bemes-
sung der Entschadigung sind die tatsach-
lich entstandenen Kosten malRgebend.
Uber Antrage auf Entschadigung entschei-
det die Bundesnetzagentur.

(2) Verpflichtete einer Sicherungs-
anordnung gemaf Absatz 1 Satz 1 ha-
ben sicherzustellen, dass die nach Ab-
satz 1 gesicherten Verkehrsdaten
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durch technische und organisatori-
sche Malinahmen nach dem Stand
der Technik gegen unbefugte Kennt-
nisnahme und Verwendung ge-
schiitzt werden,

technisch wirksam getrennt von al-
len anderen beim Verpflichteten vor-
handenen Daten zu Anschlussinha-
bern durch eine abgesicherte und
zuverlassige Datenverarbeitungsein-
richtung gespeichert werden,

so gespeichert werden, dass die
Ubermittlung an eine Strafverfol-
gungsbehotrde, soweit diese die
Ubermittlung unter Berufung auf
eine gesetzliche Bestimmung ver-
langt, unverzuglich erfolgen kann,
und

nach dem Stand der Technik unver-
zuglich irreversibel geléscht wer-
den:

a) soweit sie an die anordnende
Stelle in Erfullung eines Aus-
kunftsverlangens Ubermittelt
werden, nach dieser Ubermitt-
lung,

b) im Ubrigen nach Ablauf der in
der Sicherungsanordnung ge-
nannten Frist.

Sie haben Uber das Vorliegen einer Si-
cherungsanordnung, einer hierzu ergan-
genen Herausgabeanordnung und tber
die auf dieser Grundlage erfolgte Daten-
tibermittlung gegentiber den Betroffe-
nen sowie Dritten Stillschweigen zu
wahren.
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(3) In der Rechtsverordnung nach §
170 Absatz 5 kdnnen Regelungen zur
naheren Ausgestaltung der Pflichten
nach Absatz 2 sowie zur Ubermittlung
der aufgrund von Sicherheitsanordnun-
gen gemal Absatz 1 Satz 1 gesicherten
Verkehrsdaten getroffen werden. Tech-
nische Einzelheiten zur Umsetzung die-
ser Pflichten werden in der Technischen
Richtlinie nach § 170 Absatz 6 festge-
legt. Anbieter 6ffentlich zuganglicher
Telekommunikationsdienste haben der
Bundesnetzagentur unverziglich nach
Aufnahme des Dienstes Unterlagen mit-
zuteilen, in denen dargestellt wird, wie
die Vorgaben nach Absatz 2 sowie der
Rechtsverordnung und der Technischen
Richtlinie nach Satz 1 und 2 in ihren An-
lagen umgesetzt werden. Anderungen
sind der Bundesnetzagentur unverzig-
lich mitzuteilen. Die Bundesnetzagentur
Uberprift regelmaRig die Umsetzung der
Vorgaben.

§176

§176

Pflichten zur Speicherung von Verkehrs-
daten

Speicherpflicht und Verwendungsbefug-
nis von Verkehrsdaten zur ldentifizie-
rung von Anschlussinhabern

(1) Diein 8 175 Absatz 1 Genannten
sind verpflichtet, Daten wie folgt im Inland
Zu speichern:

(2) Anbieter von Internetzu-
gangsdiensten sind verpflichtet, mit der
Zuweisung einer offentlichen Internet-
protokoll-Adresse an einen Anschlussin-
haber folgende Daten fir drei Monate zu
speichern:

1. Daten nach den Absatzen 2 und 3 flr
zehn Wochen,

1. die dem Anschlussinhaber fir eine
Internetverbindung zugewiesene, 6f-
fentliche Internetprotokoll-Adresse,

2. Standortdaten nach Absatz 4 fir vier
Wochen.

2. eine eindeutige Kennung des An-
schlusses, Uber den die Internetver-
bindung erfolgt, sowie eine zugewie-
sene Benutzerkennung,




Geltendes Recht

Referentenentwurf

3. das Datum und die sekundengenaue
Uhrzeit von Beginn und Ende der Zu-
weisung der Offentlichen Internet-
protokoll-Adressen an einen An-
schlussinhaber unter Angabe der je-
weils zugrunde liegenden Zeitzone
sowie

4. dieder Internetprotokoll-Adresse zu-
gehoérigen Porthnummern und weitere
Verkehrsdaten, soweit diese flr eine
Identifizierung des Anschlussinha-
bers anhand einer zu einem be-
stimmten Zeitpunkt zugewiesenen
Internetprotokoll-Adresse erforder-
lich sind.

Inhalte der Kommunikation, wie Daten
tber den Aufruf oder die Nutzung von an-
deren Telekommunikationsdiensten
oder digitalen Diensten, dirfen nicht auf-
grund dieser Vorschrift gespeichert wer-
den.

(2) Die Anbieter von Sprachkommuni-
kationsdiensten speichern

(2) Verpflichtete nach Absatz 1
haben sicherzustellen, dass die auf-
grund des Absatzes 1 gespeicherten Da-
ten

1. die Rufnummer oder eine andere Ken-
nung des anrufenden und des angeru-
fenen Anschlusses sowie bei Um- oder
Weiterschaltungen jedes weiteren be-
teiligten Anschlusses,

1. durch technische und organisatori-
sche MaflRnahmen nach dem Stand
der Technik gegen unbefugte Kennt-
nisnahme und Verwendung ge-
schitzt werden,

2. Datum und Uhrzeit von Beginn und
Ende der Verbindung unter Angabe
der zugrunde liegenden Zeitzone,

2. technisch wirksam getrennt von allen
anderen beim Verpflichteten vorhan-
denen Endnutzerdaten gespeichert
werden,

3. Angaben zu dem genutzten Dienst,
wenn im Rahmen des Sprachkommu-
nikationsdienstes unterschiedliche
Dienste genutzt werden kénnen,

3. sogespeichert werden, dass die Aus-
kunft an die berechtigten Stellen un-
verzuglich erfolgen kann, und

4. im Falle mobiler Sprachkommunikati-
onsdienste ferner

4. nach drei Monaten ab dem Zeitpunkt
des Endes der Zuweisung der offent-
lichen Internetprotokoll-Adresse un-
verzuglich nach dem Stand der Tech-
nik irreversibel geléscht werden.
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a) die internationale Kennung mobiler
Endnutzer fur den anrufenden und
den angerufenen Anschluss,

entfallt

b) die internationale Kennung des
anrufenden und des angerufenen
Endgerétes,

entfallt

c) Datum und Uhrzeit der ersten Akti-
vierung des Dienstes unter An-
gabe der zugrunde liegenden Zeit-
zone, wenn Dienste im Voraus be-
zahlt wurden,

entfallt

im Falle von Internet-Sprachkommuni-
kationsdiensten auch die Internetproto-
koll-Adressen des anrufenden und des
angerufenen Anschlusses und zuge-
wiesene Benutzerkennungen.

entfallt

Satz 1 gilt entsprechend

1.

bei der Ubermittlung einer Kurz-, Multi-
media- oder ahnlichen Nachricht; hier-
bei treten an die Stelle der Angaben
nach Satz 1 Nummer 2 die Zeitpunkte
der Versendung und des Empfangs
der Nachricht;

entfallt

fir unbeantwortete oder wegen eines
Eingriffs des Netzwerkmanagements
erfolglose Anrufe, soweit der Anbieter
offentlich zuganglicher Sprachkommu-
nikationsdienste die in Satz 1 genann-
ten Verkehrsdaten fur die in 8 9 des
Telekommunikation-Digitale-Dienste-
Datenschutz-Gesetzes genannten
Zwecke speichert oder protokolliert.

entfallt
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(3) Die Anbieter offentlich zugangli-
cher Internetzugangsdienste speichern

(3) Die aufgrund des Absatzes 1 ge-
speicherten Daten durfen flr eine Aus-
kunft nach § 174 Absatz 1 Satz 3 oder
far die Erfullung einer Europaischen
Herausgabeanordnung oder einer Euro-
paischen Sicherungsanordnung zur Er-
langung von Teilnehmerdaten gemaf
der Verordnung (EU) 2023/1543 verwen-
det werden, wobei ein leistungsfahiges
technisches Verfahren einzusetzen ist,
das die getrennte Speicherung nach Ab-
satz 2 Nummer 2 nicht beeintrachtigt.
Fur andere Zwecke durfen die aufgrund
des Absatzes 1 gespeicherten Daten
nicht verwendet werden. Fur Auskinfte
nach 8 174 Absatz 1 Satz 3 ist das leis-
tungsfahige technische Verfahren nach
§ 174 Absatz 7 zu verwenden.

1. die dem Endnutzer fur eine Internetnut-
zung zugewiesene Internetprotokoll-
Adresse,

entfallt

2. eine eindeutige Kennung des An-
schlusses, Uber den die Internetnut-
zung erfolgt, sowie eine zugewiesene
Benutzerkennung,

entfallt

3. Datum und Uhrzeit von Beginn und
Ende der Internetnutzung unter der zu-
gewiesenen Internetprotokoll-Adresse
unter Angabe der zugrunde liegenden
Zeitzone.

entfallt
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(4) Im Falle der Nutzung mobiler
Sprachkommunikationsdienste sind die Be-
zeichnungen der Funkzellen zu speichern,
die durch den anrufenden und den angeru-
fenen Anschluss bei Beginn der Verbin-
dung genutzt wurden. Bei 6ffentlich zu-
ganglichen Internetzugangsdiensten ist im
Falle der mobilen Nutzung die Bezeich-
nung der bei Beginn der Internetverbindung
genutzten Funkzelle zu speichern. Zusétz-
lich sind die Daten vorzuhalten, aus denen
sich die geografische Lage und die Haupt-
strahlrichtungen der die jeweilige Funkzelle
versorgenden Funkantennen ergeben.

(4) In der Rechtsverordnung nach §
170 Absatz 5 kdnnen Regelungen zur
naheren Ausgestaltung der Pflichten
nach Absatz 2, einschlief3lich Vorgaben
zu den eingesetzten Systemen, Verfah-
ren und technischen Einrichtungen zur
Speicherung der Daten nach Absatz 1,
getroffen werden. Technische Einzelhei-
ten zur Umsetzung dieser Pflichten wer-
den in der Technischen Richtlinie nach §
170 Absatz 6 festgelegt. Verpflichtete
nach Absatz 1 haben der Bundesnetza-
gentur unverziglich nach Aufnahme des
Dienstes Unterlagen mitzuteilen, in de-
nen dargestellt wird, wie die Vorgaben
nach Absatz 2 sowie der Rechtsverord-
nung und der Technischen Richtlinie
nach Satz 1 und 2 in ihren Anlagen um-
gesetzt werden. Anderungen sind der
Bundesnetzagentur unverzuglich mitzu-
teilen. Die Bundesnetzagentur Uberpruft
regelmaRig die Umsetzung der Vorga-
ben.

(5) Der Inhalt der Kommunikation, Da-
ten Uber aufgerufene Internetseiten und
Daten von Diensten der elektronischen
Post diurfen aufgrund dieser Vorschrift nicht
gespeichert werden.

entfallt

(6) Daten, die denin § 11 Absatz 5
des Telekommunikation-Digitale-Dienste-
Datenschutz-Gesetzes genannten Verbin-
dungen zugrunde liegen, durfen aufgrund
dieser Vorschrift nicht gespeichert werden.
Dies gilt entsprechend fur Telefonverbin-
dungen, die von denin § 11 Absatz 5 des
Telekommunikation-Digitale-Dienste-Da-
tenschutz-Gesetzes genannten Stellen
ausgehen. 8§ 11 Absatz 6 des Telekommu-
nikation-Digitale-Dienste-Datenschutz-Ge-
setzes gilt entsprechend.

entfallt

(7) Die Speicherung der Daten hat so
zu erfolgen, dass Auskunftsersuchen der
berechtigten Stellen unverziiglich beant-
wortet werden konnen.

entfallt
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(8) Der nach § 175 Absatz 1 Ver- entfallt

pflichtete hat die aufgrund des Absatzes 1

gespeicherten Daten unverziglich, spates-

tens jedoch binnen einer Woche nach Ab-

lauf der Speicherfristen nach Absatz 1, irre-

versibel zu l6schen oder die irreversible L6-

schung sicherzustellen.

8177 8177

Verwendung der Daten

(weggefallen)

(1) Die aufgrund des § 176 gespei-
cherten Daten dirfen

entfallt

1. an eine Strafverfolgungsbehérde Uber-
mittelt werden, soweit diese die Uber-
mittlung unter Berufung auf eine ge-
setzliche Bestimmung, die ihr eine Er-
hebung der in § 176 genannten Daten
zur Verfolgung besonders schwerer
Straftaten erlaubt, verlangt;

2. an eine Gefahrenabwehrbehérde der
Lander Ubermittelt werden, soweit
diese die Ubermittlung unter Berufung
auf eine gesetzliche Bestimmung, die
ihr eine Erhebung der in § 176 genann-
ten Daten zur Abwehr einer konkreten
Gefabhr fiir Leib, Leben oder Freiheit ei-
ner Person oder fur den Bestand des
Bundes oder eines Landes erlaubt,
verlangt;

3. durch den Anbieter 6ffentlich zugangli-
cher Telekommunikationsdienste ftr
eine Auskunft nach 8 174 Absatz 1
Satz 3 verwendet werden.

(2) Fur andere Zwecke als die in Ab-
satz 1 genannten dirfen die aufgrund des
§ 176 gespeicherten Daten von den nach §
175 Absatz 1 Verpflichteten nicht verwen-
det werden.

entfallt
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(3) Die Ubermittlung der Daten erfolgt
nach MaRRgabe der Rechtsverordnung nach
8 170 Absatz 5 und der Technischen Richt-
linie nach § 170 Absatz 6. Die Daten sind
so zu kennzeichnen, dass erkennbar ist,
dass es sich um Daten handelt, die nach §
176 gespeichert waren. Nach Ubermittlung
an eine andere Stelle ist die Kennzeich-
nung durch diese aufrechtzuerhalten.

entfallt

§178

§178

Gewabhrleistung der Sicherheit der Da-
ten

(weggefallen)

Der nach § 175 Absatz 1 Verpflichtete
hat sicherzustellen, dass die aufgrund der
Speicherpflicht nach § 176 Absatz 1 ge-
speicherten Daten durch technische und
organisatorische MaRhahmen nach dem
Stand der Technik gegen unbefugte Kennt-
nisnahme und Verwendung geschutzt wer-
den. Die MaRnahmen umfassen insbeson-
dere

entfallt

1. den Einsatz eines besonders sicheren
Verschliisselungsverfahrens,

2. die Speicherung in gesonderten, von
den fur die Ublichen betrieblichen Auf-
gaben getrennten Speichereinrichtun-
gen,

3. die Speicherung mit einem hohen
Schutz vor dem Zugriff aus dem Inter-
net auf vom Internet entkoppelten Da-
tenverarbeitungssystemen,

4. die Beschrankung des Zutritts zu den
Datenverarbeitungsanlagen auf Perso-
nen, die durch den Verpflichteten be-
sonders ermé&chtigt sind, und

5. die notwendige Mitwirkung von min-
destens zwei Personen beim Zugriff
auf die Daten, die dazu durch den Ver-
pflichteten besonders erméchtigt wor-
den sind.




-11 -

Geltendes Recht

Referentenentwurf

§179

§179

Protokollierung

(weggefallen)

(1) Der nach § 175 Absatz 1 Ver-
pflichtete hat sicherzustellen, dass fir Zwe-
cke der Datenschutzkontrolle jeder Zugriff,
insbesondere das Lesen, Kopieren, An-
dern, Loschen und Sperren der aufgrund
der Speicherpflicht nach § 176 Absatz 1
gespeicherten Daten protokolliert wird. Zu
protokollieren sind

entfallt

1. der Zeitpunkt des Zugriffs,

2. die auf die Daten zugreifenden Perso-
nen,

3. Zweck und Art des Zugriffs.

(2) Fur andere Zwecke als die der Da-
tenschutzkontrolle dirfen die Protokollda-
ten nicht verwendet werden.

entfallt

(3) Der nach § 175 Absatz 1 Ver-
pflichtete hat sicherzustellen, dass die Pro-
tokolldaten nach einem Jahr geléscht wer-
den.

§180

§ 180

Anforderungskatalog

(weggefallen)

(1) Beider Umsetzung der Verpflich-
tungen geman den 88 176 bis 179 ist ein
besonders hoher Standard der Datensi-
cherheit und Datenqualitat zu gewabhrleis-
ten. Die Einhaltung dieses Standards wird
vermutet, wenn alle Anforderungen des Ka-
talogs der technischen Vorkehrungen und
sonstigen MafRnahmen erfullt werden, den
die Bundesnetzagentur im Benehmen mit
dem Bundesamt flir Sicherheit in der Infor-
mationstechnik und der oder dem Bundes-
beauftragten fiir den Datenschutz und die
Informationsfreiheit erstellt.

entfallt




-12 -

Geltendes Recht

Referentenentwurf

(2) Die Bundesnetzagentur tberpruft
fortlaufend die im Katalog nach Absatz 1
Satz 2 enthaltenen Anforderungen; hierbei
berticksichtigt sie den Stand der Technik
und der Fachdiskussion. Stellt die Bundes-
netzagentur Anderungsbedarf fest, ist der
Katalog im Benehmen mit dem Bundesamt
fur Sicherheit in der Informationstechnik
und der oder dem Bundesbeauftragten fur
den Datenschutz und die Informationsfrei-
heit unverziglich anzupassen.

entfallt

(3) 8167 Absatz 1 Satz 3 gilt entspre-
chend. Der Anforderungskatalog wird von
der Bundesnetzagentur veréffentlicht. §
165 Absatz 9 Satz 1 und 5 gilt mit der Maf3-
gabe, dass an die Stelle der Anforderungen
nach 8§ 165 Absatz 1 bis 7 die Anforderun-
gen nach Absatz 1 Satz 1, 8 176 Absatz 7
und 8, 8§ 178 und § 179 Absatz 1 und 3 tre-
ten.

entfallt

§181

§181

Sicherheitskonzept

(weggefallen)

Der nach § 175 Absatz 1 Verpflichtete
hat in das Sicherheitskonzept nach § 166
zuséatzlich aufzunehmen,

entfallt

1. welche Systeme zur Erfillung der Ver-
pflichtungen aus den 88 176 bis 179
betrieben werden,

2. von welchen Gefahrdungen fiir diese
Systeme auszugehen ist und

3. welche technischen Vorkehrungen
oder sonstigen Maf3nahmen getroffen
oder geplant sind, um diesen Gefahr-
dungen entgegenzuwirken und die
Verpflichtungen aus den 88§ 176 bis
179 zu erfillen.
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Der nach 8§ 175 Absatz 1 Verpflichtete hat
der Bundesnetzagentur das Sicherheits-
konzept unverziglich nach dem Beginn der
Speicherung nach 8§ 176 und unverztiglich
bei jeder Anderung des Konzepts vorzule-
gen. Bleibt das Sicherheitskonzept unver-
andert, hat der nach § 175 Absatz 1 Ver-
pflichtete dies gegenuber der Bundesnetz-
agentur im Abstand von jeweils zwei Jah-
ren schriftlich zu erklaren.

§ 228

§ 228

BuRgeldvorschriften

BuRgeldvaorschriften

(1) Ordnungswidrig handelt, wer vor-
satzlich oder leichtfertig einer vollziehbaren
Anordnung nach § 203 Absatz 4 Satz 1
Nummer 2 zuwiderhandelt.

(1) unverandert

(2) Ordnungswidrig handelt, wer vor-
satzlich oder fahrlassig

(2) Ordnungswidrig handelt, wer vor-

satzlich oder fahrlassig

1. entgegen 8 4 eine Information nicht,
nicht richtig, nicht vollstandig oder nicht
rechtzeitig zur Verfiigung stellt,

1.

unverandert

2. entgegen 8 5 Absatz 1 eine Meldung
nicht, nicht richtig, nicht vollstandig,
nicht in der vorgeschriebenen Weise
oder nicht rechtzeitig macht,

2.

unverandert

3. einer vollziehbaren Anordnung nach

3.

unverandert

a) 8§19 Absatz 1 Satz 1 in Verbin-
dung mit § 18 Absatz 1 Satz 1
zweiter Halbsatz Nummer 2 oder
3,825 Absatz 1, 2 oder 3 Satz 1,
8 29 Absatz 4 Satz 2, §8 38 Absatz
4 Satz 1 oder 2, § 44 Absatz 3
Satz 2, auch in Verbindung mit §
46 Absatz 6, 8 46 Absatz 5, § 47
Absatz 1 Satz 1, § 49 Absatz 2
erster Halbsatz, 8 50 Absatz 4
Satz 1, § 161 Absatz 2 Satz 1 oder
Absatz 3 Satz 1 oder § 188 Absatz
1,

b) & 47 Absatz 3, 8 104 oder § 203
Absatz 2 Satz 1 Nummer 1 oder
Satz 3 oder
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c) 858 Absatz5 Satz 2, § 123 Ab-
satz 1, 2 Satz 1 oder 2, Absatz 3
Satz 1, Absatz 4 oder 5, 8§ 149 Ab-
satz 2 Satz 1 oder § 166 Absatz 2
Satz 2 oder Absatz 4 Satz 1

zuwiderhandelt,

entgegen

4,

unverandert

a) 8§34 Absatz 1,

b) 8§45 Absatz 1 oder § 76 Absatz 2
Nummer 4 oder

c) 8111 Absatz 1 Nummer 1

eine Anzeige nicht oder nicht rechtzei-
tig erstattet,

ohne Genehmigung nach § 38 Absatz
1 Satz 1 ein Entgelt erhebt,

unverandert

einer Rechtsverordnung nach § 52 Ab-
satz 4 oder 8§ 108 Absatz 6 Satz 1 oder
einer vollziehbaren Anordnung auf-
grund einer solchen Rechtsverordnung
zuwiderhandelt, soweit die Rechtsver-
ordnung flr einen bestimmten Tatbe-
stand auf diese Bul3geldvorschrift ver-
weist,

unverandert

entgegen § 54 Absatz 3 Satz 1, auch
in Verbindung mit § 54 Absatz 3 Satz
3, eine Vertragszusammenfassung
nicht oder nicht rechtzeitig zur Verfu-
gung stellt,

unverandert

entgegen 8 55 Absatz 1 eine Informa-
tion nicht, nicht richtig, nicht vollstéandig
oder nicht rechtzeitig zur Verfiigung
stellt,

unverandert

entgegen 8§ 57 Absatz 2 Satz 1 den
Endnutzer nicht oder nicht rechtzeitig
unterrichtet,

unverandert

10.

entgegen 8 58 Absatz 2 Satz 1 eine
Dokumentation nicht oder nicht recht-
zeitig erstellt,

10. unverandert
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11.

entgegen § 59 Absatz 2 Satz 1 nicht si-
cherstellt, dass die Leistung beim An-
bieterwechsel gegeniiber dem Endnut-
zer nicht unterbrochen wird,

11.

unverandert

12.

entgegen § 59 Absatz 2 Satz 3 den Te-
lekommunikationsdienst unterbricht,

12.

unverandert

13.

entgegen § 61 Absatz 3 Satz 1 eine
Leistung ganz oder teilweise verwei-
gert,

13.

unverandert

14.

entgegen § 73 Absatz 3 Satz 1 den
Anschluss einer Telekommunikations-
endeinrichtung verweigert,

14.

unverandert

15.

entgegen § 73 Absatz 3 Satz 3 die Zu-
gangsdaten oder eine Information
nicht, nicht richtig, nicht vollstandig,
nicht in der vorgeschriebenen Weise
oder nicht rechtzeitig zur Verfiigung
stellt,

15.

unverandert

16.

entgegen § 74 Absatz 5 eine Leistung
anbietet,

16.

unverandert

17.

ohne Frequenzzuteilung nach § 91 Ab-
satz 1 Satz 1 eine Frequenz nutzt,

17.

unverandert

18.

ohne Ubertragung nach § 95 Absatz 2
Satz 1 ein deutsches Orbit- oder Fre-
quenznutzungsrecht ausiibt,

18.

unverandert

19.

einer vollziehbaren Auflage nach § 99
Absatz 3 Satz 1 Nummer 1 zuwider-
handelt,

19.

unverandert

20.

entgegen § 109 Absatz 1 Satz 1 oder
2, Absatz 2 Satz 1 oder Absatz 3 eine
Angabe nicht, nicht richtig oder nicht
vollstandig macht,

20.

unverandert

21.

entgegen § 109 Absatz 2 Satz 3 die
Preisangabe zeitlich kirzer anzeigt,

21.

unverandert

22.

entgegen 8 110 Absatz 1, auch in Ver-
bindung mit 8 110 Absatz 2 Satz 1
oder 2, Absatz 3 Satz 1 oder Absatz 4
Satz 1 oder 2, einen dort genannten
Preis nicht, nicht richtig, nicht vollstan-
dig oder nicht rechtzeitig ansagt,

22.

unverandert
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23.

entgegen § 112 Absatz 1, 2, 4 oder 5
Satz 1 einen Preis erhebt,

23.

unverandert

24.

entgegen § 113 Absatz 1 Satz 1, auch
in Verbindung mit § 113 Absatz 1 Satz
2, eine Verbindung nicht oder nicht
rechtzeitig trennt,

24.

unverandert

25.

entgegen § 114 Absatz 1 oder 3 Satz 2
einen dort genannten Dialer einsetzt,

25.

unverandert

26.

entgegen § 115 Absatz 1 eine Warte-
schleife einsetzt,

26.

unverandert

27.

entgegen § 115 Absatz 2 Satz 1 nicht
sicherstellt, dass der Anrufende infor-
miert wird,

27.

unverandert

28.

entgegen § 119 Absatz 1 Satz 2 einen
R-Gesprachsdienst anbietet,

28.

unverandert

29.

entgegen § 120 Absatz 1 Satz 1, auch
in Verbindung mit § 120 Absatz 5 Satz
1, nicht sicherstellt, dass eine vollstan-
dige Rufnummer tbermittelt und ge-
kennzeichnet wird,

29.

unverandert

30.

entgegen § 120 Absatz 1 Satz 3, auch
in Verbindung mit § 120 Absatz 5 Satz
1, oder entgegen 8 120 Absatz 2 Satz
1 oder 3 eine dort genannte Rufnum-
mer aufsetzt oder Ubermittelt,

30.

unverandert

31.

entgegen § 120 Absatz 1 Satz 4, auch
in Verbindung mit § 120 Absatz 5 Satz
1, eine Ubermittelte Rufnummer veran-
dert,

31.

unverandert

32.

entgegen § 120 Absatz 3 Satz 1 nicht
sicherstellt, dass eine dort genannte
Rufnummer nicht als Rufnummer des
Anrufers Ubermittelt oder angezeigt
wird,

32.

unverandert

33.

entgegen 8 120 Absatz 4 Satz 1 nicht
sicherstellt, dass eine dort genannte
Rufnummer nur in den dort genannten
Fallen angezeigt wird,

33.

unverandert

34.

entgegen 8 120 Absatz 4 Satz 2 erster
Halbsatz nicht sicherstellt, dass der
Eintrittsweg gekennzeichnet wird,

34.

unverandert
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35. entgegen § 164 Absatz 1 Satz 2, auch
in Verbindung mit 8§ 164 Absatz 2 oder
einer Rechtsverordnung nach § 164
Absatz 5 Satz 1 Nummer 2, nicht si-
cherstellt, dass eine Notrufverbindung
hergestellt wird,

35. unverandert

36. entgegen § 164 Absatz 1 Satz 3, auch
in Verbindung mit § 164 Absatz 2 oder
einer Rechtsverordnung nach § 164
Absatz 5 Satz 1 Nummer 3, oder ent-
gegen 8§ 164 Absatz 4 Satz 1 nicht si-
cherstellt, dass die Rufnummer oder
die dort genannten Daten Ubermittelt

werden,

36. unverandert

37. entgegen § 164 Absatz 3 Satz 1, auch
in Verbindung mit einer Rechtsverord-
nung nach 8§ 164 Absatz 5 Nummer 6,
nicht sicherstellt, dass eine dort ge-

nannte Notrufverbindung méglich ist,

37.unverandert

37a. entgegen § 164a Absatz 1 Nummer
1, auch in Verbindung mit einer
Rechtsverordnung nach 8§ 164a Absatz
4 Nummer 1, 2 oder 3, eine dort ge-
nannte Einrichtung nicht oder nicht

richtig vorhalt,

37a. unverandert

37b. entgegen § 164a Absatz 1 Nummer
2, auch in Verbindung mit einer
Rechtsverordnung nach 8§ 164a Absatz
4 Nummer 1, 2 oder 3, eine dort ge-

nannte Aussendung nicht sicherstellt,

37b. unverandert

37c.einer vollziehbaren Anordnung nach §
164a Absatz 2, auch in Verbindung mit
einer Rechtsverordnung nach § 164a
Absatz 4 Nummer 1, 2 oder 3, zuwider-
handelt,

37ccunverandert

38. entgegen 8§ 166 Absatz 2 Satz 1 oder
Absatz 4 Satz 2 oder § 181 Satz 2 ein
Sicherheitskonzept nicht, nicht richtig,
nicht vollstandig oder nicht rechtzeitig
vorlegt,

38. entgegen § 166 Absatz 2 Satz 1 oder
Absatz 4 Satz 2 ein Sicherheitskonzept
nicht, nicht richtig, nicht vollstandig
oder nicht rechtzeitig vorlegt,
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39.

entgegen § 168 Absatz 1 Satz 1, § 170
Absatz 1 Nummer 3 Buchstabe a, Ab-
satz 2 Nummer 2 oder Absatz 3 Satz 1
oder § 175 Absatz 1 Satz 2 Nummer 2
eine Meldung oder Mitteilung nicht,
nicht richtig, nicht vollstandig oder nicht
rechtzeitig macht,

39.

entgegen § 168 Absatz 1 Satz 1, § 170
Absatz 1 Nummer 3 Buchstabe a, Ab-
satz 2 Nummer 2 oder Absatz 3 Satz
1, 8 175 Absatz 3 Satz 3 oder 4 oder
8 176 Absatz 4 Satz 3 oder 4 eine
Mitteilung nicht, nicht richtig, nicht voll-
standig oder nicht rechtzeitig macht,

40.

entgegen § 169 Absatz 1 Satz 1 oder 2
oder Absatz 5 Satz 1 eine Benachrich-
tigung nicht, nicht richtig, nicht vollstan-
dig oder nicht rechtzeitig vornimmt,

40.

unverandert

41.

entgegen § 169 Absatz 3 Satz 1 das
dort genannte Verzeichnis nicht, nicht
richtig oder nicht vollstéandig fuhrt,

41.

unverandert

42.

entgegen § 170 Absatz 1 Satz 1 Num-
mer 1 in Verbindung mit einer Rechts-
verordnung nach § 170 Absatz 5 Num-
mer 1 Buchstabe a eine technische
Einrichtung nicht vorhalt oder eine or-
ganisatorische Vorkehrung nicht trifft,

42.

unverandert

43.

entgegen § 170 Absatz 1 Satz 1 Num-
mer 2 in Verbindung mit einer Rechts-
verordnung nach § 170 Absatz 5 Num-
mer 1 Buchstabe a eine Steuerungs-
moglichkeit nicht oder nicht rechtzeitig
bereitstellt oder eine Steuerung nicht
oder nicht rechtzeitig erméglicht,

43.

unverandert

44,

entgegen § 170 Absatz 1 Satz 1 Num-
mer 3 Buchstabe b einen Zustellungs-
bevollmachtigten im Inland nicht oder
nicht rechtzeitig benennt,

44.

unverandert

45.

entgegen § 170 Absatz 1 Satz 1 Num-
mer 5 eine Prifung nicht gestattet,

45.

unverandert

46.

entgegen 8 170 Absatz 1 Satz 1 Num-
mer 6 die Aufstellung oder den Betrieb
eines dort genannten technischen Mit-
tels nicht duldet oder den Zugang zu
einem solchen technischen Mittel nicht
gewahrt,

46.

unverandert

47.

entgegen § 170 Absatz 8 Satz 3 einen
Mangel nicht oder nicht rechtzeitig be-
seitigt,

47.

unverandert
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48.

entgegen 8§ 170 Absatz 9 Satz 1 einen
Netzabschlusspunkt nicht, nicht in der
vorgeschriebenen Weise oder nicht
rechtzeitig bereitstellt,

48.

unverandert

49.

entgegen § 172 Absatz 1 Satz 1, auch
in Verbindung mit § 172 Absatz 3, oder
entgegen § 172 Absatz 4 dort ge-
nannte Daten nicht, nicht richtig, nicht
vollstandig oder nicht rechtzeitig er-
hebt, nicht, nicht richtig, nicht vollstan-
dig oder nicht rechtzeitig speichert
oder nicht, nicht richtig, nicht vollstan-
dig oder nicht rechtzeitig berichtigt,

49.

unverandert

50.

entgegen § 172 Absatz 2 Satz 1 die
Richtigkeit der Daten nicht, nicht rich-
tig, nicht vollstandig oder nicht recht-
zeitig Uberpruft,

50.

unverandert

51.

entgegen § 172 Absatz 5 Satz 2 un-
richtige Daten verwendet oder verar-
beitet,

51.

unverandert

52.

entgegen § 172 Absatz 5 Satz 3 eine
Anderung nicht, nicht richtig, nicht voll-
standig oder nicht rechtzeitig Gbermit-
telt,

52.

unverandert

53.

entgegen § 172 Absatz 6 Daten nicht
oder nicht rechtzeitig ldscht,

53.

unverandert

54.

entgegen § 173 Absatz 2 Satz 1 Num-
mer 1 nicht gewahrleistet, dass die
Bundesnetzagentur jederzeit und auto-
matisiert Daten aus den Kundenda-
teien abrufen kann,

54.

unverandert

55.

entgegen § 173 Absatz 2 Satz 2 nicht
sicherstellt, dass ihm die abgerufenen
Daten nicht zur Kenntnis gelangen
kdénnen,

55.

unverandert

56.

entgegen § 174 Absatz 6 Satz 2 Still-
schweigen nicht wahrt,

56.

entgegen 8§ 174 Absatz 6 Satz 1 Daten
nicht, nicht richtig, nicht vollstandig
oder nicht rechtzeitig Ubermittelt,

57.

entgegen § 174 Absatz 6 Satz 2 oder
§ 175 Absatz 2 Satz 2 Stillschweigen
nicht wahrt,
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57.

entgegen § 176 Absatz 8 Daten nicht
oder nicht rechtzeitig I6scht oder die
Ldschung nicht sicherstellt,

58.

entgegen 8 175 Absatz 2 Satz 1 Num-
mer 1, 2 oder 3 oder § 176 Absatz 2
Nummer 1, 2 oder 3 nicht sicherstellt,
dass Daten geschitzt und in der
dort genannten Weise gespeichert
werden,

58.

entgegen § 177 Absatz 2 oder § 179
Absatz 2 dort genannte Daten fiir an-
dere als die dort genannten Zwecke
verwendet,

59.

entgegen § 177 Absatz 2 oder § 179 A
entgegen 8§ 175 Absatz 2 Satz 1 Num-
mer 4 oder § 176 Absatz 2 Nummer
4 nicht sicherstellt, dass Daten ge-
I6scht werden,

59.

entgegen § 178 Satz 1 nicht sicher-
stellt, dass Daten geschiitzt werden,

60.

entgegen § 176 Absatz 1 Satz 1 Daten
nicht oder nicht fir die vorgeschrie-
bene Dauer speichert,

60.

entgegen § 179 Absatz 1 Satz 1 nicht
sicherstellt, dass jeder Zugriff protokol-
liert wird,

61.

unverandert

61.

entgegen § 182 Absatz 1 Satz 1, § 183
Absatz 1 Satz 2 oder § 190 Absatz 1
Satz 2 eine Auskunft nicht, nicht rich-
tig, nicht vollstandig oder nicht recht-
zeitig erteilt,

62.

unverandert

62.

entgegen § 185 Absatz 1 einen Tele-
kommunikationsdienst, den Netzbe-
trieb oder eine Dienstleistung nicht auf-
rechterhalt,

63.

unverandert

63.

entgegen § 186 Absatz 1 einen An-
schluss oder einen Ubertragungsweg
nicht oder nicht rechtzeitig bereitstellt
oder nicht oder nicht rechtzeitig ent-
stort oder eine Datenlbertragungsrate
nicht oder nicht rechtzeitig erweitert,

64.

unverandert

64.

entgegen § 187 Absatz 2 Satz 1 eine
Vorkehrung nicht oder nicht rechtzeitig
trifft,

65.

unverandert

65.

entgegen § 187 Absatz 2 Satz 2 eine
Vorkehrung nicht oder nicht rechtzeitig
aufhebt,

66.

unverandert

66.

entgegen 8 187 Absatz 2 Satz 3 eine
Information nicht, nicht richtig oder
nicht rechtzeitig gibt,

67.

unverandert

67.

entgegen 8 190 Absatz 1 Satz 5 eine
Uberprifung nicht duldet oder

68.

unverandert
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68. entgegen § 203 Absatz 1 Satz 1 eine
Information nicht, nicht richtig, nicht
vollsténdig oder nicht rechtzeitig zur
Verfligung stellt.

69. unverandert

(3) Ordnungswidrig handelt, wer ge-
gen die Verordnung (EU) Nr. 531/2012 des
Europaischen Parlaments und des Rates
vom 13. Juni 2012 Gber das Roaming in 6f-
fentlichen Mobilfunknetzen in der Union
(ABI. L 172 vom 30.6.2012, S. 10), die zu-
letzt durch die Verordnung (EU) 2017/920
(ABI. L 147 vom 9.6.2017, S. 1) geandert
worden ist, verstof3t, indem er vorsatzlich
oder fahrlassig

(3 unverandert

1. entgegen Artikel 3 Absatz 5 Satz 2 ei-
nen Entwurf nicht oder nicht rechtzeitig
vorlegt,

2. entgegen Artikel 5 Absatz 1 Satz 2 ei-
nem dort genannten Antrag nicht oder
nicht unverziglich nach Zugang des
Antrags nachkommt,

3. entgegen Artikel 6a ein dort genanntes
Entgelt berechnet,

4. entgegen Artikel 6e Absatz 1 Unterab-
satz 2 Satz 1 einen Aufschlag erhebt,

5. entgegen Artikel 6e Absatz 1 Unterab-
satz 3 Satz 1 oder 3 ein Entgelt nicht
richtig abrechnet,

6. entgegen Artikel 6e Absatz 1 Unterab-
satz 3 Satz 2 eine andere Mindestab-
rechnungsdauer zugrunde legt,

7. entgegen Artikel 11 ein technisches
Merkmal veréndert,

8. entgegen Artikel 14 Absatz 1 Unterab-
satz 1 eine dort genannte Preisinfor-
mation nicht, nicht richtig, nicht voll-
sténdig, nicht in der vorgeschriebenen
Weise oder nicht rechtzeitig bereitstellt,

9. entgegen Artikel 15 Absatz 2a Satz 1
in Verbindung mit Satz 2 eine Mittei-
lung nicht oder nicht rechtzeitig versen-
det,
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10. entgegen Artikel 15 Absatz 3 Unterab-
satz 6 Satz 1 nicht sicherstellt, dass
eine dort genannte Meldung tbermittelt
wird,

11. entgegen Artikel 15 Absatz 3 Unterab-
satz 7 Satz 3 die Erbringung oder In-
rechnungstellung eines dort genannten
Dienstes nicht oder nicht rechtzeitig
einstellt,

12. entgegen Artikel 15 Absatz 3 Unterab-
satz 8 eine dort genannte Anderung
nicht oder nicht rechtzeitig vornimmt
oder

13. entgegen Artikel 16 Absatz 4 Satz 2
eine Information nicht, nicht richtig,
nicht vollstandig oder nicht rechtzeitig
Ubermittelt.

(4) Ordnungswidrig handelt, wer ge-
gen die Verordnung (EU) 2015/2120 des
Europaischen Parlaments und des Rates
vom 25. November 2015 Uber MaRnahmen
zum Zugang zum offenen Internet und zu
Endkundenentgelten fiir regulierte intra-
EU-Kommunikation sowie zur Anderung
der Richtlinie 2002/22/EG und der Verord-
nung (EU) Nr. 531/2012 (ABI. L 310 vom
26.11.2015, S. 1), die zuletzt durch die Ver-
ordnung (EU) 2018/1971 (ABI. L 321 vom
17.12.2018, S. 1) geéndert worden ist, ver-
stofdt, indem er vorsatzlich oder fahrlassig

(4) unverandert

1. entgegen Artikel 3 Absatz 2 als Anbie-
ter von Internetzugangsdiensten eine
Vereinbarung trifft oder eine Ge-
schéaftspraxis anwendet,

2. entgegen Artikel 3 Absatz 3 Unterab-
satz 3 erster Halbsatz eine dort ge-
nannte Verkehrsmanagementmal3-
nahme anwendet,

3. entgegen Artikel 4 Absatz 1 Unterab-
satz 1 Satz 1 nicht sicherstellt, dass
ein dort genannter Vertrag die dort ge-
nannten Angaben enthalt,

4. einer vollziehbaren Anordnung nach
Artikel 5 Absatz 1 Unterabsatz 1 Satz 2
zuwiderhandelt,
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5. entgegen Artikel 5 Absatz 2 eine dort
genannte Information nicht, nicht rich-
tig, nicht vollstandig oder nicht recht-
zeitig vorlegt oder nicht, nicht richtig,
nicht vollstandig oder nicht rechtzeitig
Ubermittelt,

6. entgegen Artikel 5a Absatz 2 Satz 2 ei-
nen Verbraucher nicht, nicht richtig,
nicht vollstandig oder nicht rechtzeitig
unterrichtet oder

7. entgegen Artikel 5a Absatz 5 Satz 1,
auch in Verbindung mit Satz 3, als An-
bieter regulierter intra-EU-Kommunika-
tion eine dort genannte Obergrenze
nicht, nicht richtig oder nicht rechtzeitig
festlegt.

(5) Ordnungswidrig handelt, wer als
Anbieter regulierter intra-EU-Kommunika-
tion nach Artikel 2 Absatz 2 Nummer 3 der
Verordnung (EU) 2015/2120 vorsatzlich
oder fahrlassig

(5) unverandert

1. gegenuber einem Verbraucher einen
Endkundenpreis berechnet, der den in
Artikel 5a Absatz 1 der Verordnung
(EU) 2015/2120 genannten Endkun-
denpreis Uberschreitet,

2. nicht sicherstellt, dass ein in Artikel 5a
Absatz 3 der Verordnung (EU)
2015/2120 genannter Tarifwechsel
durchgeflihrt wird, oder

3. nicht sicherstellt, dass ein Verbraucher
geman Artikel 5a Absatz 4 der Verord-
nung (EU) 2015/2120 aus einem oder
in einen dort genannten Tarif kostenfrei
wechseln kann.
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(6) Ordnungswidrig handelt, wer ge-
gen die Verordnung (EU) 2018/302 des Eu-
ropaischen Parlaments und des Rates vom
28. Februar 2018 Uber MalRnahmen gegen
ungerechtfertigtes Geoblocking und andere
Formen der Diskriminierung aufgrund der
Staatsangehorigkeit, des Wohnsitzes oder
des Ortes der Niederlassung des Kunden
innerhalb des Binnenmarkts und zur Ande-
rung der Verordnungen (EG) Nr.
2006/2004 und (EU) 2017/2394 sowie der
Richtlinie 2009/22/EG (ABI. L 60l vom
2.3.2018, S. 1) verstoRt, indem er vorsatz-
lich oder fahrlassig

(6) unverandert

1. entgegen Artikel 3 Absatz 1 einen Zu-
gang zur Online-Benutzeroberflache
sperrt oder beschrankt,

2. entgegen Artikel 3 Absatz 2 Unterab-
satz 1 einen Kunden zu einer dort ge-
nannten Version der Online-Benutzer-
oberflache weiterleitet,

3. entgegen Artikel 4 Absatz 1 unter-
schiedliche Allgemeine Geschéftsbe-
dingungen anwendet oder

4. entgegen Artikel 5 Absatz 1 unter-
schiedliche Bedingungen fir einen
Zahlungsvorgang anwendet.

(7) Die Ordnungswidrigkeit kann ge-
ahndet werden

(7) Die Ordnungswidrigkeit kann ge-

ahndet werden

1. inden Fallen des

1.

unverandert

a) Absatzes 2 Nummer 19,

b) Absatzes 3 Nummer 3 und 4 und
des Absatzes 5 Nummer 1 und

c) Absatzes 4 Nummer 1, 2 und 4

mit einer Geldbuf3e bis zu einer Million
Euro,

2. inden Fallen des Absatzes 2 Nummer
3 Buchstabe a, Nummer 4 Buchstabe
a, Nummer 17, 42, 43, 47, 54 und 57
bis 59 mit einer GeldbuRRe bis zu flnf-
hunderttausend Euro,

in den Fallen des Absatzes 2 Nummer
3 Buchstabe a, Nummer 4 Buchstabe
a, Nummer 17, 42, 43, 47, 54 und 58
bis 60 mit einer GeldbulRe bis zu flnf-
hunderttausend Euro,
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3. inden Fallen des Absatzes 2 Nummer | 3.
10, 37 bis 38, 46, 49, 50, 53 und 60
und des Absatzes 6 mit einer Geld-
bulRe von bis zu dreihunderttausend
Euro,

in den Fallen des Absatzes 2 Nummer
10, 37 bis 38, 46, 49, 50, 53 und des
Absatzes 6 mit einer Geldbuf3e von bis
Zu dreihunderttausend Euro,

4. in den Fallen des Absatzes 2 Nummer |4.
3 Buchstabe ¢, Nummer 6 bis 8, 14 bis
16, 20 bis 36, 40, 61, 63 bis 66 und 68,
des Absatzes 3 Nummer 1, 2 und 8,
des Absatzes 4 Nummer 3 und 6 und
des Absatzes 5 Nummer 2 und 3 mit
einer GeldbuRRe bis zu einhunderttau-
send Euro,

unverandert

5. inden Fallen des Absatzes 2 Nummer |5.
11, 18 und 56 mit einer GeldbufRe bis
zu funfzigtausend Euro und

in den Fallen des Absatzes 2 Nummer
11, 18 und 57 mit einer GeldbufRe bis
zu flnfzigtausend Euro und

6. in den Ubrigen Fallen der Absatze 1 bis | 6.
4 mit einer Geldbul3e bis zu zehntau-
send Euro.

unverandert

(8) Bei einer juristischen Person oder
Personenvereinigung mit einem durch-
schnittlichen Jahresumsatz von mehr als

(8 unverandert

1. 50 Millionen Euro kann abweichend
von Absatz 7 Nummer 1 Buchstabe a
in Verbindung mit § 30 Absatz 2 Satz 2
des Gesetzes tber Ordnungswidrigkei-
ten eine Ordnungswidrigkeit nach Ab-
satz 2 Nummer 19 in Verbindung mit 8§
30 Absatz 1 des Gesetzes uber Ord-
nungswidrigkeiten mit einer GeldbuRRe
bis zu 2 Prozent,

2. 100 Millionen Euro kann abweichend
von Absatz 7 Nummer 1 Buchstabe ¢
in Verbindung mit § 30 Absatz 2 Satz 2
des Gesetzes tber Ordnungswidrigkei-
ten eine Ordnungswidrigkeit nach Ab-
satz 4 Nummer 1, 2 oder 4, jeweils in
Verbindung mit 8 30 Absatz 1 des Ge-
setzes uber Ordnungswidrigkeiten, mit
einer Geldbule bis zu 1 Prozent
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des durchschnittlichen Jahresumsatzes ge-
ahndet werden, der von der juristischen
Person oder Personenvereinigung weltweit
in den letzten drei Geschéftsjahren erzielt
wurde, die der Behdrdenentscheidung vo-
rausgehen. In den durchschnittlichen Jah-
resumsatz nach Satz 1 sind die durch-
schnittlichen Jahresumsatze aller Unter-
nehmen einzubeziehen, die mit der juristi-
schen Person oder Personenvereinigung
nach 8 3 Nummer 69 verbunden oder zu-
sammengeschlossen sind. Der durch-
schnittliche Jahresumsatz kann geschatzt
werden.

(9) Verwaltungsbehérde im Sinne des
§ 36 Absatz 1 Nummer 1 des Gesetzes
Uber Ordnungswidrigkeiten ist die Bundes-
netzagentur.

(9) unverandert

(10) Die Bundesnetzagentur ist zustan-
dige Vollstreckungsbehérde fur das Verfah-
ren wegen der Festsetzung einer Geld-
buf3e. Die Vollstreckung der im gerichtli-
chen Ordnungswidrigkeitenverfahren ver-
hangten Geldbul3e und des Geldbetrages,
dessen Einziehung nach § 29a des Geset-
zes Uber Ordnungswidrigkeiten angeordnet
wurde, erfolgt durch die Bundesnetzagen-
tur als Vollstreckungsbehoérde aufgrund ei-
ner von dem Urkundsbeamten der Ge-
schéaftsstelle des Gerichts zu erteilenden,
mit der Bescheinigung der Vollstreckbarkeit
versehenen beglaubigten Abschrift der Ur-
teilsformel entsprechend den Vorschriften
Uber die Vollstreckung von BuRgeldbe-
scheiden. Die Geldbuf3en und die Geldbe-
trage, deren Einziehung nach § 29a des
Gesetzes tiber Ordnungswidrigkeiten ange-
ordnet wurde, flieBen der Bundeskasse zu,
die auch die der Staatskasse auferlegten
Kosten tragt.

(10Q)unverandert




-27 -

Geltendes Recht

Referentenentwurf

§ 230

§ 230

Ubergangsvorschriften

Ubergangsvorschriften

(1) Bestehende Frequenz- und Num-
mernzuteilungen sowie Wegerechte, die im
Rahmen des § 8 des Telekommunikations-
gesetzes vom 25. Juli 1996 (BGBI. | S.
1120) erteilt wurden, bleiben wirksam. Das
Gleiche gilt auch fur vorher erworbene
Rechte, die eine Frequenznutzung gewéah-
ren.

(1) unverandert

(2) Rechte und Verpflichtungen, die
aufgrund des Telekommunikationsgesetzes
vom 25. Juli 1996 oder vom 22. Juni 2004
(BGBI. 1 S. 1190) erlassen worden sind,
gelten als Rechte und Verpflichtungen
nach diesem Gesetz im Sinne der 88 202
und 212.

(2) unverandert

(3) Festlegungen, die tber Marktdefi-
nitionen und -analysen nach 8§ 10 und 11
des Telekommunikationsgesetzes vom 22.
Juni 2004 (BGBI. | S. 1190) getroffen wor-
den sind, gelten als Festlegungen nach §8
10 und 11 dieses Gesetzes.

(3 unverandert

(4) 8 71 Absatz 2 ist bis zum 30. Juni
2024 nicht anzuwenden, wenn der Tele-
kommunikationsdienst im Rahmen des
Miet- und Pachtverhéaltnisses erbracht wird
und die Gegenleistung ausschlie3lich als
Betriebskosten abgerechnet wird.

(4) unverandert

(5) Jede Partei kann einen vor dem 1.
Dezember 2021 geschlossenen Bezugs-
vertrag uber die Belieferung von Gebauden
oder in den Gebauden befindlichen
Wohneinheiten mit Telekommunikations-
diensten wegen der Beschrankung der Um-
lagefahigkeit nach § 2 Satz 1 Nummer 15
Buchstabe a und b der Betriebskostenver-
ordnung friihestens mit Wirkung ab dem 1.
Juli 2024 ohne Einhaltung einer Kundi-
gungsfrist kiindigen, soweit die Parteien fur
diesen Fall nichts anderes vereinbart ha-
ben. Die Kundigung berechtigt den ande-
ren Teil nicht zum Schadensersatz.

(5) unverandert
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(6) Bis zum Inkrafttreten einer Preis-
festlegung fur Premium-Dienste, Aus-
kunftsdienste oder Massenverkehrsdienste
nach § 123 Absatz 7 gilt § 109 mit der
Maf3gabe, dass der fur die Inanspruch-
nahme dieser Dienste zu zahlende Preis
fur Anrufe aus den Festnetzen mit dem
Hinweis auf die Mdglichkeit abweichender
Preise fir Anrufe aus den Mobilfunknetzen
anzugeben ist, soweit fur Anrufe aus den
Mobilfunknetzen Preise gelten, die von den
Preisen fir Anrufe aus den Festnetzen ab-
weichen.

(6) unverandert

(7) Bis zum Inkrafttreten einer Preis-
festlegung fur Massenverkehrsdienste
nach § 123 Absatz 7 gilt § 110 Absatz 3 mit
der Mal3gabe, dass der Diensteanbieter
dem Endnutzer den fir die Inanspruch-
nahme des Dienstes zu zahlenden Preis
fur Anrufe aus den Festnetzen mit dem
Hinweis auf die Moglichkeit abweichender
Preise fur Anrufe aus den Mobilfunknetzen
unmittelbar im Anschluss an die Inan-
spruchnahme des Dienstes anzusagen hat;
dies gilt auch, wenn der Preis 1 Euro pro
Minute oder Inanspruchnahme Ubersteigt.

(7) unverandert

(8) Die Vorgaben des § 120 Absatz 3
und 4 sind spatestens ab dem 1. Dezem-
ber 2022 zu erflllen.

(8 unverandert

(9) Die Bundesnetzagentur kann ab-
weichend von § 172 Absatz 2 Satz 4 und 5
festlegen, dass flr eine von ihr zu bestim-
mende Ubergangszeit von nicht mehr als
zwolf Monaten nach Inkrafttreten dieses
Gesetzes auf das Erfordernis eines vorheri-
gen Konformitatsnachweises verzichtet
werden kann.

(9) unverandert
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(10) Die von der Bundesnetzagentur
vor Inkrafttreten dieses Gesetzes gemaR §
6 Absatz 1 Satz 2 des Post- und Telekom-
munikationssicherstellungsgesetzes vom
24. Mérz 2011 (BGBI. | S. 506, 941), das
zuletzt durch Artikel 12 Absatz 3 des Ge-
setzes vom 21. Dezember 2020 (BGBI. | S.
3229) geandert worden ist, getroffenen
Festlegungen bleiben wirksam, bis sie
durch neue Festlegungen nach § 186 Ab-
satz 2 Satz 2 ersetzt werden. Bescheini-
gungen, die nach § 6 Absatz 2 Satz 2 des
Post- und Telekommunikationssicherstel-
lungsgesetzes ausgestellt wurden, gelten
bis zum Ablauf der zehnjahrigen oder ver-
merkten kirzeren Geltungsdauer fort.

(10)unveréandert

(11) Die bei der Bundesnetzagentur
zum Zeitpunkt des Inkrafttretens dieses
Gesetzes gemal’ § 77a Absatz 2 in Verbin-
dung mit Absatz 1 Satz 1 des Telekommu-
nikationsgesetzes vom 25. Juli 1996 oder
vom 22. Juni 2004 (BGBI. | S. 1190) vorlie-
genden Informationen dirfen von der zent-
ralen Informationsstelle des Bundes nach
MaRgabe der Einsichtnahmebedingungen
gemal § 77a Absatz 3 Satz 4, 8 77b Ab-
satz 6 Satz 3 und § 77h Absatz 6 Satz 3
des Telekommunikationsgesetzes vom 22.
Juni 2004 auch nach Inkrafttreten dieses
Gesetzes weiterverwendet werden, bis
eine Neuverpflichtung gemaf § 79 Absatz
2 herbeigefiihrt wurde.

(I1)unveréandert

(12) Die Vorgaben nach § 165 Absatz
3 und § 171 sind spatestens ab dem 1. De-
zember 2022 zu erfillen.

(12unverandert

(13) Die Zulassigkeit des Rechtsmittels
gegen eine gerichtliche Entscheidung rich-
tet sich nach den bisher geltenden Vor-
schriften, wenn die gerichtliche Entschei-
dung vor dem Inkrafttreten dieses Geset-
zes verkindet oder von Amts wegen an-
stelle einer Verkiindung zugestellt worden
ist.

(I3) unverandert

(14) Auf vor dem Inkrafttreten dieses
Gesetzes gestellte Antrage nach § 99 Ab-
satz 2 der Verwaltungsgerichtsordnung
sind die bisherigen Vorschriften anwend-
bar.

(14)unveréandert
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(15) Die 88 6, 7 Absatz 2 und § 8 in der
ab dem 1. Dezember 2021 geltenden Fas-
sung sind erstmals auf Jahresfinanzbe-
richte sowie Tatigkeitsabschlusse fir das
nach dem 31. Dezember 2020 beginnende
Geschéftsjahr anzuwenden.

(5)unveréandert

(16) Die Vorgaben des § 176 sind
spatestens ab dem ... [einsetzen: sechs
Monate nach dem Datum des Inkrafttre-
tens nach Artikel 13 dieses Gesetzes] zu
erfullen.
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Verordnung tber die techni-
sche und organisatorische Um-
setzung von MalRnahmen zur
Uberwachung der Telekommu-
nikation

Verordnung tber die techni-
sche und organisatorische Um-
setzung von MalRnahmen zur
Uberwachung der Telekommu-
nikation

(Telekommunikations-Uberwa-
chungsverordnung - TKUV)
vom: 03.11.2005 - Zuletzt geéan-
dert durch Art. 33 G v. 6.5.2024
| Nr. 149

(Telekommunikations-Uberwa-
chungsverordnung - TKUV)
vom: 03.11.2005 - Zuletzt geéan-
dert durch Art. 33 G v. 6.5.2024
| Nr. 149

§2

§2

Begriffsbestimmungen

Begriffsbestimmungen

Im Sinne dieser Verordnung ist

Im Sinne dieser Verordnung ist

1. Anordnung

1. Anordnung

a) im Sinne der Teile 2 und 3 die An-
ordnung zur Uberwachung der Te-
lekommunikation nach § 100e der
Strafprozessordnung, 8§ 10 des Ar-
tikel 10-Gesetzes, § 74 des Zoll-
fahndungsdienstgesetzes, § 51
des Bundeskriminalamtgesetzes,
§ 25 Absatz 1 Satz 1 des BND-
Gesetzes oder nach Landesrecht
und

a) unverandert
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b) im Sinne des Teils 4 die Anord-
nung zur Erteilung von Auskinften
Uber Verkehrsdaten nach § 100g
in Verbindung mit § 101a Absatz 1
der Strafprozessordnung, § 8a Ab-
satz 1 Satz 1 Nummer 4 des Bun-
desverfassungsschutzgesetzes,
auch in Verbindung mit § 4a des
MAD-Gesetzes oder § 3 des BND-
Gesetzes, § 52 des Bundeskrimi-
nalamtgesetzes, § 77 des Zoll-
fahndungsdienstgesetzes oder
nach Landesrecht;

b) im Sinne des Teils 4 die Anord-
nung zur Erteilung von Auskinften
Uber Verkehrsdaten nach § 100g
Absatz 1 bis 4 in Verbindung mit
§ 101a Absatz 1 Satz 1 Nummer
1 der Strafprozessordnung, § 20
Absatz 1 Satz 1 Nummer 5in
Verbindung mit § 22 Absatz 1
Satz 1 Nummer 6 und Absatz 2
des MAD-Gesetzes, 8§ 8a Absatz
1 Satz 1 Nummer 4 des Bundes-
verfassungsschutzgesetzes, auch
in Verbindung mit 8 3 des BND-
Gesetzes, 8 52 des Bundeskrimi-
nalamtgesetzes, § 77 des Zoll-
fahndungsdienstgesetzes oder
nach Landesrecht;

Aufzeichnungsanschluss

2.

unverandert

der Telekommunikationsanschluss ei-
ner berechtigten Stelle, an den deren
Aufzeichnungs- und Auswertungsein-
richtungen angeschlossen werden
(Netzabschlusspunkt im Sinne von §
170 Absatz 9 des Telekommunikati-
onsgesetzes);

2a.

Aufzeichnungs- und Auswertungsein-
richtung

2a. unverandert

die technische Einrichtung einer be-
rechtigten Stelle, die an Aufzeich-
nungsanschliisse angeschlossen wird
und der Aufzeichnung, technischen
Aufbereitung und Auswertung der
Uberwachungskopie dient;

berechtigte Stelle

3.

berechtigte Stelle

a) im Sinne der Teile 2 und 3 die
nach § 100a Absatz 4 Satz 1 der
Strafprozessordnung, 8 1 Absatz 1
Nummer 1 des Artikel 10-Geset-
zes, § 72 Absatz 1 des Zollfahn-
dungsdienstgesetzes, § 51 Absatz
6 Satz 1 des Bundeskriminalamt-
gesetzes, den 88 19, 24 oder 26
des BND-Gesetzes oder nach
Landesrecht auf Grund der jeweili-
gen Anordnung zur Uberwachung
und Aufzeichnung der Telekom-
munikation berechtigte Stelle und

a) unverandert
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b)

im Sinne des Teils 4 die Stelle,

b)

im Sinne des Teils 4 die Stelle, die
nach § 100g in Verbindung mit §
101a Absatz 1 und 5 sowie §
100a Absatz 4 Satz 1 der Straf-
prozessordnung, § 20 Absatz 1
Satz 1 Nummer 5 des MAD-Ge-
setzes, § 8a Absatz 1 Satz 1
Nummer 4 des Bundesverfas-
sungsschutzgesetzes, auch in
Verbindung mit § 3 des BND-Ge-
setzes, 8 52 des Bundeskrimi-
nalamtgesetzes, 8§ 25 Absatz 1
des Bundespolizeigesetzes, §
77 des Zollfahndungsdienstge-
setzes oder nach Landesrecht
auf Grund der jeweiligen Anord-
nung berechtigt ist, Auskunfts-
verlangen Uber Verkehrsdaten
gemal § 3 Nummer 70 des Tele-
kommunikationsgesetzes zu
stellen;

aa) die nach § 101la Absatz 1 in
Verbindung mit 8 100a Absatz
4 Satz 1 der Strafprozessord-
nung, § 8a Absatz 1 Satz 1
Nummer 4 des Bundesverfas-
sungsschutzgesetzes, auch in
Verbindung mit § 4a des
MAD-Gesetzes oder § 3 des
BND-Gesetzes, § 52 des Bun-
deskriminalamtgesetzes, 8§ 77
des Zollfahndungsdienstge-
setzes oder nach Landesrecht
auf Grund der jeweiligen An-
ordnung berechtigt ist, Aus-
kunftsverlangen Uber nach
den 88 9 und 12 des Tele-
kommunikation-Digitale-
Dienste-Datenschutz-Geset-
zes erhobene Verkehrsdaten
zu stellen, oder

entfallt

bb) der nach § 177 Absatz 1
Nummer 1 oder 2 des Tele-
kommunikationsgesetzes
Auskunfte Uber nach § 176
des Telekommunikationsge-
setzes gespeicherte Verkehrs-

daten erteilt werden durfen;

entfallt

4.

Betreiber einer Telekommunikations-
anlage

4.

unverandert
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das Unternehmen, das die tatsachliche
Kontrolle tiber die Funktionen einer Te-
lekommunikationsanlage ausubt;

(weggefallen)

5. unveréandert

Endgerat

6. unverandert

die technische Einrichtung, mittels de-
rer ein Nutzer einen Telekommunikati-
onsanschluss zur Abwicklung seiner
Telekommunikation nutzt;

Pufferung

7. unverandert

die kurzzeitige Zwischenspeicherung
von Informationen zur Vermeidung von
Informationsverlusten wahrend sys-
tembedingter Wartezeiten;

Referenznummer

8. unveréandert

die von der berechtigten Stelle vorge-
gebene eindeutige, auch nichtnumeri-
sche Bezeichnung der Uberwachungs-
maflnahme oder des Auskunftsverlan-
gens, die auch die Bezeichnung der
berechtigten Stelle enthalt;

Speichereinrichtung

9. unveréandert

eine netzseitige Einrichtung zur Spei-
cherung von Telekommunikation, die
einem Nutzer zugeordnet ist;

10.

Telekommunikationsanschluss

10. unverandert

der durch eine Rufnummer oder an-
dere Adressierungsangabe eindeutig
bezeichnete Zugang zu einer Telekom-
munikationsanlage, der es einem Nut-
zer ermd@glicht, Telekommunikations-
dienste zu nutzen;

11.

Ubergabepunkt

11. unverandert

der Punkt der technischen Einrichtun-
gen des Verpflichteten, an dem er die
Uberwachungskopie bereitstellt; der
Ubergabepunkt kann als systeminter-
ner Ubergabepunkt gestaltet sein, der
am Ort der Telekommunikationsanlage
nicht physikalisch dargestellt ist;
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12.

Ubertragungsweg, der dem unmittelba-
ren nutzerbezogenen Zugang zum In-
ternet dient

12. unverandert

die Verbindung zwischen dem Endge-
rat eines Internet-Nutzers und dem
Netzknoten, der den Koppelpunkt zum
Internet enthalt, soweit nicht die Ver-
mittlungsfunktion eines Netzknotens
genutzt wird, der dem Zugang zum
Sprachkommunikationsdienst dient;

13.

Uberwachungseinrichtung

13. unverandert

die fur die technische Umsetzung von
Anordnungen erforderlichen techni-
schen Einrichtungen des Betreibers ei-
ner Telekommunikationsanlage ein-
schlie3lich der zugehorigen Pro-
gramme und Daten;

14.

Uberwachungskopie

14. unverandert

das vom Verpflichteten auf Grund einer
Anordnung auszuleitende und an die
Aufzeichnungs- und Auswertungsein-
richtung zu Ubermittelnde Doppel der
zu Uberwachenden Telekommunika-
tion;

15.

Uberwachungsmafinahme

15. unverandert

eine MaRnahme zur Uberwachung der
Telekommunikation nach § 100a Ab-
satz 1 Satz 1 der Strafprozessordnung,
den 88 3, 5 oder 8 des Artikel 10-Ge-
setzes, 8§ 72 Absatz 1, 2 und 4 des
Zollfahndungsdienstgesetzes, § 51 Ab-
satz 1 des Bundeskriminalamtgeset-
zes, den 88 19, 24 oder 26 des BND-
Gesetzes oder nach Landesrecht;

16.

Verpflichteter

16. unverandert

wer nach dieser Verordnung techni-
sche oder organisatorische Vorkehrun-
gen zur Umsetzung von Anordnungen
zu treffen hat;

17.

zu Uberwachende Kennung

17. unverandert
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a) das technische Merkmal, durch
das die zu tberwachende Tele-
kommunikation in der Telekommu-
nikationsanlage des Verpflichteten
gekennzeichnet ist,

b) im Falle von Ubertragungswegen,
die dem unmittelbaren nutzerbezo-
genen Zugang zum Internet die-
nen, oder im Falle des § 5 oder
des § 8 des Artikel 10-Gesetzes
die Bezeichnung des Ubertra-
gungswegs, oder

c) im Falle der 88 19, 24 oder 26 des
BND-Gesetzes die Bezeichnung
des Telekommunikationsnetzes
einschlieB3lich der fur die Umset-
zung der Anordnung erforderli-
chen, in der Technischen Richtli-
nie nach § 170 Absatz 6 des Tele-
kommunikationsgesetzes festge-
legten technischen Parameter;

18. Zuordnungsnummer

18. unverandert

das vom Verpflichteten zu vergebende
eindeutige, auch nichtnumerische Zu-
ordnungsmerkmal, auf Grund dessen
Teile der Uberwachungskopie und die
zugehorigen Daten einander zweifels-
frei zugeordnet werden kdnnen.

§30

§ 30

Kreis der Verpflichteten

Kreis der Verpflichteten

Die Vorschriften dieses Teils gelten fiir

Die Vorschriften dieses Teils gelten fir

1. die Betreiber von Telekommunikations-|{1. unveréandert
anlagen, mit denen offentlich zugéngli-
che Telekommunikationsdienste er-
bracht werden, sowie

2. die Anbieter von offentlich zugangli- 2. unveréandert

chen Telekommunikationsdiensten
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in dem Umfang, in dem diese ihre Dienste
fur Endnutzer erbringen. § 170 Absatz 2
des Telekommunikationsgesetzes gilt ent-
sprechend fur die nach Satz 1 Verpflichte-
ten, die nur Teile von Telekommunikations-
anlagen nach Satz 1 Nummer 1 betreiben
oder die o6ffentlich zugangliche Telekom-
munikationsdienste erbringen, ohne hierfiir
Telekommunikationsanlagen zu betreiben.

in dem Umfang, in dem diese ihre Dienste
fur Endnutzer erbringen.

§32

§32

Auskunfte Uber zuriuckliegende Ver-
kehrsdaten, zuktlinftige Verkehrsdaten,
Verkehrsdaten in Echtzeit

Auskinfte Gber zuriickliegende Ver-
kehrsdaten, zukinftige Verkehrsdaten,
Verkehrsdaten in Echtzeit

(1) Die nach § 30 Verpflichteten ha-
ben Ausklnfte auf Grundlage der nach den
Vorschriften des Telekommunikationsge-
setzes gespeicherten und zum Zeitpunkt
der Auskunftserteilung vorhandenen Daten
zu erteilen. Dabei haben sie stets alle dem
Auskunftsverlangen zuzuordnenden Da-
tensatze bereitzustellen, die ihnen zum
Zeitpunkt der Auskunftserteilung vorliegen.
Datenséatze, die erst nach einer technisch
bedingten Wartezeit zur Verfligung stehen
und einem bereits beauskunfteten Aus-
kunftsverlangen zuzuordnen sind, sind un-
verziiglich nachtraglich zu tGbermitteln. Die
berechtigte Stelle kann bereits bei der erst-
maligen Ubermittlung des Auskunftsverlan-
gens Anforderungen zur nachtraglichen
Ubermittlung von Datensatzen nach Satz 3
festlegen. Macht sie von dieser Mdglichkeit
Gebrauch, sind diese Anforderungen mal3-
geblich fiir die nachtragliche Ubermittlung
nach Satz 3. Die berechtigte Stelle kann im
Einzelfall auch auf die nachtragliche Uber-
mittlung verzichten.

(1) Die nach § 30 Verpflichteten ha-
ben Auskiinfte auf Grundlage der nach den
Vorschriften des Telekommunikationsge-
setzes und des Telekommunikation-Digi-
tale-Dienste-Datenschutz-Gesetzes ge-
speicherten und zum Zeitpunkt der Aus-
kunftserteilung vorhandenen Daten zu er-
teilen. Dabei haben sie stets alle dem Aus-
kunftsverlangen zuzuordnenden Datens-
atze bereitzustellen, die ihnen zum Zeit-
punkt der Auskunftserteilung vorliegen. Da-
tensatze, die erst nach einer technisch be-
dingten Wartezeit zur Verfliigung stehen
und einem bereits beauskunfteten Aus-
kunftsverlangen zuzuordnen sind, sind un-
verziglich nachtraglich zu Gbermitteln. Die
berechtigte Stelle kann bereits bei der erst-
maligen Ubermittlung des Auskunftsverlan-
gens Anforderungen zur nachtraglichen
Ubermittlung von Datenséatzen nach Satz 3
festlegen. Macht sie von dieser Méglichkeit
Gebrauch, sind diese Anforderungen mal3-
geblich fiir die nachtragliche Ubermittlung
nach Satz 3. Die berechtigte Stelle kann im
Einzelfall auch auf die nachtragliche Uber-
mittlung verzichten.
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(2) In Fallen von Anordnungen zur Er-
teilung von Auskunften tber Verkehrsda-
ten, die erst nach dem Zeitpunkt der Aus-
stellung der Anordnung anfallen (zukunftige
Verkehrsdaten), haben die nach § 30 Ver-
pflichteten der jeweiligen berechtigten
Stelle zu jeder sich auf diese Anordnung
stutzenden Anforderung Auskuinfte Uber die
der Anordnung zuzuordnenden Datenséatze
zu erteilen, die ihnen zum Zeitpunkt der
Auskunftserteilung vorliegen; dabei kbnnen
sich in jeder aktuellen Auskunftserteilung
auch Datensétze befinden, die zu vorher-
gehenden Anforderungen bereits mitgeteilt
wurden. Die Haufigkeit und der Zeitabstand
der jeweiligen Anforderungen liegt im aus-
schlie3lichen Ermessen der berechtigten
Stelle. Im Rahmen von Anordnungen zur
Erteilung von Auskiinften tber zuklinftige
Verkehrsdaten kénnen auch Auskiinfte
Uber Verkehrsdaten verlangt werden, die
nach den Vorschriften des Telekommunika-
tionsgesetzes nicht gespeichert, aber im
Rahmen des Telekommunikationsvorgan-
ges erhoben werden; besondere Vorkeh-
rungen zur Erteilung von derartigen Aus-
kinften mussen jedoch nicht getroffen wer-
den.

(2) unverandert

(3) Fur die Umsetzung von Auskunfts-
verlangen Uber Verkehrsdaten in Echtzeit
brauchen nur diejenigen Verpflichteten
nach 8§ 30 Vorkehrungen zu treffen, die
auch nach § 3 verpflichtet sind, technische
Vorkehrungen fur die Umsetzung von
UberwachungsmafRnahmen vorzuhalten.
Fur die Umsetzung derartiger Auskunfts-
verlangen gilt abweichend von § 31 Absatz
2 Satz 5 auch § 12 Absatz 1 Satz 1 und 3
entsprechend. Die nach Satz 1 Verpflichte-
ten kdnnen zur Umsetzung derartiger Aus-
kunftsverlangen ihre technischen Einrich-
tungen zur Umsetzung von Uberwachungs-
malnahmen oder Einrichtungen, die in Be-
zug auf die bereitzustellenden Daten nach
8§ 7 gleichwertig sind, mit der Maf3gabe nut-
zen, dass

(3) unverandert

1. die an die auskunftsberechtigte Stelle
Ubermittelten Daten keine Nachrichten-
inhalte enthalten,
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2. Standortdaten auch fir lediglich emp-
fangsbereite Endgerate erhoben und
an die auskunftsberechtigte Stelle
tbermittelt werden und

3. die Ubermittlung von Standortdaten
nach Nummer 2 derart eingeschrankt
werden kann, dass sie fur die Strafver-
folgungsbehdrden nur nach Mal3gabe
des 8§ 100g Absatz 1 der Strafprozess-
ordnung oder fir eine andere aus-
kunftsberechtigte Stelle nur nach Maf3-
gabe der fur diese Stelle geltenden ge-
setzlichen Vorschriften erfolgt.

(4) 8 6 Absatz 4 qilt entsprechend; in
Fallen von zeitweiligen Ubermittlungshin-
dernissen, Stérungen und Unterbrechun-
gen gelten die 88 10 und 13 entsprechend.

(4) unverandert

§35

§35

Protokollierung

Protokollierung

Der Verpflichtete hat sicherzustellen,
dass die Zugriffe auf seine fir die Erteilung
von Ausklnften vorgehaltenen technischen
Einrichtungen automatisch lickenlos proto-
kolliert werden. Dies gilt unabhangig da-
von, ob die Zugriffe darauf abzielen, Ver-
kehrsdaten zugéanglich zu machen, die
nach den Vorschriften des Telekommunika-
tionsgesetzes gespeichert wurden, oder
Verkehrsdatentbermittlungen in Echtzeit
einzurichten. Zu protokollieren sind:

Der Verpflichtete hat sicherzustellen,
dass die Zugriffe auf seine fir die Erteilung
von Ausklnften vorgehaltenen technischen
Einrichtungen automatisch lickenlos proto-
kolliert werden. Dies gilt unabhangig da-
von, ob die Zugriffe darauf abzielen, Ver-
kehrsdaten zuganglich zu machen, die
nach den Vorschriften des Telekommunika-
tionsgesetzes und des Telekommunika-
tion-Digitale-Dienste-Datenschutz-Ge-
setzes gespeichert wurden, oder Verkehrs-
datenlbermittiungen in Echtzeit einzurich-
ten. Zu protokollieren sind:

1. die Referenznummer des Auskunfts-
verlangens, der probeweisen Anwen-
dung nach § 34 Absatz 2 oder einer
sonstigen Nutzung der technischen
Einrichtungen,

1. unverandert

2. die tatsachlich eingegebene Kennung,
auf Grund derer die Verkehrsdaten-
satze ermittelt werden,

2. unverandert
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3. die weiteren fur die Suche verwende-
ten Daten einschlieRlich der Zeitpunkte
(Datum und Uhrzeit auf der Grundlage
der amtlichen Zeit), zwischen denen
die Verkehrsdatensétze in Bezug auf
die Kennung nach Nummer 2 erfasst
werden,

3. unverandert

4. die Angabe der Rechtsvorschrift (88 9
oder 12 des Telekommunikation-Digi-
tale-Dienste-Datenschutz-Gesetzes
oder 8§ 176 des Telekommunikations-
gesetzes), auf deren Grundlage die
beauskunfteten Verkehrsdaten gespei-
chert wurden,

4. die Angabe der Rechtsgrundlage,
aufgrund der die beauskunfteten Ver-
kehrsdaten gespeichert wurden,

5. die Adressierungsangabe des An-
schlusses, an den die ermittelten Ver-
kehrsdatensatze tbermittelt werden,

5. unveréandert

6. ein Merkmal zur Erkennbarkeit der
Personen, die die Daten nach den
Nummern 1 bis 5 auf Seiten des Ver-
pflichteten eingeben,

6. unverandert

7. Datum und Uhrzeit der Eingabe.

7. unverandert

Die ermittelten Verkehrsdaten durfen nicht
protokolliert werden. Satz 1 gilt nicht fur be-
trieblich erforderliche Zugriffe auf Daten,
die nach den 88 9 oder 12 des Telekom-
munikation-Digitale-Dienste-Datenschutz-
Gesetzes gespeichert werden. Die Anga-
ben nach Satz 3 Nummer 6 durfen aus-
schlieBlich bei auf tatséchlichen Anhalts-
punkten beruhenden Untersuchungen zur
Aufklarung von Missbrauchs- oder Fehler-
fallen verwendet werden. Im Ubrigen gelten
fur die Protokollierung sowie fur die Pri-
fung und Léschung der dafir erzeugten
Protokolldaten § 16 Absatz 2 und 8§ 17 ent-
sprechend mit der Maf3gabe, dass abwei-
chend von § 17 Absatz 1 Satz 3 funf vom
Hundert der gestellten Auskunftsverlangen
einer Prifung zu unterziehen sind.

Die ermittelten Verkehrsdaten durfen nicht
protokolliert werden. Satz 1 gilt nicht fir be-
trieblich erforderliche Zugriffe auf Daten,
die nach den 8§88 9 oder 12 des Telekom-
munikation-Digitale-Dienste-Datenschutz-
Gesetzes gespeichert werden. Die Anga-
ben nach Satz 3 Nummer 6 dirfen aus-
schlieBlich bei auf tatséchlichen Anhalts-
punkten beruhenden Untersuchungen zur
Aufklarung von Missbrauchs- oder Fehler-
fallen verwendet werden. Im Ubrigen gelten
fur die Protokollierung sowie fir die Pri-
fung und Léschung der dafir erzeugten
Protokolldaten § 16 Absatz 2 und § 17 ent-
sprechend mit der Mal3gabe, dass abwei-
chend von § 17 Absatz 1 Satz 3 flinf vom
Hundert der gestellten Auskunftsverlangen
einer Prifung zu unterziehen sind.
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Gesetz Uber den Datenschutz
und den Schutz der Pri-
vatsphére in der Telekommuni-
kation und bei digitalen Diens-
ten

Gesetz tiber den Datenschutz
und den Schutz der Pri-
vatsphére in der Telekommuni-
kation und bei digitalen Diens-
ten

(Telekommunikation-Digitale-
Dienste-Datenschutz-Gesetz -
TDDDG)
vom: 23.06.2021 - Zuletzt geéan-
dert durch Art. 3 des Gesetzes
vom ... [einsetzen: Ausferti-
gungsdatum und Fundstelle,

(Telekommunikation-Digitale-
Dienste-Datenschutz-Gesetz -
TDDDG)
vom: 23.06.2021 - Zuletzt geén-
dert durch Art. 3 des Gesetzes
vom ... [einsetzen: Ausferti-
gungsdatum und Fundstelle,

Bundestagsdrucksache Bundestagsdrucksache
21/3192] 21/3192]
§ 13a § 13a

Erfullung von Pflichten gemal den Arti-
keln 10 und 11 der Verordnung (EU)
2023/1543

Erfullung von Pflichten gemal den Arti-
keln 10 und 11 der Verordnung (EU)
2023/1543

Anbieter von Telekommunikationsdiensten
und die von ihnen gemal § 3 Absatz 1 bis
3 des Elektronische-Beweismittel-Umset-
zungs-und-Durchfihrungsgesetzes einge-
richteten Adressaten dirfen personenbezo-
gene Daten verarbeiten, soweit dies zur Er-
fullung einer Europdischen Herausgabean-
ordnung oder einer Europaischen Siche-
rungsanordnungen gemaf der Verordnung
(EU) 2023/1543 in der Fassung vom 12.
Juli 2023 erforderlich ist. Das Fernmelde-
geheimnis (Artikel 10 Absatz 1 des Grund-
gesetzes) wird insoweit eingeschrankt.

(1) Anbieter von Telekommunikations-
diensten und die von ihnen gemaR § 3 Ab-
satz 1 bis 3 des Elektronische-Beweis-
mittel-Umsetzungs- und Durchfuhrungs-
gesetzes eingerichteten Adressaten durfen
personenbezogene Daten verarbeiten, so-
weit dies zur Erfullung einer Europaischen
Herausgabeanordnung oder einer Europai-
schen Sicherungsanordnungen gemal3 der
Verordnung (EU) 2023/1543 in der Fas-
sung vom 12. Juli 2023 erforderlich ist.

Das Fernmeldegeheimnis (Artikel 10 Ab-
satz 1 des Grundgesetzes) wird insoweit
eingeschrankt.




Geltendes Recht

Referentenentwurf

(2) Verpflichtete haben allein nach
Absatz 1 gesicherte Daten unverziglich
nach Ubermittlung an die anordnende
Stelle, spéatestens sobald die Datensi-
cherung gemaf der Verordnung (EU)
2023/1543 in der Fassung vom 12. Juli
2023 nicht mehr erforderlich ist, nach
dem Stand der Technik irreversibel zu
l6schen.

§ 24a

§ 24a

Erfullung von Pflichten gemal den Arti-
keln 10 und 11 der Verordnung (EU)
2023/1543

Erfullung von Pflichten gemal den Arti-
keln 10 und 11 der Verordnung (EU)
2023/1543

Anbieter von digitalen Diensten und die von
ihnen geman 8§ 3 Absatz 1 bis 3 des Elekt-
ronische-Beweismittel-Umsetzungs-und-
Durchfiihrungsgesetzes eingerichteten Ad-
ressaten durfen personenbezogene Daten
verarbeiten, soweit dies zur Erfiillung einer
Europaischen Herausgabeanordnung oder
einer Europaischen Sicherungsanordnun-
gen gemal der Verordnung (EU)
2023/1543 in der Fassung vom 12. Juli
2023 erforderlich ist.

(1) Anbieter von digitalen Diensten
und die von ihnen gemal § 3 Absatz 1 bis
3 des Elektronische-Beweismittel-Um-
setzungs- und Durchfihrungsgesetzes
eingerichteten Adressaten durfen perso-
nenbezogene Daten verarbeiten, soweit
dies zur Erfullung einer Européischen Her-
ausgabeanordnung oder einer Européi-
schen Sicherungsanordnungen gemal der
Verordnung (EU) 2023/1543 in der Fas-
sung vom 12. Juli 2023 erforderlich ist

(2) Verpflichtete haben allein nach
Absatz 1 gesicherte Daten unverzlglich
nach Ubermittlung an die anordnende
Stelle, spéatestens sobald die Datensi-
cherung gemaf der Verordnung (EU)
2023/1543 in der Fassung vom 12. Juli
2023 nicht mehr erforderlich ist, nach
dem Stand der Technik irreversibel zu
[6schen.
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Gesetz zur Regelung des 0f-
fentlichen Vereinsrechts

Gesetz zur Regelung des 06f-
fentlichen Vereinsrechts

(Vereinsgesetz - VereinsG)
vom: 05.08.1964 - Zuletzt geéan-
dert durch Art. 5Gv.
30.11.2020 1 2600

(Vereinsgesetz - VereinsG)
vom: 05.08.1964 - Zuletzt geén-
dert durch Art. 5G v.
30.11.2020 | 2600

§25

§4

Ermittlungen

Ermittlungen

(1) Die Verbotsbehotrde kann fur ihre
Ermittlungen die Hilfe der flr die Wahrung
der offentlichen Sicherheit oder Ordnung
zustandigen Behorden und Dienststellen in
Anspruch nehmen. Ermittlungsersuchen
des Bundesministeriums des Innern, fur
Bau und Heimat sind an die zustandige
oberste Landesbehdrde zu richten.

(1) unverandert

(2) Halt die Verbotsbehorde oder eine
geman Absatz 1 Satz 1 ersuchte Stelle
eine richterliche Vernehmung von Zeugen,
eine Beschlagnahme von Beweismitteln
oder eine Durchsuchung fiir erforderlich, so
stellt sie ihre Antrage bei dem Verwaltungs-
gericht, in dessen Bezirk die Handlung vor-
zunehmen ist. Die richterlichen Anordnun-
gen oder MalRnahmen trifft der Vorsitzende
oder ein von ihm bestimmtes Mitglied des
Gerichts.

(2) unverandert

(3) Fdr die richterliche Vernehmung
von Zeugen gilt § 98 der Verwaltungsge-
richtsordnung entsprechend.

(3 unverandert
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(4) Fur die Beschlagnahme von Ge-
genstanden, die als Beweismittel von Be-
deutung sein kénnen, gelten die §8 94 bis
97, 98 Abs. 4 sowie die 88 99 bis 101 der
StrafprozeRordnung entsprechend. Beste-
hen hinreichende Anhaltspunkte daftr, daf}
eine Durchsuchung zur Auffindung solcher
Beweismittel fihren werde, so kann die
Durchsuchung der Raume des Vereins so-
wie der Rdume, der Sachen und der Per-
son eines Mitglieds oder Hintermannes des
Vereins angeordnet werden. Bei anderen
Personen ist die Durchsuchung nur zur Be-
schlagnahme bestimmter Beweismittel und
nur dann zulassig, wenn Tatsachen darauf
schlie3en lassen, daf sich die gesuchte
Sache in ihrem Gewahrsam befindet. Die
88 104, 105 Abs. 2 bis 4, 88 106 bis 110
der Strafprozef3ordnung gelten entspre-
chend.

(4) Fur die Beschlagnahme von Ge-
genstanden, die als Beweismittel von Be-
deutung sein kénnen, gelten die §8§ 94 bis
97, 98 Absatz 4 sowie die 88 99, 100, 101
der Strafprozessordnung entsprechend.
Bestehen hinreichende Anhaltspunkte da-
fur, daf3 eine Durchsuchung zur Auffindung
solcher Beweismittel fiihren werde, so kann
die Durchsuchung der Rdume des Vereins
sowie der Rdume, der Sachen und der Per-
son eines Mitglieds oder Hintermannes des
Vereins angeordnet werden. Bei anderen
Personen ist die Durchsuchung nur zur Be-
schlagnahme bestimmter Beweismittel und
nur dann zulassig, wenn Tatsachen darauf
schliel3en lassen, daf sich die gesuchte
Sache in ihrem Gewahrsam befindet. Die
88 104, 105 Absatz 2 und 3, die 8§ 106
bis 110, 111c, 111n bis 111p der Straf-
prozessordnung gelten entsprechend.

(5) Bei Gefahr im Verzug kann auch
die Verbotsbehdrde oder eine gemal3 Ab-
satz 1 Satz 1 ersuchte Stelle eine Be-
schlagnahme, mit Ausnahme der Be-
schlagnahme nach § 99 der Strafprozel3-
ordnung, oder eine Durchsuchung anord-
nen. Die Vorschriften des Absatzes 4 sowie
§ 98 Abs. 2 Satz 1 und 2 der Strafprozel3-
ordnung gelten entsprechend.

(5) unverandert
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Gesetz Uber das Bundeskrimi-
nalamt und die Zusammenar-
beit des Bundes und der Lan-
der in kriminalpolizeilichen An-
gelegenheiten

Gesetz Uber das Bundeskrimi-
nalamt und die Zusammenar-
beit des Bundes und der Lan-
der in kriminalpolizeilichen An-
gelegenheiten

(Bundeskriminalamtgesetz -
BKAG)
vom: 01.06.2017 - Zuletzt geéan-
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8 10a

8 10a

Erhebung von Nutzerdaten zur Identifi-
zZierung

Erhebung von Nutzerdaten zur Identifi-
Zierung

(1) Das Bundeskriminalamt darf im
Rahmen seiner Aufgaben als Zentralstelle
nach § 2 Absatz 2 Nummer 1 und Absatz 6
von demjenigen, der geschaftsmalig ei-
gene oder fremde digitale Dienste nach § 1
Absatz 4 Nummer 1 des Digitale-Dienste-
Gesetzes zur Nutzung bereithalt oder den
Zugang zur Nutzung vermittelt, Auskunft
Uber Nutzungsdaten nach § 2 Absatz 2
Nummer 3 Buchstabe a des Telekommuni-
kation-Digitale-Dienste-Datenschutz-Geset-
zes verlangen, sofern im Einzelfall

(1) unveréandert

1. dem Bundeskriminalamt der Inhalt der
Nutzung des digitalen Dienstes bereits
bekannt ist,

2. eine erhebliche Gefahr fir die offentli-
che Sicherheit vorliegt oder zu-
reichende tatséchliche Anhaltspunkte
fur eine Straftat vorliegen,

3. die hierauf bezogenen Daten im Sinne
des § 2 Absatz 2 Nummer 3 Buchstabe
a des Telekommunikation-Digitale-
Dienste-Datenschutz-Gesetzes zur
Identifizierung des Nutzers erforderlich
sind und

4. die Daten erforderlich sind, die zustan-
dige Strafverfolgungsbehérde oder zu-
standige Polizeibehtrde zu ermitteln,
um zur Ermoglichung der Strafverfol-
gung oder zur Ermdéglichung der Ge-
fahrenabwehr die Identitdt des Nutzers
und den Inhalt der Nutzung der digita-
len Dienste nach § 1 Absatz 4 Nummer
1 des Digitale-Dienste-Gesetzes an
diese weiterzuleiten.

(2) 8§ 62 gilt entsprechend.

(2) unveréandert

(3) Der auf Grund eines Auskunftsver-
langens Verpflichtete hat die zur Aus-
kunftserteilung erforderlichen Daten unver-
zuglich und vollstandig zu Ubermitteln.

(3 unverandert
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(4) Das Bundeskriminalamt hat den
Verpflichteten fur ihm erteilte Auskinfte
eine Entschédigung zu gewéahren. Der Um-
fang der Entschadigung bemisst sich nach
§ 23 und Anlage 3 des Justizvergutungs-
und -entschadigungsgesetzes; die Vor-
schriften Uber die Verjahrung in § 2 Absatz
1 und 4 des Justizvergitungs- und -ent-
schadigungsgesetzes finden entsprechend
Anwendung.

(4) unverandert

§ 10b

Sicherung von Verkehrsdaten

(1) Zur Erfullung der Aufgabe als
Zentralstelle nach § 2 Absatz 1 kann das
Bundeskriminalamt zum Zwecke einer
etwaigen Erhebung gegentber demjeni-
gen, der offentlich zugangliche Tele-
kommunikationsdienste anbietet oder
daran mitwirkt, anordnen, Verkehrsda-
ten gemaf § 3 Nummer 70 des Telekom-
munikationsgesetzes von betroffenen
Personen unverziglich zu sichern (Si-
cherungsanordnung), wenn die zustéan-
dige Strafverfolgungsbehdérde oder die
zustandige Polizeibehdrde noch nicht
erkennbar ist und

1. zureichende tatsachliche Anhalts-
punkte dafur vorliegen, dass eine
Straftat begangen worden ist, wel-
che eine Erhebung der Verkehrsda-
ten nach § 100g Absatz 1 bis 4 der
Strafprozessordnung rechtfertigen
wirde, oder

2. tatsadchliche Anhaltspunkte dafir
vorliegen, dass eine Person inner-
halb eines libersehbaren Zeitraums
auf eine zumindest ihrer Art nach
konkretisierte Weise eine Straftat im
Sinne von § 100g Absatz 1 Satz 1
Nummer 1 der Strafprozessordnung
begehen wird, und

a) nach Feststellung der Zustéan-
digkeit einer Landespolizeibe-
hérde eine Erhebung durch sie
nach den jeweils fir sie gelten-
den Vorschriften erméglicht
werden kann oder
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b) nach Feststellung der Zustan-
digkeit des Bundeskriminalamts
gemal § 5 Absatz 1 eine Erhe-
bung nach § 52 Absatz 1 ermég-
licht werden kann oder

3. tatsachliche Anhaltspunkte dafur
vorliegen, dass eine Person mit ei-
ner Person nach Nummer 2 in nicht
nur flichtigem oder in zuféalligem
Kontakt und in einer Weise in Ver-
bindung steht, welche die Annahme
rechtfertigt, dass nach Gewinnung
weiterer Erkenntnisse

a) nach Feststellung der Zustén-
digkeit einer Landespolizeibe-
hoérde eine Erhebung durch sie
nach den jeweils fur sie gelten-
den Vorschriften erméglicht
werden kann oder

b) nach Feststellung der Zustan-
digkeit des Bundeskriminalamts
gemaf § 5 Absatz 1 eine Erhe-
bung nach § 52 Absatz 1 ermég-
licht werden kann.

Die Daten mussen fir die jeweiligen
Zwecke der Erhebung von Bedeutung
sein kénnen.

(2) Die Anordnung darf nur durch
die zustandige Abteilungsleitung des
Bundeskriminalamts oder deren Vertre-
tung angeordnet werden. Die zustandige
Abteilungsleitung kann die Anordnungs-
befugnis auf Bedienstete des Bundes-
kriminalamts mit Befahigung zum Rich-
teramt Gbertragen.

3) Die  Anordnung  ergeht
schriftlich. In ihr sind anzugeben:

1. die Person, gegen die sich die Mal3-
nahme richtet, soweit mdglich, mit
Namen und Anschrift,
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2. die Rufnummer oder eine andere
Kennung des betroffenen Anschlus-
ses oder Endgerates, sofern sich
nicht aus bestimmten Tatsachen
ergibt, dass diese zugleich einem
anderen Endgerat zugeordnet ist,

3. Art, Umfang und Dauer der Mali3-
nahme unter Benennung des End-
zeitpunktes,

4. Artder durch die MaRnahme zu er-
hebenden Daten und ihre voraus-
sichtliche Bedeutung fur den Zweck
der Erhebung sowie

5. die wesentlichen Griinde fiur die An-
ordnung der MalRnahme.

Abweichend von Satz 2 Nummer 2 ge-
nugt bei der Sicherung von Daten einer
Funkzelle eine raumlich und zeitlich hin-
reichende Bezeichnung der Telekommu-
nikation, sofern anderenfalls die Errei-
chung des Zwecks der MaRBnahme aus-
sichtslos oder wesentlich erschwert
ware.

(4) Die Anordnung ist auf hdchs-
tens drei Monate zu befristen. Das Bun-
deskriminalamt informiert nach Feststel-
lung der Zustandigkeit eines Landes die
zustandige Landespolizeibehdrde uber
die Anordnung.

(5) Der auf Grund einer Siche-
rungsanordnung nach Absatz1 Ver-
pflichtete hat die von der Anordnung er-
fassten Daten unverziglich und vollstan-
dig zu sichern. Ob und in welchem Um-
fang fur die unverziugliche Sicherung
nach Absatz 1 Vorkehrungen zu treffen
sind, bestimmt sich nach dem Telekom-
munikationsgesetz und der Telekommu-
nikations-Uberwachungsverordnung.
Der Umfang der Entschadigung bemisst
sich nach § 23 und Anlage 3 des Justiz-
vergutungs- und -entschadigungsgeset-
zes.
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§52

§52

Erhebung von Telekommunikationsver-
kehrsdaten und Nutzungsdaten

Erhebung von Telekommunikationsver-
kehrsdaten und Nutzungsdaten

(1) Das Bundeskriminalamt kann
ohne Wissen der betroffenen Person Ver-
kehrsdaten (88 9 und 12 des Telekommu-
nikation-Digitale-Dienste-Datenschutz-Ge-
setzes) erheben zu

(1) Das Bundeskriminalamt kann
ohne Wissen der betroffenen Person Ver-
kehrsdaten gemaf § 3 Nummer 70 des
Telekommunikationsgesetzes bei dem-
jenigen erheben, der 6ffentlich zugangli-
che Telekommunikationsdienste anbie-
tet oder daran mitwirkt, erheben zu

1. den entsprechend § 17 oder § 18 des
Bundespolizeigesetzes Verantwortli-
chen zur Abwehr einer dringenden Ge-
fahr flir den Bestand oder die Sicher-
heit des Bundes oder eines Landes
oder fur Leib, Leben oder Freiheit einer
Person oder Sachen von bedeutendem
Wert, deren Erhaltung im offentlichen
Interesse geboten ist,

1. unverandert

2. der Person, bei der bestimmte Tatsa-
chen die Annahme rechtfertigen, dass
sie innerhalb eines Uibersehbaren Zeit-
raums auf eine zumindest ihrer Art
nach konkretisierte Weise eine Straftat
nach 8§ 5 Absatz 1 Satz 2 begehen
wird,

2. unverandert

3. der Person, deren individuelles Verhal-
ten die konkrete Wahrscheinlichkeit
begrindet, dass sie innerhalb eines
Ubersehbaren Zeitraums eine Straftat
nach 8§ 5 Absatz 1 Satz 2 begehen
wird,

3. unverandert

4. der Person, bei der bestimmte Tatsa-
chen die Annahme rechtfertigen, dass
sie fur eine Person nach Nummer 1
bestimmte oder von dieser herriih-
rende Mitteilungen entgegennimmt
oder weitergibt, oder

4. unverandert

5. der Person, bei der bestimmte Tatsa-
chen die Annahme rechtfertigen, dass
eine Person nach Nummer 1 deren Te-
lekommunikationsanschluss oder End-
gerat benutzen wird,

5. unveréandert
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wenn die Abwehr der Gefahr oder Verhi-
tung der Straftaten auf andere Weise aus-
sichtslos oder wesentlich erschwert ware.

wenn die Abwehr der Gefahr oder Verhi-
tung der Straftaten auf andere Weise aus-
sichtslos oder wesentlich erschwert ware.

(2) Unter den Voraussetzungen des
Absatzes 1 kann das Bundeskriminalamt
von denjenigen, die geschaftsmaRig eigene
oder fremde digitale Dienste nach § 1 Ab-
satz 4 Nummer 1 des Digitale-Dienste-Ge-
setzes zur Nutzung bereithalten oder den
Zugang zur Nutzung vermitteln, Auskunft
Uber Nutzungsdaten (8§ 2 Absatz 2 Nummer
3 des Telekommunikation-Digitale-Dienste-
Datenschutz-Gesetzes) verlangen. Die
Auskunft kann auch tber zukiinftige Nut-
zungsdaten angeordnet werden. Der
Diensteanbieter hat die Daten dem Bun-
deskriminalamt unverziglich auf dem vom
Bundeskriminalamt bestimmten Weg zu
Ubermitteln.

(2) unverandert

3) Zum Zwecke einer etwa-
igen Erhebung nach Absatz 1 darf ange-
ordnet werden, dass Verpflichtete nach
Absatz 1 Verkehrsdaten von betroffenen
Personen unverzuglich zu sichern ha-
ben, wenn

1. tatsachliche Anhaltspunkte dafir
vorliegen, dass es sich um eine Per-
son im Sinne des Absatzes 1 han-
delt und eine Erhebung nach Absatz
1 gerechtfertigt sein kdnnte, oder

2. tatsachliche Anhaltspunkte daftr
vorliegen, dass es sich um eine Per-
son handelt, die mit einer Person
nach Absatz 1 Nummer 2 oder 3, in
nicht nur flichtigem oder in zufalli-
gem Kontakt und in einer Weise in
Verbindung steht, welche die An-
nahme rechtfertigt, dass nach Ge-
winnung weiterer Erkenntnisse eine
Erhebung nach Absatz 1 gerechtfer-
tigt sein kdnnte.

Die Daten mussen flir die in Absatz 1 je-
weils genannten Zwecke von Bedeutung
sein kdnnen.
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(3) 8§51 Absatz 3 bis 6 gilt entspre-
chend mit der Mal3gabe, dass an die Stelle
der Prasidentin oder des Prasidenten des
Bundeskriminalamtes oder ihrer oder sei-
ner Vertretung die zustandige Abteilungs-
leitung oder deren Vertretung tritt. Abwei-
chend von § 51 Absatz 4 Nummer 2 und
Absatz 5 Satz 1 Nummer 2 genugt eine
raumlich und zeitlich hinreichende Bezeich-
nung der Telekommunikation, sofern ande-
renfalls die Erreichung des Zwecks der
MafRnahme aussichtslos oder wesentlich
erschwert wére.

(4) Fur MaBnahmen nach den Ab-
satzen 1 und 2 gilt § 51 Absatz 3 bis 6
entsprechend mit der Mal3gabe, dass an
die Stelle der Prasidentin oder des Prasi-
denten des Bundeskriminalamtes oder ih-
rer oder seiner Vertretung die zustandige
Abteilungsleitung oder deren Vertretung
tritt. Abweichend von 8§ 51 Absatz 4 Num-
mer 2 und Absatz 5 Satz 1 Nummer 2 ge-
nigt eine raumlich und zeitlich hinrei-
chende Bezeichnung der Telekommunika-
tion, sofern anderenfalls die Erreichung des
Zwecks der MalRnahme aussichtslos oder
wesentlich erschwert wére.

(5) Die Mafinahme nach Absatz 3
darf nur durch die zustandige Abtei-
lungsleitung des Bundeskriminalamts
oder deren Vertretung angeordnet wer-
den. Die zustandige Abteilungsleitung
kann die Anordnungsbefugnis auf Be-
dienstete des Bundeskriminalamts mit
Befahigung zum Richteramt Ubertragen.

(6) Die Anordnung nach Ab-
satz 3 ergeht schriftlich. In ihr sind anzu-
geben:

1. die Person, gegen die sich die Mal3-
nahme richtet, soweit mdglich, mit
Namen und Anschrift,

2. die Rufnummer oder eine andere
Kennung des betroffenen Anschlus-
ses oder Endgerates, sofern sich
nicht aus bestimmten Tatsachen
ergibt, dass diese zugleich einem
anderen Endgerét zugeordnet ist,

3. Art, Umfang und Dauer der Mali3-
nahme unter Benennung des End-
zeitpunktes,

4. Artder durch die MaRnahme zu er-
hebenden Daten und ihre voraus-
sichtliche Bedeutung fur den Zweck
der Erhebung sowie

5. die wesentlichen Griinde fiur die An-
ordnung der MalRnahme.
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Abweichend von Satz 2 Nummer 2 ge-
nugt bei der Sicherung von Daten einer
Funkzelle eine raumlich und zeitlich hin-
reichende Bezeichnung der Telekommu-
nikation, sofern anderenfalls die Errei-
chung des Zwecks der MaRnahme aus-
sichtslos oder wesentlich erschwert
waére.

@) Die Anordnung ist auf
héchstens drei Monate zu befristen und
darf nur auf Antrag der zustandigen Ab-
teilungsleitung des Bundeskriminalamts
oder deren Vertretung durch das Gericht
um hochstens drei Monate verlangert
werden.

(8) Der auf Grund einer Sicherungs-
anordnung nach Absatz 3 Verpflichtete
hat die von der Anordnung erfassten
Daten unverziglich und vollstandig zu
sichern. Ob und in welchem Umfang fur
die MalBnahme nach Absatz 3 Vorkeh-
rungen zu treffen sind, bestimmt sich
nach dem Telekommunikationsgesetz
und der Telekommunikations-Uberwa-
chungsverordnung. Fir die Entschédi-
gung der Diensteanbieter ist § 23 des
Justizvergitungs- und -entschadigungs-
gesetzes entsprechend anzuwenden.
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Gesetz tUber das Aufsplren von
Gewinnen aus schweren Straf-
taten

Gesetz tber das Aufsplren von
Gewinnen aus schweren Straf-
taten

(Geldwaschegesetz - GwG)
vom: 23.06.2017 - Zuletzt geéan-
dert durch Art. 8 G v.
27.12.2024 1 Nr. 438

(Geldwaschegesetz - GwG)
vom: 23.06.2017 - Zuletzt geén-
dert durch Art. 8 G v.
27.12.2024 | Nr. 438

§29

§29

Verarbeitung personenbezogener Daten
durch die Zentralstelle flr Finanztrans-
aktionsuntersuchungen

Verarbeitung personenbezogener Daten
durch die Zentralstelle fur Finanztrans-
aktionsuntersuchungen

(1) Die Zentralstelle fir Finanztrans-
aktionsuntersuchungen darf personenbezo-
gene Daten verarbeiten, die aufgrund die-
ses Gesetzes Ubermittelt, erhoben oder ab-
gefragt werden, soweit dies zur Erflllung
ihrer Aufgaben erforderlich ist.

(1) unverandert

(2) Die Zentralstelle fur Finanztrans-
aktionsuntersuchungen darf personenbezo-
gene Daten, die sie zur Erfullung ihrer Auf-
gaben gespeichert hat, mit anderen Daten
abgleichen, wenn dies nach diesem Gesetz
oder nach einem anderen Gesetz zulassig
ist.

(2) unverandert

(2a) Die Zentralstelle fur Finanz-
transaktionsuntersuchungen darf bei der
Verarbeitung personenbezogener Daten
nach Absatz 1 und beim Abgleich dieser
personenbezogenen Daten mit anderen
Daten nach Absatz 2 automatisierte An-
wendungen zur Datenanalyse einsetzen

(2a) Die Zentralstelle fur Finanz-
transaktionsuntersuchungen darf bei der
Verarbeitung personenbezogener Daten
nach Absatz 1 und beim Abgleich dieser
personenbezogenen Daten mit anderen
Daten nach Absatz 2 automatisierte An-
wendungen zur Datenanalyse einsetzen

1. zur Risikobewertung nach § 30 Absatz
2 Satz 3,

1. unverandert

2. bei der operativen Analyse nach § 28
Absatz 1 Satz 3 Nummer 2 und

2. unverandert

3. bei der strategischen Analyse nach §
28 Absatz 1 Satz 3 Nummer 8

3. unverandert
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von Meldungen und sonstigen Informatio-
nen nach diesem Gesetz. Folgende perso-
nenbezogene Daten dirfen in automatisier-
ten Anwendungen zur Datenanalyse nach
Satz 1 nicht verarbeitet werden:

von Meldungen und sonstigen Informatio-
nen nach diesem Gesetz. Folgende perso-
nenbezogene Daten dirfen in automatisier-
ten Anwendungen zur Datenanalyse nach
Satz 1 nicht verarbeitet werden:

1. Daten, die urspriunglich durch den Bun-
desnachrichtendienst, das Bundesamt
fur Verfassungsschutz, die Verfas-
sungsschutzbehérden der Lander oder
den Militérischen Abschirmdienst erho-
ben wurden;

1. unverandert

2. Daten, die durch eine MaRnahme nach
den 88 100a, 100b, 100c, 100f, 100g,
100h, 100i, 100k Absatz 1 Satz 2, den
88 110a, 163f der Strafprozessordnung
oder aus vergleichbar schwerwiegen-
den Eingriffen in die informationelle
Selbstbestimmung gewonnen wurden;

2. Daten, die durch eine MaRRnahme nach
den 88 100a, 100b, 100c, 100f, 100g,
100h, 100i, 100k, den 8§88 110a, 163f
der Strafprozessordnung oder aus ver-
gleichbar schwerwiegenden Eingriffen
in die informationelle Selbstbestim-
mung gewonnen wurden;

3. Dbiometrische Daten.

3. unverandert

Folgende Datenarten diurfen mittels einer
automatisierten Anwendung zur Datenana-
lyse verarbeitet werden: der Familienname,
die Vornamen, friihere Namen, andere Na-
men, Aliaspersonalien, abweichende Na-
mensschreibweisen, Name der juristischen
Person, das Geschlecht, das Geburtsda-
tum, der Geburtsort, der Geburtsstaat, der
Familienstand, die aktuellen und bisherigen
Staatsangehorigkeiten, die gegenwartigen
und bisherigen Anschriften, die Nummer ei-
nes Legitimationsdokumentes einschliel3-
lich der ausstellenden offentlichen Stelle,
eigene oder jeweils genutzte Telekommuni-
kationsanschliisse sowie Adressen fir
elektronische Post, elektronische Adressen
fur neue Zahlungsmethoden (Wallet-Adres-
sen), sonstige Angaben zur beruflichen Er-
reichbarkeit und Daten Uber die Geschafts-
beziehung geman § 1 Absatz 4 einer Per-
son mit einem Verpflichteten nach § 2, ins-
besondere Daten eines bei einem Ver-
pflichteten gefiihrten Kontos. Personenbe-
zogene Daten aus allgemein zugénglichen
Quellen durfen nicht automatisiert in die
Verarbeitung personenbezogener Daten in
automatisierten Anwendungen zur Daten-
analyse einbezogen werden.

Folgende Datenarten durfen mittels einer
automatisierten Anwendung zur Datenana-
lyse verarbeitet werden: der Familienname,
die Vornamen, frihere Namen, andere Na-
men, Aliaspersonalien, abweichende Na-
mensschreibweisen, Name der juristischen
Person, das Geschlecht, das Geburtsda-
tum, der Geburtsort, der Geburtsstaat, der
Familienstand, die aktuellen und bisherigen
Staatsangehorigkeiten, die gegenwartigen
und bisherigen Anschriften, die Nummer ei-
nes Legitimationsdokumentes einschliel3-
lich der ausstellenden 6ffentlichen Stelle,
eigene oder jeweils genutzte Telekommuni-
kationsanschlisse sowie Adressen fir
elektronische Post, elektronische Adressen
fur neue Zahlungsmethoden (Wallet-Adres-
sen), sonstige Angaben zur beruflichen Er-
reichbarkeit und Daten Uber die Geschéfts-
beziehung gemaf § 1 Absatz 4 einer Per-
son mit einem Verpflichteten nach § 2, ins-
besondere Daten eines bei einem Ver-
pflichteten gefiihrten Kontos. Personenbe-
zogene Daten aus allgemein zuganglichen
Quellen dirfen nicht automatisiert in die
Verarbeitung personenbezogener Daten in
automatisierten Anwendungen zur Daten-
analyse einbezogen werden.
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(2b) Durch den Einsatz automati-
sierter Anwendungen zur Datenanalyse
nach Absatz 2a kénnen Meldungen und
sonstige Informationen im Datenbestand
der Zentralstelle fir Finanztransaktionsun-
tersuchungen dahingehend bewertet und
identifiziert werden, ob relevante Anhalts-
punkte bestehen, dass ein Vermégensge-
genstand mit Geldwasche, mit Terroris-
musfinanzierung oder mit einer sonstigen
Straftat im Zusammenhang steht. Hierzu
kénnen Beziehungen zwischen Personen,
Personengruppierungen, Institutionen, Or-
ganisationen, Objekten und Sachen herge-
stellt, unbedeutende Informationen und Er-
kenntnisse ausgeschlossen und die einge-
henden Erkenntnisse bekannten Sachver-
halten zugeordnet werden. Hierzu werden
die von den Verpflichteten bei der Abgabe
einer Meldung anzugebenden Informatio-
nen und sonstige Informationen im Daten-
bestand der Zentralstelle fur Finanztrans-
aktionsuntersuchungen mit den Parame-
tern fur die Risikobewertung nach § 30 Ab-
satz 2 Satz 2 bis 8 oder Parametern fir die
operative und strategische Analyse auto-
matisiert auf Beziehungen und mogliche
Ubereinstimmungen abgeglichen. Selbst-
lernende und automatisierte Systeme, die
eigenstandig Gefahrlichkeitsaussagen tber
Personen treffen kdnnen, sind unzulassig.

(2b) unverandert

(2c) Die Zentralstelle fur Finanz-
transaktionsuntersuchungen darf zur Erftl-
lung ihrer Aufgaben nach diesem Gesetz
Informationen nach § 28 Absatz 1 Satz 3
Nummer 2 erheben, verarbeiten und mit
anderen Daten abgleichen.

(2¢) unverandert

(3) Die Zentralstelle fur Finanztrans-
aktionsuntersuchungen darf personenbezo-
gene Daten, die bei ihr vorhanden sind, zu
Fortbildungszwecken oder zu statistischen
Zwecken verarbeiten, soweit eine Verarbei-
tung anonymisierter Daten zu diesen Zwe-
cken nicht moglich ist.

(3 unverandert
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(4) Die Zentralstelle fur Finanztrans-
aktionsuntersuchungen darf personenbezo-
gene Daten, die bei ihr vorhanden sind,
verarbeiten, um den Einsatz automatisier-
ter Anwendungen zur Datenanalyse vorzu-
bereiten, die sie zur Erfiillung ihrer Aufga-
ben nach diesem Gesetz einsetzt.

(4) unverandert

(5) Die Zentralstelle fur Finanztrans-
aktionsuntersuchungen stellt durch organi-
satorische und technische Mal3nahmen si-
cher, dass Daten nur gemaf ihrer rechtli-
chen Verwendbarkeit verarbeitet werden.
Hierbei sind auch Begrenzungen der Zu-
griffsmdglichkeiten auf die automatisierten
Anwendungen zur Datenanalyse vorzuse-
hen.

(5) unverandert

(6) Die Zentralstelle fir Finanztrans-
aktionsuntersuchungen stellt durch Schu-
lungen sicher, dass das eingesetzte Perso-
nal mit den geltenden europaischen und
nationalen Datenschutzbestimmungen ver-
traut ist.

(6) unverandert

(7) Die oder der Bundesbeauftragte
fur den Datenschutz und die Informations-
freiheit fihrt mindestens alle zwei Jahre
Kontrollen der Datenverarbeitung im Zu-
sammenhang mit der Verarbeitung von
personenbezogenen Daten nach Absatz 1
durch. Diese Kontrollen erfolgen unbescha-
det ihrer oder seiner in § 14 des Bundesda-
tenschutzgesetzes genannten Aufgaben.

(7) unverandert

(8) Sofern die oder der Bundesbeauf-
tragte fur den Datenschutz und die Infor-
mationsfreiheit VersttRe nach § 16 Absatz
2 des Bundesdatenschutzgesetzes bean-
standet hat, kann sie oder er geeignete
MafRnahmen anordnen, wenn dies zur Be-
seitigung eines erheblichen Verstolies ge-
gen datenschutzrechtliche Vorschriften er-
forderlich ist.

(8 unverandert




